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Preface

This reference manual comprises the System Management Services (SMS 1.4 man
pages. Both novice users and those familiar with the SunOS operating system can use
online man pages to obtain information about the system and its features. A man page
is intended to answer concisely the question “What does it do?” Man pages are
generally intended for reference, not a tutorial.

Overview

This section contains a brief description of the SMS man pages and the information
they contain. The | nt r o(1M) man page describes, in alphabetical order, commands
that are used chiefly for system maintenance and administration purposes.

What follows is a generic format for man pages. Each man page is made upf of the
following sections, which usually appear in the order shown here. When a particular
section is not needed for a particular command, it is omitted. For example, if there are
no notes to report, there is no NOTES section. See the i nt r o(1) man page for more
information and detail about each section, and man(1) for more information about man
pages in general.

NAME This section gives the names of the commands or
functions documented, followed by a brief
description of what they do.
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SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

This section shows the syntax of commands or
functions. When a command or file does not exist
in the standard path, its full path name is shown.
Options and arguments are alphabetized, with
single-letter arguments first, and options with
arguments next, unless a different argument
order is required.

The following special characters are used in this
section:

[ ] Brackets. The option or argument
enclosed in these brackets is optional. If
the brackets are omitted, the argument
must be specified.

Ellipses. Several values may be provided
for the previous argument, or the
previous argument can be specified
multiple times, for example
“filenane...”.

Separator. Only one of the arguments
separated by this character can be
specified at one time.

{ } Braces. The options and/or arguments
enclosed within braces are
interdependent, such that everything
enclosed must be treated as a unit.

This section defines the functionality and
behavior of the service. Thus it describes
concisely what the command does. It does not
discuss OPTIONS or cite EXAMPLES. Interactive
commands, subcommands, requests, macros,
functions and such, are described under USAGE.

This lists the command options with a concise
summary of what each option does. The options
are listed literally and in the order in which they
appear in the SYNOPSIS section. Possible
arguments to options are discussed under the
option, and where appropriate, default values are
supplied.

This section lists the command operands and
describes how they affect the actions of the
command.
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RETURN VALUES

ERRORS

USAGE

EXAMPLES

ENVIRONMENT VARIABLES

If the man page documents functions that return
values, this section lists these values and
describes the conditions under which they are
returned. If a function can return only constant
values, such as 0 or -1, these values are listed in
tagged paragraphs. Otherwise, a single
paragraph describes the return values of each
function. Functions declared void do not return
values, so they are not discussed in RETURN
VALUES.

On failure, most functions place an error code in
the global variable err no, indicating why they
failed. This section lists alphabetically all the
error codes a function can generate and describes
the conditions that cause each error. When more
than one condition can cause the same error, each
condition is described in a separate paragraph
under the error code.

This section lists special rules, features, and
commands that require in-depth explanation. The
subsections listed below are used to explain built-
in functionality:

Commands

Modifiers

Variables

Expressions

Input Grammar

This section provides examples of usage,
including how to use a command or function.
Wherever possible, a complete example,
including command line entry and machine
response, is shown. Examples are followed by
explanations, variable substitution rules, or
returned values. Most examples illustrate
concepts from the SYNOPSIS, DESCRIPTION,
OPTIONS, and USAGE sections.

This section lists any environment variables that
the command or function affects, followed by a
brief description of the effect.
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

NOTES

This section lists the values the command returns
to the calling program or shell and the conditions
that cause these values to be returned. Usually,
zero is returned for successful completion and
values other than zero for various error
conditions.

This section lists all file names referred to by the
man page, files of interest, and files created or
required by commands. Each file name is
followed by a descriptive summary or
explanation.

This section lists characteristics of commands,
utilities, and device drivers by defining the
attribute type and its corresponding value. See
at tri but es(5) for more information.

This section lists references to other man pages,
in-house documentation, and outside
publications.

This section lists additional information that does
not belong anywhere else on the page. It takes the
form of an aside to the user, covering points of
special interest. Critical information is never
covered here.
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Intro(1M)

NAME

DESCRIPTION

LIST OF
COMMANDS

User Commands

Intro - SMS Administration

This section describes the commands executed in the system management software

environment.

The following commands are supported:

addboard

addcodl i cense

addt ag

cancel cndsync
codd

consol e

dca

del et eboard

del et ecodl i cense

del et et ag

di sabl econmponent

dsmd
dxs

ef hd
el ad

enabl econponent

erd
esnd
fl ashupdat e

f ond
frad

Assign, connect, and configure a board to a domain.

Install a Capacity on Demand (COD) license key on the
system controller (SC).

Assign a domain name (tag) to a domain.
Command synchronization command.
Capacity on Demand (COD)daemon.
Access the domain console.

Domain configuration agent.

Unconfigure, disconnect, and unassign a system board
from a domain.

Remove a Capacity on Demand (COD) license key on the
system controller (SC).

Remove the domain tag name associated with the
domain.

Add the specified component to the specified blacklist
file.

Domain status monitoring daemon.
Domain X server.

Error- and fault-handling daemon.
Event log access daemon.

Remove the specified component from the specified
blacklist.

Event-reporting daemon.
Environmental status-monitoring daemon.

Update the Flash PROMs located on the CPU boards,
MaxCPU boards, and system controllers (SC).

Failover management daemon.
FRU access daemon.
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User Commands

hel p
hpost

hwad

i ni tcndsync
knd

mand

md
noveboar d
osd

pcd
power of f
power on

rcf gadm
reset
resetsc
runcrdsync
savecndsync

set bus

set dat async

setdate

setdefaults

setfail over

set keyswi tch
set obppar ans

set uppl atform

showboar ds

Last Modified 19 September 2003

Intro(1M)

Display help information for SMS commands.

Sun Fire high-end system power-on self-test (POST)
control application.

Hardware access daemon.

Command synchronization command.

SMS key management daemon.

Management network daemon.

Message-logging daemon.

Move a board from one domain to another.
OpenBoot PROM server daemon.

Platform configuration database daemon.

Control power off.

Control power on.

Remote configuration administration.

Send reset to all CPU ports of a specified domain.
Reset the other system controller (SC).

Prepare a specified script for recovery after a failover.
Command synchronization command.

Perform dynamic bus reconfiguration on active
expanders in a domain.

Modify the data propagation list used in data
synchronization.

Set the date and time for the system controller (SC) or a
domain.

Remove all instances of a previously active domain.

Modify the state of the system controller (SC) failover
mechanism.

Change the position of the virtual keyswitch.
Set up OpenBoot PROM variables for a domain.
Set up the available component list for domains.

Show the assignment information and status of the
boards.

SMS 1.4 2



Intro(1M)

showbus

showcrdsync

showcodl i cense

showcodusage

showconponent

showdat async

showdat e

showdevi ces

showenvi r onnent
showf ai | over
showkeyswi t ch
showl ogs

showobppar ans

showpl at f orm

showxi rstate

snmsbackup
snsconfig
smsconnect sc
snsi nstal |
snerestore
snsupgr ade

smBver si on

ssd

User Commands

Display the bus configuration of expanders in active
domains.

Display the current command synchronization list.

Display the current Capacity on Demand (COD) right-to-
use (RTU) licenses stored in the COD license database.

Display the current usage statistics for Capacity on
Demand (COD) resources.

Display the blacklist status for a component.

Display the status of system controller (SC) data
synchronization for failover.

Display the date and time for the system controller (SC)
or a domain.

Display system board devices and resource usage
information.

Display the environmental data.

Display system controller (SC) failover status or role
Display the position of the virtual keyswitch.
Display message log files.

Display OpenBoot PROM bring-up parameters for a
domain.

Display the board available component list and domain
state for each domain.

Display CPU dump information after sending a reset
pulse to the processors.

Back up the SMS environment.
Configure the SMS environment.
Access a remote SC console.
Install the SMS environment.
Restore the SMS environment.
Upgrade the SMS environment.

Change the active version of SMS to another co-resident
version of the SMS software.

SMS startup daemon.

SMS 1.4 Last Modified 19 September 2003



User Commands

t est enui |

tmd

wcapp

Last Modified 19 September 2003
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Test the event-reporting features, which include event
message logging and email notification of events.

Task management daemon.

wPClI application daemon.
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addboard(1M)

NAME

SYNOPSIS

DESCRIPTION

System Administration

addboard - assign, connect and configure a board to a domain

addboard - d domain_indicator [- ¢ function] [-r retry _count [-t timeout]][-q]
[-f1[-yl-n] location ...

addboard - h

addboar d(1M) assigns, connects, and configures a location to the domain domain_id
or domain_tag.

The board must be either avai | abl e or assi gned to the domain to which it is
being added. The - ¢ option is used to specify the transition of the board from the
current configuration state to a new configuration state. Configuration states are
assi gn, connect, and confi gur e. If the - ¢ option is not specified, the default
expected configuration state is confi gure.

Note — addboar d performs tasks synchronously and does not return control to the
user until the command is complete. If the board is not powered on or tested and a
- c connect | confi gur e option is specified, then the command powers on the
board and tests it.

Note — If only one board is specified and it is in the automatic system recovery
(ASR) blacklist file, addboar d displays an error message and exits. If more than
one board is specified, addboar d displays a message that the board is being
skipped, and then goes on to the next board or, after the last board, exits.

Note — If the addboar d command fails, a board does not return to its original
state. A dxs or dca error message is logged to the domain. If the error is
recoverable, you can retry the command. If it is unrecoverable, you need to reboot
the domain in order to use that board.

SMS 1.4 Last Modified 19 September 2003



System Administration addboard(1M)

OPTIONS The following options are supported:

- ¢ function Valid function values are assi gn, connect, and confi gur e.
This option is used to control the configuration state
transition. Each successive function builds upon the last. For
example, conf i gur e first assigns and then connects the
board before configuring it.

The possible transition states and their meanings are as
follows:

assign Assigns the board to the logical domain.
This is a board state in which the domain
has sole access to the board; however, the
board is not active. Once assigned, the
board can be connected or configured into
the domain with the use of either
set keyswi t ch on or the connect or
confi gur e options.

connect Assigns the board to the logical domain
(if it is not already assigned). Transitions
the board into the
connect ed| unconfi gur ed state. In this
state the system board is assigned to the
logical domain and connected (becomes
act i ve). This state allows normal system
access to hardware resources on the
board, but the hardware resources of the
board are not represented by the normal
Solaris software data structures and thus
are not available for use by the Solaris
operating environment. Operations
allowed on the board are limited to
configuration administration operations.
This is an intermediate state and does not
have any standalone implementation at
this time.

configure Assigns the board to the logical domain
(if it is not already assigned). Transitions
the board into the
connect ed| confi gur ed state. In this
state the board is not only assigned,
active, and connected to a domain, but
also configured into the Solaris operating
environment. The hardware resources on
the board can be used by Solaris software.

Last Modified 19 September 2003 SMS 1.4 6



addboard(1M)

System Administration

- d domain_indicator Specifies the domain using one of the following:

-1 retry_count

-t timeout

domain_id — ID for a domain. Valid domain_ids are A-R and are
not case sensitive.

domain_tag — Name assigned to a domain using addt ag(1M).

Forces the specified action to occur. Typically, this is a
hardware-dependent override of a safety feature. Forcing a
state change operation can allow use of the hardware
resources of an occupant that is not in the ok or unknown
conditions, at the discretion of any hardware-dependent
safety checks.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

Quiet. Suppresses all messages to st dout including prompts.
When used alone - g defaults to the - n option for all prompts.

When used with either the - y or the - n option, - q suppresses
all user prompts and automatically answers with either 'y' or
'n' based on the option chosen.

These command arguments enable the user to specify retries
in case of failures encountered during state transitions. The

- r retry_count option can be used alone and indicates the
number of times the configuration state change request
should be retried by the domain. The -t timeout option
cannot be used without the - r retry_count option and
specifies the number of seconds that the domain should wait
before the next retry is made. If the - t timeout is not specified,
the default timeout is zero, meaning that the request is retried
immediately.

Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

SMS 1.4 Last Modified 19 September 2003



System Administration addboard(1M)

OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

The following operands are supported:

location List of board locations separated by a space. Multiple location
arguments are permitted.

The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K
SB(0...17), SB(O0...8)

1 (0...17), 1Q0...8)

Note — Use showboar ds(1M) to display board type.

If you have platform administrator privileges, you can perform only the - ¢ assi gn
option.

If you have domain administrator or configurator privileges, you can execute this
command, but only on your respective domains. If the board(s) are not already
assigned to the domain, the board(s) must be in the available component list of the
domain.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1  Assigning Boards to Domain C

To assign four boards to domain C you must have platform privileges or domain
privileges and the boards must be in the domain available component list.

sc0: sms-user: > addboard -d C -c assign SBO |01 SB1 SB2
SBO assigned to domain: C

10l assigned to domain: C

SB1 assigned to domain: C

SB2 assigned to domain: C

scO: sms-user: >

EXAMPLE 2  Assigning a Blacklisted Board to Domain C

Last Modified 19 September 2003 SMS 1.4
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EXIT STATUS

System Administration

To assign four boards to domain C you must have platform privileges or domain
privileges and the boards must be in the domain available component list.

sc0: sms-user: > addboard -d C -c assign SBO |2 SB1 SB2
SBO assigned to domain: C

|12 assigned to domain: C

Warning: 1Q2 is blacklisted.

You will not be able to connect or configure it.

SB1 assigned to domain: C

SB2 assigned to domain: C

sc0: sms-user: >

EXAMPLE 3 Connecting Boards to Domain A
This example connects three boards to domain A, setting retries to five and timeout

to five seconds. You must have domain privileges for domain A.

scO0: sms-user: > addboard -d A -c connect -r 5 -t 5 13
I 16

EXAMPLE 4 Connecting Boards Containing an ASR Blacklisted Board to Domain C

You must have domain privileges for domain C. Blacklisted boards are skipped.

scO0: sms-user: > addboard -d C -c connect SBO
SBO is blacklisted. Exiting.
scO0: sms-user: >

EXAMPLES5 Configuring Boards to Domain A

You must have domain privileges for domain A.
scO0: sms-user: > addboard -d A -c configure I3 I|O4 |16

EXAMPLE 6  Configuring Boards Containing an ASR Blacklisted Board to Domain A

You must have domain privileges for domain A. Blacklisted boards are skipped.

sc0: sms-user: > addboard -d A -c configure 107 138 |
Skipping 108. It is blacklisted.

The following exit values are returned:

0 Successful completion.
1 No acknowledge.
2 Not supported.

SMS 1.4 Last Modified 19 September 2003
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11
12
13
14
30
31
32
33
34
35
36
38
39
40
41
51
52
53
54
56
57
58

Last Modified 19 September 2003

Operation not supported.
Invalid privileges.

Busy.

System busy.

Data error.

Library error.

No library.

Insufficient condition.
Invalid.

Error.

A PID does not exist.
Invalid attribute.

Invalid board ID type.
Invalid permissions.
Assigned to another domain.

Unable to get permissions.

Unable to get domain board info.

Unable to get active board list.

Unable to get assigned board list.

Solaris not running.

Unable to assign/unassign.

Unable to get domain permissions.

Unable to get platform permissions.

Invalid domain.

Invalid privileges.

Internal error.

Library error.

DR command syntax error.
Location already assigned.

Internal error.

SMS 1.4
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addboard(1M)

11

FILES

ATTRIBUTES

SEE ALSO

System Administration

59 Component blacklisted.

60 Unable to get ASR blacklist.

61 Unable to get domain blacklist.
62 Unable to get platform blacklist.
70 DR operation failed.

The following files are used by this command.

/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st List of components

excluded by esnd.

/et c/ opt/ SUNWBMS/ confi g/ pl at f ormf bl ackl i st  List of platform

components excluded.

/ et c/ opt/ SUNWBMS/ conf i g/ domain_id/ bl ackl i st List of domain

components excluded.

Note — This file is created and used internally and should not be edited manually.
To remove a component from the ASR blacklist file, use enabl econponent (1M).

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

addtag( 1M , enablecomponent( 1M, esmd( 1M , showcomponent( 1M

SMS 1.4

Last Modified 19 September 2003



System Administration addcodlicense(1M)

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

EXIT STATUS

addcodlicense - add a Capacity on Demand (COD) right-to-use (RTU) license key to
the COD license database

addcodlicense license-signature

addcodlicense - h

addcodl i cense(1M) adds the COD RTU specified license key to the COD license
database on the system controller (SC).

Note — Before you run this command, you must obtain a COD license key from the
Sun License Center. For details on COD RTU license keys, refer to the System
Management Services (SMS) 1.4 Administrator Guide.

The following option is supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

The following operands are supported:

license-signature  Specifies the COD RTU license key to be added to the COD
license database.

You must have platform administrator group privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

exampLE1 Adding a COD RTU License Key

sc0: sms-user: > addcodl i cense \
01:5014936C37048: 01001: 0201010302: 4: 20020430: j WaJdg/
kx78b0OwyK2xr gl g

The following exit values are returned:

0 Successful completion.

1 Invalid usage.

2 Invalid group privileges.
3

Duplicate license exists in the COD license database.
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4 Invalid license key.

>3 An internal error occurred. For further information, see
/ var/ opt / SUNWBMS/ adni pl at f or nf nessages.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO codd( 1M, deletecodlicense( 1M , showcodlicense( 1M , showcodusage( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

addtag(1M)

addtag - assign a domain name (tag) to a domain

addtag - d domain_indicator [- q] [-y |- n] new_tag

addtag - h

addt ag(1M) adds the specified domain tag name (new_tag) to a domain
(domain_id | domain_tag). Only one name tag can be assigned to a domain, and it
must be unique across all domains. addt ag can also be used to change the

domain_tag.

The following options are supported:

- d domain_indicator

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

Quiet. Suppresses all messages to st dout including
prompts.

When used alone - q defaults to the - n option for all
prompts.

When used with either the -y or the - n option, - g
suppresses all user prompts and automatically answers
with either 'y' or 'n' based on the option chosen.

Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

The following operands are supported:

new_tag New tag name assigned to a domain. See Extended Description
for a description of invalid domain names.

Last Modified 19 September 2003

SMS 1.4 14



addtag(1M)

EXTENDED
DESCRIPTION

Domain Name Tag
Restrictions

Group Privileges
Required

EXAMPLES

15

System Administration

The following restrictions are required on a domain name tag:

= No single character names are permitted.
« All domain name tags must be unique across all domains within a single chassis.

= Tags must adhere to the same restrictions as defined for Solaris software node
names. Currently, the size restriction is set to 2 to 64 characters.

You must have platform administrator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Assigning the Tag eng2 to Domain A With Prompts

sc0: sms-user: > addtag -d A eng2

If a tag for this domain exists you are prompted.

EXAMPLE 2  Assigning the Tag eng2 to Domain A Using the - y Option
sc0: sms-user: > addtag -d A -y eng2

Prompts are displayed and are automatically answered yes. This forces the domain
tag to be set even if a tag already exists for this domain.

EXAMPLE 3  Assigning the Tag eng2 to Domain A Using the - n Option

sc0: sms-user: > addtag -d A -n eng2

Prompts are displayed and are automatically answered no. This sets the tag for this
domain unless it has already been set.

EXAMPLE 4 Assigning the Tag eng2 to Domain A Using the - qy Options
sc0: sms-user: > addtag -d A -qy eng2

You are not prompted.
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sc0: sms-user: > addtag -d A -qn eng2

You are not prompted.

sc0: sms-user: > addtag -d A -q eng2

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

EXAMPLE5  Assigning the Tag eng2 to Domain A Using the - gn Options

EXAMPLE 6  Assigning the Tag eng2 to Domain A Using the - q Option

ATTRIBUTES See attributes(5) for descriptions of the following attributes

addtag(1M)

The example assigns the tag eng2 to Domain A only if it has not already been set.

The example assigns the tag eng2 to Domain A if it is not already set. If it is set, the
command does not change it. You are not prompted.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO deletetag( 1M

Last Modified 19 September 2003 SMS 1.4
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

System Administration

cancelcmdsync - command synchronization command

cancelcmdsync cmdsync_descriptor
initcmdsync script_name [ parameters]
savecmdsync - M identifier cmdsync_descriptor

[cancel Jinit]save]lcmdsync - h

The command synchronization commands work together to control the recovery of
user-defined scripts interrupted by a system controller (SC) failover. Insert the
following commands in user-defined scripts to enable command synchronization:

i ni tcndsync Creates a command synchronization descriptor that identifies
the script to be recovered.

This descriptor is placed on a command synchronization list
that identifies the scripts and commands to be restarted on
the new main SC after a failover.

savecndsync Adds a marker that identifies a location in the script from
which processing can be resumed after a failover.

cancel cmdsync  Removes a command synchronization descriptor from the
command synchronization list. This ensures that the script is
run only once and not after subsequent failovers.

Be sure that all exit paths of a script have a cancel cndsync
sequence to remove the descriptor from the command
synchronization list. If you do not remove the descriptor and
a failover occurs, the script is rerun on the new main SC.

Note — Both ani ni t cmdsync and a cancel cndsync sequence must be contained
within a script to enable command synchronization. The use of the savecndsync
command is optional and marks only specific points in a script from which
processing can be resumed. If specific restart points are not necessary, consider
using r uncndsync(1M) instead.

The following options are supported:
cmdsync_descriptor  Specifies the command synchronization descriptor that
identifies the user-defined script. This descriptor is the

standard output value returned by the i ni t cndsync
command.
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-h

- M identifier

parameters

script_name

cancelcmdsync(1M)

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Marks a location in the script from which the script can be
resumed after a failover. The identifier must be a positive
integer.

Specifies the options or parameters associated with the user-
defined script. These parameters are stored on the spare SC
and are used to restart the specified script after a failover.

Identifies the name of the user-defined script to be
synchronized. script_name must be the absolute path name of
an executable command. The command must exist in the
same location on both SCs.

EXTENDED The command synchronization commands are inserted at certain logical points
DESCRIPTION within a user-defined script.

Last Modified 19 September 2003
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For instance, a Korn shell script might be structured as follows:

# MAIN CODE STARTS HERE

# Be sure to use a cleanup procedure to handl e any

# interrupts.

# Use the cancel cndsync to renpve the script fromthe

# command synchronization list. Qtherw se, the comrand
# will get restarted on the new main SC

#

c

lean_up () {
cancel cmdsync  $desc
exit
}

# Decl are the cl ean_up function to capture systemsignal s
# and cl eanup.
trap "clean_up" INT HUP TERM QU T PWR URG
got o_| abel =1
# Process the argunments, capturing the -M marker point
# if provided
#
for arg in $*; do

case $arg in

-M)
got o_| abel =$arg; ;

esac
done
Place this script and all its parameters in the conmand
synchroni zation |ist, which indicates the commands to
be restarted after an SC fail over.

NOTE: The script must be executable by the user defined
in fond.cf and reside in the sane directory on both the
main and the spare SC

HoH R HH R
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cancelcmdsync(1M)

# |If the command is not part of the defined PATH for

# the user, the absolute filenanme nust be passed with the
# initcndsync conmand

#

i ni tcndsync script_name parameters

# The marker point is stored in the goto_Il abel variable.
# Keep executing this script until all cases have been

# processed or an error is detected

#
while (( $goto_label '= 0)) ; do
#

# Each case shoul d represent a synchronizati on point
# in the script.

#

case $goto_| abel in

#

# Step 1: Do sonething
#

1) do_sonet hi ng

# Execute the savecrmdsync command with the script's
# descriptor and a unique marker to save the position.
# |If a failover occurs here, the commands represented in
# the next goto_label (2) will be resuned
#
savecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))

1

#
# Step 2: Do nore things
#
2) do_nore_t hi ngs
éavecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))
) i

# Step 3: Finish the last step and set the goto_label to O
# so that the script ends.

3)
finish_last_step
got o_| abel =0
esac
done

# END OF MAIN CODE

# Remenber to execute cancel cnmdsync to renove the script fromthe

# command synchroni zation list. OGtherwi se, the command will be restarted
# after the failover.

#

cancel cndsync $desc
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Group Privileges
Required

EXIT STATUS

ATTRIBUTES

SEE ALSO

21

System Administration
You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

Note — The standard output for i ni t cndsync contains the command
synchronization descriptor. Also, when failover is disabled (after a failover or in a
single SC environment), scripts that contain synchronization commands generate
error messages to the platform log file and return nonzero exit codes. These
messages can be ignored.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

runcmdsync( 1M, showcmdsync( 1M
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NAME

SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION

codd - Capacity on Demand (COD) daemon
codd

codd(1M) is a process that runs on the main system controller (SC). This process
does the following:

= Monitors the COD resources being used and verifies that the resources used are
in agreement with the COD right-to-use (RTU) licenses in the COD license
database file. Also logs any warning messages.

» Provides information on installed licenses, resource use, and board status.
» Handles the requests to add or delete COD RTU license keys.
= Configures headroom and COD RTU licenses reserved for domains.

This daemon is started automatically by the ssd(1M) daemon. If the codd daemon
terminates, it is restarted automatically. Do not manually start this daemon from the
command line.

The codd daemon releases COD RTU licenses when the following events occur:

= A COD CPU board is powered off or disconnected from a running domain.

= A domain virtual keyswitch state changes from on/secur e to st andby/of f

Clients of the codd daemon include:

addcodl i cense(1M) Adds a COD RTU license key to the COD license
database on the system controller (SC)

dxs(1M) Domain X server daemon

del et ecodl i cense(lM) Removes a COD RTU license from the SC.

hpost (1M) Sun Fire high-end systems power-on self-test (POST)
control application

set def aul t s(1M) Remove all instances and reset reserved COD RTUs
for a previously active domain.

set uppl at f or m(1M) Sets up the available component list and reserved
COD RTUs for domains and configures platform
COD headroom.

showcodl i cense(1M) Shows installed COD RTU licenses.
showcodusage(1M) Shows current usage statistics for COD resources.
showpl at f or m(1M) Displays the board available component list, domain

state, and reserved COD RTUs for each domain, and
platform COD headroom.
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The codd daemon is a client of

dsnd(1M) Domain status monitoring daemon
frad(1M) FRU access daemon

pcd(1M) Platform configuration database daemon
set keyswi t ch(1M) Virtual keyswitch control command

FILES The following file is supported:

/ var/ opt / SUNWBMS/ adni pl at f or nf nessages Stores message files.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addcodlicense( 1M , deletecodlicense( 1M , dsmd( 1M, dxs( 1M, frad( 1M,
hpost( 1M, pcd( 1M , setdefaults( 1M , setkeyswitch( 1M , setupplatform( 1M ,
showcodlicense( 1M , showcodusage( 1M , showplatform( 1M , ssd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

console - access the domain console

console - d domain_indicator [ [-f1] [-1 11 [- 9]l [-r1] [- e escapeChar]

console - h

consol e(1M) creates a remote connection to the domain virtual console driver,
making the window in which the command is executed a console window for the
specified domain (domain_id or domain_tag). Many consol e commands can be
attached simultaneously to a domain, but only one consol e has write permissions;
all others have read-only permissions. Write permissions are in either locked or
unlocked mode.

If consol e is invoked without any options it comes up in exclusive locked write
mode (option - f ). An exclusive session forcibly detaches all other sessions from the
domain virtual console.

Locked write mode is more secure. It can be taken away only if another console is
opened using consol e -f or ~* is entered from another running consol e
window. In both cases the new consol e session is an exclusive session.

Unlocked write permission is not as secure. It can be taken away if another
consol e command is started using consol e -g, console -1, orconsole -f,
or if ~@ ~&, or ~* is entered from another console window.

consol e can utilize either | OSRAMor the network path for domain console
communication. You can manually toggle the communication path by using the ~=
(til de-equal sign) command. Doing so is useful if the network becomes
inoperable, in which case the consol e sessions appears to be hung.

Ti | de commands are described in EXTENDED DESCRIPTION.
The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

- e escapeChar Set default escape character. Changes the escape character
to be escapeChar act er . The default is ~ (tilde).

Valid escape characters are any except the following:
#@N&?*=.]

See the note on r | ogi n in the Usage section that follows.
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EXTENDED
DESCRIPTION

Usage

System Administration

-f Force option (the default). Opens a domain console
window with locked write permission, terminates all
other open sessions, and prevents new ones from being
opened. This constitutes an exclusive session. Use it only
when you need exclusive use of the console (e.g. for
private debugging).

Note — To restore multiple-session mode, either release
the lock (=") or terminate the console session (~. ).

-g Grab option. Opens a console window with unlocked
write permission. If another session has unlocked write
permission, that session becomes read-only. If another
session has locked permission, this request is denied and
the console window opens in read-only mode instead.

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

- Lock option. Opens a console window with locked write
permission. If another session has unlocked write
permission, that session becomes read-only. If another
session has locked permission, the request is denied and
the console window opens in read-only mode instead.

-r Opens a console window in read-only mode.

In a domain console window, a ti | de (~) that appears as the first character of a
line is interpreted as an escape signal that directs consol e to perform some special
action, as follows:

~? Status message.

~. Disconnect consol e session.

~# Break to OpenBoot PROM or kadb.
~@ Acquire unlocked write permission; see - g.
~N Release write permission.

~= Toggle the communication path between the network and
| OSRAMinterfaces. You can use ~= only in Private mode (see ~*).

~& Acquire locked write permission; see - | . You can issue this signal
during a read-only or unlocked write session.
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Group Privileges
Required

EXAMPLES

EXIT STATUS

ATTRIBUTES

SEE ALSO

~* Acquire locked write permission, terminate all other open
sessions, and prevent new sessions from being opened; see - f. To
restore multiple-session mode, either release the lock or terminate
this session.

Note — r | ogi n also processes ti | de- escape sequences whenever atil de is
entered at the beginning of a new line. If you need to send a ti | de sequence at the
beginning of a line and you are using r | ogi n, use two t i | des (the first escapes the
second for r | ogi n). Alternatively, do not enter ati | de at the beginning of a line
when running inside of r | ogi n.

Note — If you use aki Il | -9 command to terminate a console session, the window
or terminal in which the console command was executed goes into raw mode and
appears hung. To escape this condition, type CTRL-j , then stty sane, and then

CTRL-j .

You must have domain administrator privileges on the domain specified. Users
with only platform group privileges are not allowed access to a domain console.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE1  Opening a Console Window in Locked Mode in Domain a

sc0: sms-user: > console -d a -|

Note — In the domain console window, vi (1) runs properly and the escape
sequences (t i | de commands) work as intended only if the environment variable
TERM has the same setting as that of the console window. For example:

sc0: sms-user: > set env TERM xterm

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes:

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M, dxs( 1M, kill( 1), rlogin( 1), set( 1), stty( 1), vi(1), xterm(1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

FILES

27

System Administration

dca - domain configuration agent

dca -d domain_indicator [- H hostname]

dca-h

dca(1M) provides a communication mechanism between the dca on the system
controller and the domain configuration server (dcs) on the specified domain. The
dca provides communication services for remote dynamic reconfiguration

commands.

This agent is automatically started by ssd(1M). Do not start it manually from the

command line.

The following options are supported:

- d domain_indicator

- H hostname

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Help. Displays usage descriptions for the specified
hostname.

Note — Use alone. Any option specified in addition to - h
is ignored.

The Solaris software host name of the domain associated
with the dca.

The following files are used by this command:

/ var/ opt / SUNWBMS/ door s/ <dorei n_i d>/ dca

/ var/ opt / SUNWBMS/ pi pes/ <dorai n_i d>/ scdr 0
[ var/ opt / SUNWBMS/ pi pes/ <dorai n_i d>/ scdr 1
[ var/ opt / SUNWBMS/ pi pes/ <dorai n_i d>/ scdr 2
/ var / opt / SUNWBMS/ pi pes/ <dommi n_i d>/ scdr 3
/ var/ opt / SUNWBMS/ pi pes/ <domrmi n_i d>/ scdr 4
/ var/ opt / SUNWBMS/ pi pes/ <domai n_i d>/ scdr5
/ var/ opt / SUNWBMS/ pi pes/ <dorai n_i d>/ scdr 6
/ var/ opt / SUNWBMS/ pi pes/ <dorei n_i d>/ scdr 7
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dca(1M)

/ var/ opt / SUNWBMS/ pi pes/ <dorai n_i d>/ scdr 8

/ var / opt / SUNWBMS/ pi pes/ <dommi n_i d>/ scdr 9

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO addboard( 1M , deleteboard( 1M , moveboard( 1M , rcfgadm( 1M

28
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS
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deleteboard - unconfigure, disconnect, and unassign a system board from a domain

deleteboard [- ¢ function] [-r retry count [-t timeout]] [-q][-f 1[-yl-n]
location...

deleteboard- h

del et eboar d(1M) removes a location from the domain it is currently assigned to
and possibly active in. The board at that location must be in either the assi gned or
connect ed| conf i gur ed states. The - ¢ option is used to specify the transition of
the board from the current configuration state to the new configuration state.

Configuration states are unconfi gur e, di sconnect, and unassi gn. If the -c
option is not specified, the default expected configuration state is unassi gn.

A domain administrator can unconfigure and disconnect a board but cannot
unassign a board from a domain unless the board is in the domain available
component list. See set uppl at f or m1M). This means the del et eboar d location
field must appear in the domain available component list list.

The following options are supported.

Note — If the del et eboar d command fails, a board does not return to its original
state. A dxs or dca error message is logged to the domain. If the error is
recoverable, you can retry the command. If it is unrecoverable, you need to reboot
the domain in order to use that board.

- ¢ function Valid function values are unconf i gur e, di sconnect, or
unassi gn. The - ¢ option is used to control the configuration
state transition. Each successive function builds upon the last. For
example, unassi gn first unconfigures and then disconnects the
board before unassigning it.
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The possible transition states and their meanings are as follows:

unconfigure

di sconnect

unassi gn

Unconfigures the board from the Solaris
operating environment running on the
domain. Solaris software stops using any of
the hardware resources on the board.
Transitions the board into the

connect ed| unconfi gur ed state. In this
state the system board is assigned to the
logical domain and connected (remains in the
act i ve state). This state allows normal
system access to hardware resources on the
board, but the hardware resources of the
board are not represented by the normal
Solaris software data structures and thus are
not available to the Solaris operating
environment. Operations allowed on the
board are limited to configuration
administration operations.

Unconfigures the board from the Solaris
operating environment running on the
domain. See unconf i gur e.Transitions the
board into the

di sconnect ed| unconf i gur ed state.
Removes the board from the physical domain.
An UNCLAIM request is sent by the domain
to the SC during this step. In this state the
system board is assigned to the logical
domain and disconnected.

Unconfigures the board from the Solaris
operating environment running on the
domain. See unconfi gur e.Disconnects the
board. See di sconnect . Moves the board out
of the logical domain by changing its state to
avail abl e.

Forces the specified action to occur. Typically, this is a hardware-
dependent override of a safety feature. Forcing a state change
operation can allow use of the hardware resources of an occupant
that is not in the ok or unknown conditions, at the discretion of
any hardware-dependent safety checks.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is

ignored.

SMS 1.4
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OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required
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- r retry_count
-t timeout

System Administration

Automatically answers no to all prompts. Prompts are displayed
unless used with the - q option.

Quiet. Suppresses all messages to st dout including prompts.
When used alone - q defaults to the - n option for all prompts.

When used with either the -y or the - n option, - q suppresses all
user prompts, and automatically answers with either 'y' or 'n'
based on the option chosen.

These command arguments enable the user to specify retries in
case of failures encountered during state transitions. The -r
retry_count option can be used alone and indicates the number of
times the configuration state change request should be retried by
the domain. The - t timeout option cannot be used without the - r
retry_count option and specifies the number of seconds that the
domain should wait before the next retry is made. If the -t
timeout is not specified, the default timeout is zero, meaning that
the request is retried immediately.

Automatically answers yes to all prompts. Prompts are displayed
unless used with the - g option.

The following operands are supported:

location

List of board locations separated by a space. Multiple location
arguments are permitted.

The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K
SB(0...17), SB(O0...8)

10(0...17), 100...8)

Note — Use showboar ds(1M) to display board type.

Users with platform administrator privileges can perform only the - ¢ unassi gn
option if the board(s) are in the assi gned state (that is, not active in a running

domain).

Users with domain administrator or configurator privileges can execute this
command but only on their respective domains. To unassign a board, the board
must be in the domain available component list.
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Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES EXAMPLE 1 Unconfiguring Boards From a Domain

To unconfigure four boards from their domain, you must have domain
administrator/configurator privileges and the boards must be in the domain
available component list.

All boards are in the conf i gur ed state in the example domain.
sc0: sms-user: > del eteboard -c¢ unconfigure SBO | Ol SB1 SB2

EXAMPLE 2 Unassigning Boards From a Running Domain

To unassign three active boards from their domain, set retries to five seconds and
timeout to three seconds. The boards are unconfigured and disconnected before
being unassigned. You must have domain administrator/configurator privileges,
and the boards must be in the domain available component list.

sc0: sms-user: > del eteboard -r5 -t3 1B 14 106

EXIT STATUS The following exit values are returned:

Successful completion.
No acknowledge.

Not supported.
Operation not supported.
Invalid privileges.

Busy.

System busy.

Data error.

Library error.

© 00 N o o0 b~ W N P+ O

No library.

[E=N
o

Insufficient condition.

[
[

Invalid.

[N
N

Error.

[EEY
w

A PID does not exist.
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14 Invalid attribute.
30 Invalid board ID type.
31 Invalid permissions.
32 Assigned to another domain.
33 Unable to get permissions.
34 Unable to get domain board info.
35 Unable to get active board list.
36 Unable to get assigned board list.
38 Solaris not running.
39 Unable to assign/unassign domain state.
40 Unable to get domain permissions.
41 Unable to get platform permissions.
52 Invalid privileges
53 Internal error.
54 Library error.
56 DR command syntax error.
58 Internal error.
68 Location not assigned.
69 Location not configured.
70 DR operation failed.
ATTRIBUTES See attributes(5) for descriptions of the following attributes.
Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO addboard( 1M , moveboard( 1M
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SMS 1.4 Last Modified 19 September 2003



System Administration deletecodlicense(1M)

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

Group Privileges
Required

EXAMPLES

deletecodlicense - remove a Capacity on Demand (COD) right-to-use (RTU) license
key from the COD license database

deletecodlicense [-f] license-signature

deletecodlicense- h

The del et ecodl i cense(1M) command removes the specified COD RTU license
key from the COD license database on the SC. For further information about COD
RTU license keys, refer to the SMS Administrator Guide.

The system checks the number of COD RTU licenses against the number of COD
CPUs in use. If the license removal will result in an insufficient number of COD
RTU licenses with respect to the CPU in use, the system does not delete the license
key from the COD RTU license database. If you still want to delete the COD RTU
license key, you must reduce the number of COD CPUs in use. You can either
power off the appropriate number of domains or use dynamic reconfiguration (DR)
to disconnect the appropriate number of boards.

However, you can force the deletion of a COD RTU license by specifying the - f
option, even if the license removal will result in a license violation.

The following options are supported:
-f Forces the specified COD RTU license key to be deleted from the

COD license database.

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

license-signature Specifies the COD RTU license key to be deleted from the COD
license database.

You must have platform administrator group privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExampLE1  Deleting a COD RTU license key
sc0: sms-user: >del et ecodl i cense\

01: 5014936C37048: 01001: 0201010302: 4: 20020430: j WaJdg/
kx78b0OwyK2xr gl g
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EXIT STATUS The following exit values are returned:

0 Successful completion.

1 Invalid usage

2 Invalid group privileges.

>2 An internal error occurred. For further information, see

[ var/ opt / SUNWBMS/ adni pl at f or nf nessages.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addcodlicense( 1M , codd( 1M, showcodlicense( 1M , showcodusage( 1M
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deletetag(1M)

NAME deletetag - remove the domain tag name associated with the domain

SYNOPSIS deletetag - d domain_indicator [-q] [- y |- n]

deletetag - h

DESCRIPTION del et et ag(1M) removes the domain tag associated with the domain.

OPTIONS The following options are supported:

- d domain_indicator

EXTENDED
DESCRIPTION

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h

is ignored.

Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

Quiet. Suppresses all messages to st dout including
prompts.

When used alone, - q defaults to the - n option for all
prompts.

When used with either the -y or the - n option, - q
suppresses all user prompts and automatically answers
with either 'y* or 'n' based on the option chosen.

Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

Group Privileges You must have platform administrator privileges to run this command.

Required

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES EXAMPLE 1  Deleting Tag eng2 From the Domain to Which It Was Assigned

Last Modified 19 September 2003

scO0: sms-user: > del etetag -d eng2 -qy

SMS 1.4
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EXIT STATUS

ATTRIBUTES

SEE ALSO

System Administration

You are not prompted.
The following exit values are returned:

0 Successful completion.

>0 An error occurred.
If the domain_id does not have a tag, no error is returned.
del et et ag(1M) is treated as successful.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

disablecomponent - add the specified component to the specified blacklist file

disablecomponent [- d domain_indicator] [-i "reason" ] location...

disablecomponent - h

di sabl econponent (1M) adds a component to the domain or platform blacklist,
making it ineligible for booting.

The blacklist is an internal file that lists components that POST cannot use at boot
time. POST reads the blacklist file(s) before preparing the system for booting, and
passes along to OpenBoot PROM a list of only those components that have been
successfully tested; those on the blacklist are excluded. SMS supports three
blacklists: one for domain boards, one for platform boards, and the internal
automatic system recovery (ASR) blacklist.

di sabl econponent, when used without any option, edits the platform blacklist
file.

di sabl econponent cannot be used on the ASR blacklist file; only
enabl econponent (1M) can be used to write to the ASR blacklist file.

For more information on the use and editing of platform and domain blacklists
refer to Chapter 6, “Domain Control,” in the System Management Services (SMS) 1.4
Administrator Guide.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

- i "reason” Short, descriptive explanation for adding a component to
the domain blacklist. Must be enclosed in either single or
double quotation marks, or be a single word.
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OPERANDS

The following operands are supported:

location List of component locations, separated by forward slashes and
comprised of the following:

board_loc/proc/bank/logical_bank
board_loc/proc/bank/all_dimms_on_that_bank
board_loc/proc/all_banks_on_that_proc
board_loc/all_banks_on_that_board
board_loc/proc

board_loc/procs

board_loc/cassette

board_loc/bus

board_loc/paroli_link

Multiple location arguments are permitted, separated by a space.

The location forms are optional and are used to specify particular
components on boards in specific locations.

For example, the location SB5/P0/B1/L1 indicates
Logical Bank 1 of Bank 1 on Processor 0 at SB5.

The SBO/PP1 location indicates Processor Pair 1 at SBO.

The CS0/ABUS location indicates address bus 0 on the
centerplane.

The EX11/DBUSL location indicates data bus 1 at expander 11.
The following board_loc forms are accepted:

Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)

1 (0...17), 1Q0...8)

CS(0] 1), Cs(0]1)

EX(O...17), EX(O...8)
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Processor locations indicate single processors or processor pairs.

There are four possible processors on a CPU/memory board.
Processor pairs on that board are procs 0 and 1, and procs 2 and
3.

Note — If you blacklist a single CPU/mem processor in a
processor pair, neither processor is used.

The MaxCPU has two processors, procs 0 and 1, and only one
proc pair (PP0). Using PP1 for this board causes
di sabl econponent to exit and display an error message.

The following proc forms are accepted:

P(0...3) PP(0] 1)

The following bank forms are accepted:

B(0[ 1)

The following logical_bank forms are accepted:

L(0] 1)

The following all_dimms_on_that_bank forms are accepted:
D

The following all_banks_on_that_proc forms are accepted:
B

The following all_banks_on_that_board forms are accepted:
B

The following paroli_link forms are accepted:

PAR( 0| 1)

The hsPCI assemblies contain hot-swappable cassettes.
The following hsPCI forms are accepted:

a(315) V(0] 1)

The hsPCIl+ assemblies contain hot-swappable cassettes.
The following hsPCI+ forms are accepted:

C3V(0]| 1| 2) and C5V0
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

41

There are three bus locations: address, data, and response.
The following bus forms are accepted:

ABUS| DBUS| RBUS (0] 1)

You must have platform administrator, domain administrator, or domain
configurator privileges to run this command. If you have platform privileges, you
can run this command for the platform components only. If you have domain
privileges you can run this command only on the domain for which you have
privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
ExAMPLE1  Adding CSB 0 and Processor 2 on System Board 1 to the Domain A
Blacklist
sc0: sms-user: > di sabl econponent -dA CSO SB1/ P2

EXAMPLE 2 Adding the Logical Bank 0 of Bank 0 on Processor 0 on System Board 0 to
the Domain A Blacklist

sc0: sms-user: > di sabl econponent -dA SBO/ PO/ BO/ LO
exampLE 3 Adding All DIMMs on Bank 0 of Processor 1 on System Board 3 to the
Domain A Blacklist
sc0: sms-user: > di sabl econponent -dA SB3/ P1/ B0/ D
EXAMPLE 4 Adding All Banks on Processor 0 on System Board 1 to the Domain B
Blacklist

sc0: sms-user: > di sabl econponent -dB SB1/ PO/ B

exampLE5  Adding All Banks on System Board 0 to the Domain D Blacklist
sc0: sms-user: > di sabl econponent -dD SBO/B

EXAMPLE 6 Adding Processor Pair 1 on System Board 3 to the Platform Blacklist

sc0: sms-user: > di sabl econponent SB3/ PPl

ExAMPLE 7 Adding the hsPCI Cassette in the 5V slot 0 of 10 Board 6 to the Domain A
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

Blacklist
sc0: sms-user: > di sabl econmponent -dA | 06/ C5V0

ExAMPLE 8 Adding Paroli Link 0 on wPCi Board 7 to the Platform Blacklist
sc0: sms-user: > di sabl econponent | O7/ PARO

EXAMPLE9 Adding the Data Bus CS0 on EX9 to the Domain A Blacklist
sc0: sms-user: > di sabl econponent -dA EX9/ DBUSO

EXAMPLE 10 Adding CSB 0 and Processor 2 on System Board 1 to the Domain A Blacklist
Because It Is Scheduled to Be Upgraded

scO: sms-user: > di sabl econponent -dA -i upgrade CSO SB1/ P2

EXAMPLE 11 Adding Processor Pair 1 on System Board 3 to the Platform Blacklist
Because It Needs Service

sc0: sms-user: > di sabl econponent -i "Needs service" SB3/PP1
The following exit values are returned:
0 Successful completion.
>0 An error occurred.
The following file is used by this command.

/et c/ opt/ SUNWBMS/ confi g/ pl at f ormf bl ackl i st  List of platform
components excluded.

/etc/opt/SUNWSMS/config/domain_id/blacklist List of domain
components to be
excluded.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addboard( 1M , enablecomponent( 1M , esmd( 1M , showcomponent( 1M
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NAME
SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION
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System Administration

dsmd - domain status monitoring daemon
dsmd

dsnd(1M) monitors domain status and operating system (OS) heartbeat for up to 18
domains on a Sun Fire 15K and up to nine domains on a Sun Fire 12K system.

dsnd automatically recovers the domain and handles domain-related hardware
errors. In the event of a domain hang, dsnd resets the domain, collects CPU
registers and hardware configuration dumps, and saves them to two files. This
daemon also passes to ef hd(1M) any automatic diagnosis (AD) information related
to a domain stop.

All domain state changes are monitored and logged in domain-specific log files if
the message level is INFO; otherwise there is no log for a state change.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

dsnd logs the following events and attempts to recover from them:

= Domain boot failure

= Error reset

= Solaris OS hang

= Domain panic

=« Domain reset/reboot

= DStop

= Boot/panic/error_reset_sync timeout

dsnd clients include:

codd(1 Capacity on Demand (COD) daemon
dxs(1M) Domain X server daemon

efe Sun Management Center daemon
osd(1M) OpenBoot PROM daemon

pcd(1M) Platform configuration database daemon
esnd(1M) Environment status monitoring daemon

dsnd is a client of:

hwad(1M) Hardware access daemon

set keyswi t ch(1M) Virtual keyswitch control command
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Administrator Guide.

FILES The following files are supported:

/ var/ opt / SUNWBMS/ adni domain_id/

[ export/ home/ sms-user/ xi r _dunp/

/ et c/ opt/ SUNWBMS/ st art up/ ssd_start

/var/opt/SUNWSMS/SMS/adm/domain_id/post/

dsmd(1M)

For more information refer to the System Management Services (SMS) 1.4

Default startup file for
ssd.

Stores message files and
hpost dump files.

Stores the dst op and
hardware configuration
dump files

Stores xi r dump files
for all domains.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO codd( 1M, dxs( 1M, efhd( 1M, esmd( 1M , hwad( 1M, osd( 1M, pcd( 1M,

reset( 1M , setkeyswitch( 1M, ssd( 1M

Last Modified 19 September 2003 SMS 1.4
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXIT STATUS
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System Administration

dxs - domain X server

dxs [- S] -d domain_indicator

dxs - h

dxs(1M) provides software support for a domain. This support includes virtual
console functionality, dynamic reconfiguration mailbox support, and PCI mailbox
support. The mailbox support handles domain driver requests and events. The

virtual console functionality enables one or more users running the console
program to access the domain's virtual console.

When the domain is running Solaris software, dxs acts as a relay between the
domain's console driver (cvcd) and the running console windows. When the
domain is not running Solaris software, dxs acts as a relay between OpenBoot
PROM and the running console windows.

A domain X server is automatically started for each active domain by the ssd(1M)
daemon. Do not start it manually from the command line. dxs for the domain is
terminated when the domain is shut down.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions for the specified
hostname.

Note — Use alone. Any option specified in addition to - h
is ignored.

-S Disables console output logging. By default, logging is
enabled and is written to the / var / opt / SUNWBMS/ adni
domain_id/ consol e file.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

SMS 1.4 Last Modified 19 September 2003



System Administration

dxs(1M)
ATTRIBUTES See attributes(5) for descriptions of the following attributes.
Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO addtag( 1M, console( 1M, ssd( 1M
SMS 1.4 46
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NAME
SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION

FILES
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System Administration

efhd - error and fault handling daemon
efhd

ef hd(1M) performs automatic error diagnosis based on the domain stop (dstop)
information passed by dsnd(1M). ef hd also updates the health status of
components associated with a hardware failure, based on the list event that
captures the diagnosis performed by the automatic diagnosis (AD) engine, POST, or
the Solaris operating environment on domains. ef hd passes this list event to

er d(1M) for reporting.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

ef hd(1M) does the following:

= Obtains the domain name and location of the dstop file associated with the
failure.

= Receives the diagnosis results performed by the other diagnosis engines in the
system, POST and the domain Solaris operating environment.

= Analyzes the errors captured in the dstop file.

= Generates the error information used by the automatic diagnosis engine to
determine components associated with the encountered errors.

= Updates the component health status of the components associated with the
encountered errors.

= Passes the diagnosis results to er d(1M) for reporting.

For more information refer to the System Management Services (SMS) 1.4
Administrator Guide.

The following files are supported:
/ et c/ opt/ SUNWBMS/ st art up/ ssd_start Default startup file for

ssd.

/ et c/ opt/ SUNWBMS/ SMS/ conf i g/ ef hd_rul es. cf Contains specialized
diagnosis rules.

/ et c/ opt/ SUNWBMS/ SM5/ conf i g/ SF15000. di ct Contains primary and
known permutations of
fault classes.
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efhd(1M)
ATTRIBUTES See attributes( 5) for descriptions of the following attributes:
Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO dsmd( 1M, erd(1M, ssd( 1M
SMS 1.4 48
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NAME
SYNOPSIS

DESCRIPTION

FILES

ATTRIBUTES

SEE ALSO
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System Administration

elad - event log access daemon
elad

el ad(1M) controls access to the SMS event log (event | og), which records fault
and error events identified by the automatic diagnosis (AD) engine on a Sun Fire
high-end system. This daemon also performs the following archive tasks:

= Starts a new event log file whenever the current event log reaches its size limit.

The current log file is archived as event | og. 0. Whenever a new event log is
created, the file names of existing archive logs are incremented by 1. A maximum
of ten archive files (event | og. 0 through event | og. 9) is maintained.

= Deletes the oldest archive file, event | og. 9, whenever a new event log file is
created.

= Passes error and list events to el ad(1M) for recording.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

The following files are supported:

/ et c/ opt/ SUNWBMS/ SMS/ conf i g/ el ad_t uni ng. t xt Sets the size, number of
archive files to be
maintained, and
number of days that the
archive files are to be

retained.

/ et c/ opt/ SUNWBMS/ st art up/ ssd_start Default startup file for
ssd.

/ var/ opt / SUNWBMS/ adni domain_id/ Stores message files and

hpost dump files.

/ var/ opt / SUNWBMS/ SM5/ adm event s/ event | og Stores all the hardware-
related error and fault
events

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

efhd( 1M, elad( 1M, erd( 1M, mld( 1M, ssd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

enablecomponent - remove the specified component from the specified blacklist

enablecomponent [- a]-d domain_indicator] location...

enablecomponent - h

enabl econponent (1M) removes a component from the platform, domain, or ASR
blacklist, making it eligible for booting.

The blacklist is an internal file that lists components that POST cannot use at boot
time. POST reads the blacklist file(s) before preparing the system for booting, and
passes along to OpenBoot PROM a list of only those components that have been
successfully tested; those on the blacklist are excluded. SMS supports three
blacklists: one for domain boards, one for platform boards, and the internal ASR
blacklist.

The ASR blacklist is an internal file created by esnd when it powers off components
due to environmental conditions. The ASR blacklist is also used by the power
libraries and SMS commands to prevent turning on a bad component.

enabl econponent, when used without any option, edits the platform blacklist.

Use showconponent (1M) to display whether a particular component is currently
blacklisted.

For more information on the use and editing of platform and domain blacklists
refer to Chapter 6, “Domain Control,” in the System Management Services (SMS) 1.4
Administrator Guide.

The following options are supported:

-a Specifies the component to remove from the ASR
blacklist.
- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case insensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.
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OPERANDS The following operands are supported:

location List of component locations, separated by forward slashes and
comprised of:

board_loc/proc/bank/logical_bank
board_loc/proc/bank/all_dimms_on_that_bank
board_loc/proc/all_banks_on_that_proc
board_loc/all_banks_on_that_board
board_loc/proc

board_loc/procs

board_loc/cassette

board_loc/bus

board_loc/paroli_link

Multiple location arguments are permitted, separated by a space.

The location forms are optional and are used to specify particular
components on boards in specific locations.

For example, the location SB5/P0/B1/L1 indicates
Logical Bank 1 of Bank 1 on Processor 0 at SB5.

The SBO/PP1 location indicates Processor Pair 1 at SBO.

The CS0/ABUS location indicates address bus 0 on the
centerplane.

The EX11/DBUSL location indicates data bus 1 at expander 11.
The following board_loc forms are accepted:

Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)

1 (0...17), 1Q0...8)

CS(0] 1), Cs(0]1)

EX(O...17), EX(O...8)
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Processor locations indicate single processors or processor pairs.

There are four possible processors on a CPU/memory board.
Processor pairs on that board are: procs 0 and 1, and procs 2 and
3.

The MaxCPU has two processors, procs 0 and 1, and only one
proc pair (PP0). Using PP1 for this board causes
enabl econponent to exit and display an error message.

The following proc forms are accepted:

P(0...3) PP(0] 1)

The following bank forms are accepted:

B(0] 1)

The following logical_bank forms are accepted:

L(0] 1)

The following all_dimms_on_that_bank forms are accepted:
D

The following all_banks_on_that_proc forms are accepted:
B

The following all_banks_on_that_board forms are accepted:
B

The following paroli_link forms are accepted:

PAR( 0| 1)

The hsPCI assemblies contain hot-swappable cassettes.
The following hsPCI forms are accepted:

(3] 5) V(0] 1)

The hsPCIl+ assemblies contain hot-swappable cassettes.
The following hsPCI+ forms are accepted:

C3V(0]| 1/ 2) and C5V0
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There are three bus locations: address, data, and response.
The following bus forms are accepted:

ABUS| DBUS| RBUS (0] 1)

EXTENDED
DESCRIPTION

Group Privileges You must have platform administrator, domain administrator, or domain

Required configurator privileges to run this command. If you have platform privileges, you
can run this command for the platform components only. If you have domain
privileges, you can run this command only on the domain for which you have
privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES EXAMPLE1  Removing CSBO From the ASR Blacklist

sc0: sms-user: > enabl econponent -a CSO

EXAMPLE 2 Removing the Logical Bank 0 of Bank 0 on Processor 0 on System Board 0
From the Domain A Blacklist

sc0: sms-user: > enabl econponent -dA SBO0/ PO/ B0/ LO

EXAMPLE 3 Removing All DIMMs on Bank 0 of Processor 1 on System Board 3 From
the Domain A Blacklist

sc0: sms-user: > enabl econponent -dA SB3/ P1/B0/D

EXAMPLE 4 Removing All Banks on Processor 0 on System Board 1 From the Domain
B Blacklist

sc0: sms-user: > enabl econponent -dB SB1/ PO/ B

EXAMPLE5  Removing All Banks on System Board 0 From the Domain D Blacklist

sc0: sms-user: > enabl econponent -dD SBO/B

EXAMPLE 6 Removing Processor Pair 0 on 1/0 Board 7 From the Platform Blacklist

scO0: sms-user: > enabl econponent | O7/ PPO
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

EXAMPLE 7 Removing Processor 1 on System Board 3 From the Domain A Blacklist

sc0: sms-user: > enabl econponent -dA SB3/P1

enablecomponent(1M)

EXAMPLE 8 Removing the hsPCI Cassette in the 3V slot 0 of 10 Board 6 From the Do-

main A Blacklist

sc0: sms-user: > enabl econponent -dA | C6/ C3VO

EXAMPLE9 Removing the Paroli Link 0 on wPCi Board 5 From the Platform Blacklist

sc0: sms-user: > enabl econponent | 05/ PARO

EXAMPLE 10 Removing the Address Bus CS0 on EX7 From the Domain A Blacklist

scO0: sms-user: > enabl econponent - dA EX7/ ABUSO

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following files are used by this command.
/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st List of components
excluded by esnd.

/et c/ opt/ SUNWBMS/ confi g/ pl at f ormi bl ackl i st  List of platform
components excluded.

/ et c/ opt/ SUNWBMS/ conf i g/ domain_id/ bl ackl i st List of domain
components excluded.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addboard( 1M , disablecomponent( 1M, esmd( 1M , showcomponent( 1M
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NAME
SYNOPSIS

DESCRIPTION

FILES

ATTRIBUTES

SEE ALSO
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erd - event reporting daemon
erd

er d(1M) provides reporting services that deliver fault event text messages to
platform and domain logs, information for Sun Management Center and Sun
Remote Services, and email reports that contain fault event messages.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

The following files are supported:

/ et c/ opt/ SUNWBMS/ SM5/ conf i g/ event _enmi | . cf  Controls email
notifications

/ et c/ opt/ SUNWBMS/ SM5/ conf i g/ t enpl at es/ Default format of event

sampl e_emai | content in email

/ et c/ opt/ SUNWBMS/ SM5/ conf i g/ t enpl at es/ Default shell script to

sendmai | . sh send email

/ et c/ opt/ SUNWBMS/ st art up/ ssd_start Default startup file for
ssd

/ var/ opt / SUNWBMS/ SMs/ adml event s/ event | og Stores all the hardware-
related error and fault
events

See attributes(5) for descriptions of the following attributes:

Attribute Types Attribute Values

Availability SUNWSMSop

mld( 1M, ssd( 1M, testemail( 1M
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NAME

SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION

esmd - environmental status monitoring daemon
esmd

esnd(1M) monitors system cabinet environmental conditions —for example,
voltage, temperature, fan tray, and power supply. esnd logs abnormal conditions
and takes action, if necessary, to protect the hardware.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

esnd monitors the following boards for out-of-range conditions:

=« CPU board

= MaxCPU board

= HPCI board

= HPCI+ board

= Expander board

= Centerplane support board
= SC control board

« SCI1/0

= Fan control board

= Power supplies (bulk)

esnd recognizes the following events and alerts the appropriate clients/daemons:

Component insertion Notices component presence from one polling cycle
to the next. esnd sends notification only if that client
(hwad(1M), pcd(1M), dsnd(1M), and so on) has
requested it for that particular component type.

Component removal Notices component absence from one polling cycle to
the next. esnd sends notification only if that client
(hwad, pcd, and so on) has requested it for that
particular component type.

PCI card insertion Notices whenever a PCI card has been inserted into a
PCI board.

PCI card removal Notices whenever a PCI card has been removed from
a PCI board.

Board power off Notices whenever a board is powered off or when

board power, previously on, is off.

Board power on Notices when a board is powered on or when board
power, previously off, is on.
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EXIT STATUS

FILES
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Board temperature change Notices when temperature sensors on a board
register a two-degree difference or when a
temperature crosses a temperature threshold.

Board voltage change Notices if a voltage sensor value has changed so that
it is close to being out of range and again if the new
value is out of range. In this case esnd removes the
board from the domain and powers it off.

Board current change Notices whenever any of the monitored board
current values change.

CSB state change Notices when any of the monitored CSB board
properties change.

EXB state change Notices when any of the monitored EXB board
properties change.

CPU state change Notices when any of the monitored CPU board
properties change.

Bulk power state change Notices when any of the bulk power supply
properties change.

Fan tray state change Notices when any of the monitored fan tray
properties change.

PCI card state change Notices when any of the monitored PCI card
properties change.

esnd clients include:

hwad Hardware access daemon
pcd Platform configuration database daemon
dsnd Domain status monitoring daemon

For more information refer to the System Management Services (SMS) 1.4
Administrator Guide.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is supported.

/var/ opt/ SUNWBMS/ adni pl at f or nf nessages Stores message files.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO dsmd( 1M, hwad( 1M, pcd( 1M, ssd( 1M
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SYNOPSIS

DESCRIPTION

OPTIONS

System Administration

flashupdate - update the flash PROMs located on the CPU boards, MaxCPU boards,
and system controllers (SC)

flashupdate - d domain_indicator - f path [-q]-Vv] [-y]-n]
flashupdate - f path [-q]-v] [-y]-n] location...
flashupdate - h

f | ashupdat e(1M) updates the flash PROMs (FPROMSs) in the system controllers
(SC), and the FPROMs in a domain's CPU and MaxCPU boards, given the board
location.

To update the FPROMs in the system controller, you must log in to the SC you want
to update, and specify the FPROM to be updated. (You cannot update one SC from
the other SC.) Each FPROM has a specific image file associated with it. Once you
have finished updating the SC FPROMs, you must shut down and reset the SC. See
Example 6 in the EXAMPLES section. You do not need to reset the SC after
updating CPU FPROMs.

Before you can update the CPU FPROMSs, SMS must be running and the specified
board must be powered on. This is not required for updating the SC FPROMs. If
any of the domain's CPU or MaxCPU boards have the virtual keyswitch set to the
secur e position, the FPROM(s) are not updated.

f | ashupdat e displays both the current FPROM and the flash image file
information prior to any updates. You are prompted to update the FPROMs.

Note — No CLIs should be executed on a system board while f | ashupdat e is
running on that board. Wait until f | ashupdat e completes before running any SMS
commands involving that system board.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-f path Name of the flash image file.

The path argument specifies the name of the image file
that is used to update the FPROM given in the location
argument.
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-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-n Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

-q Quiet. Suppresses all messages to st dout including
prompts.

When used alone, - q defaults to the - n option for all
prompts.

When used with either the -y or the - n option, - g
suppresses all user prompts and automatically answers
with either 'y* or 'n' based on the option chosen.

-V Verbose. Displays version information about the
firmware. The information displayed is intended for
internal use by Sun service personnel. Its format is
private and subject to change.

-y Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

OPERANDS The following operands are supported:

location FPROM location.

The FPROM location consists of board_loc/FPROM_id, separated
by a forward slash.

The FPROM._id is specified only when you want to update a
particular FPROM (FPO or FP1) on a CPU board and the system
controller (SC).

For example, the location, SB4/FP0, indicates the FPROM 0 on
the CPU board in slot 4.

Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)

1O0...17), 1(0...8)

SC(0] 1), SC(0| 1)

The following FPROM _id forms are accepted:
FP(0| 1), FP(0| 1)
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System Administration

You must have platform administrator or domain administrator privileges to run
this command. If you have platform administrator privileges, all boards can be
updated. For domain administrators, only boards that are active in the
administrator's domain or available to the administrator's domain can be updated.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

exaMpLE 1 Updating FPROM 0 in the System Controller 0

You must reset the SC after running this command.

sc0: sms-user: > f | ashupdate -f /opt/ SUNWBMS/ fi r mnvar e/ SCOBPI ng. di  SCO/
FPO

ExampLE 2 Updating FPROM 1 in the System Controller 0

The first instance is for an SC with a CP1500 board, the second for an SC with a
CP2140 board. You must reset the SC after running this command.

sc0: sms-user: > f | ashupdate -f /opt/ SUNWBMS/ fi r mvar e/ nSSCPOST. di  SCO/
FP1

sc0: sms-user: > f | ashupdate -f /opt/ SUNWBMVE/ fi r mnvar e/ 0SSCPCOST. di SCO/
FP1

EXAMPLE 3 Updating FPROM 0 in the System Controller 1

You must reset the SC after running this command.

scl:sms-user: > f |l ashupdate -f /opt/ SUNWBMVE/ fi r mnvar e/ SCOBPi ng. di SC1/
FPO

EXAMPLE 4 Updating Both FFROMs on CPU Board 0

SMS must be running, and the SBO board must be powered on.

sc0: sms-user: > f |l ashupdate -f /opt/ SUNWBMS/ host obj s/ sgcpu. fl ash SBO
Do you wi sh to update the FPROM (yes/no)? y
scO: sms-user: >

ExaMPLE5  Updating FPROMSs in Domain A
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SMS must be running, and the CPU boards in domain A must be powered on.
scO0: sms-user: > f| ashupdate -d A -f /opt/ SUNWSMS/ host obj s/ sgcpu. fl ash

EXAMPLE 6 Resetting the SC After Updating the SC FPROMs

Switch to superuser and shut down the SC.

scO: sms-user: > SU -

sc0:# shutdown -y -g0 -i0
...[system nessages]
ok

In order for the new firmware to be enabled on your SC, you must now perform a
reset of the SC. Type:

ok reset-all

If this does not reset the SC, then you must perform a hard reset.

Physically locate your system controller within your Sun Fire high-end system
cabinet, and depress the Abort button and then the Reset button on the SC board.
Once the SC has been reset you should see OpenBoot PROM messages indicating
that the new version of the firmware is loading. After the system successfully
returns to the ok prompt, verify that the flash update worked by typing:

ok show- dropi ns

Dropins for Flash device: /pci@f,O0/pci@, 1/ ebus@/flashpromao, 400000

Dr opi n name Si ze Checksum Date Dat e Versi on Vendor
created fl ashed

SSCOBP- dr opi ns 90 c84e 11/13/ 2001 11/13/2001 1.2 SUNW sscobp

Note the version number of the Dropins (1. 2).

You can now boot your new installation of the Solaris software. Type:

ok boot new disk
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Log in as a platform administrate and type:

sc0: sms-user: > f| ashupdate -f /opt/ SUNVWEMS/ fi r mvar e/ SCOBPI ng. di  SCO/
FPO

Current SC FPROM I nformati on

SC at SC0, FPROM O:

Name: SSCOBP- dr opi ns,

Version: 1.2

Size: 144,

Check Sum 51278

Dat e Fl ashed: 11/13/01

Date Created: 11/13/01

Do you wi sh to update the SC User FPROM (yes/no)? n

scO0: sms-user: >

Compare version numbers. If they are the same, f | ashupdat e was successful.
The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following files are used by this command:

/ opt / SUNWBMS/ f i r mnvar e/ SCOBPI ng. di Used to update the FPROM 0 on
the SC.
/ opt / SUNWBMS/ f i r mnvar e/ nSSCPOST. di Used to update the FPROM 1 on

the CP1500 SC.

. . Used to update the FPROML1 on
[ opt / SUNWBMS/ f i r mnvar e/ 0SSCPOST. di the CP2140 SC.

/ opt / SUNWBMS/ host obj s/ sgcpu. fl ash Used to update the FPROMSs on
the CPU and MaxCPU boards.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values
Interface stability Evolving
Availability SUNWSMSop
setkeyswitch( 1M
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NAME

SYNOPSIS

DESCRIPTION

EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

fomd - failover management daemon
fomd

f onmd(1M) is the core of the system controller (SC) failover mechanism. The f ond
daemon detects faults on the local and remote SCs and takes the appropriate action
(directing a failover/takeover).

The f ond daemon ensures that the necessary synchronization data between the two
SCs is current. f ond runs on both the main and the spare SCs.

This daemon is automatically started by ssd(1M). Do not start it manually from the
command line.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following configuration file is required:

/ et c/ opt/ SUNWBMS/ confi g/ f ond. cf Failover daemon
configuration file

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

setfailover( 1M , showfailover( 1M
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frad - FRU access daemon
frad

f rad(1M) runs on the system controller (SC) and provides the exclusive mechanism
by which SMS processes, including daemons, access any FRU SEEPROM within a
given Sun Fire high-end system. f r ad also provides the platform-dependent
interface to the Sun Fire high-end systems SEEPROMs required by the FRU ID
software tools.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

ssd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

help - display help information for SMS commands

help [ command_name]

help -h

If no argument is included, hel p(1M) displays a list of valid SMS commands along
with their correct syntax. Otherwise, the command_name operand displays that
command's man page.

The following options are supported.:.

-h Help. Displays usage descriptions.

The following operands are supported:

command_name  Specific command for which hel p displays the man page.

You must have platform administrator, platform operator, platform service, domain
administrator, domain configurator, or superuser privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExAMPLE 1 Using Help

Displays all commands.

sc0: sms-user: > hel p

usage:
addboard -d domain_indicator [ -c function] [-r retry_count [-t timeout] ]
[-q 1 [-y | -n] location. ..

addboard -h

smsversion -h

EXAMPLE 2  Using Help for a Command
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EXIT STATUS

ATTRIBUTES

SEE ALSO
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Displays man(1M) page.

sc0: sms-user: > hel p addt ag

Mai nt enance Conmands addt ag(1M
NAME

addtag - assign a domain nanme (tag) to a donmin
SYNOPSI S
addtag -d domain_indicator -a newtag [-q ] [-Yy | -n]

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

man( 1M
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NAME hpost - Sun Fire high-end system power-on self-test (POST) control application

SYNOPSIS hpost

DESCRIPTION hpost (1M) is responsible for probing, testing, and configuring the hardware of a
Sun Fire high-end system domain, preparing it for use by the OpenBoot PROM and
the Solaris operating environment. Alternate modes prepare a single board for

att ach to a running domain using dynamic reconfiguration (DR), create hardware
state dump files on the system controller (SC), clear certain nonfatal hardware error
states, and perform related Sun Fire high-end system hardware operations.

hpost 's clients include:
» dsnd(1M)

= dxs(1IM)

= setkeysw tch(1M)

hpost is a client of:

= hwad(1M)
= pcd(1M)

hpost(1M)

Note — This application is intended to be run only by other SMS applications or
daemons. Invoking it directly from the command line can cause failures of running
domains and is not a supported mode of use.

hpost requires and uses flash PROM images and downloadable local POST
executables delivered in the SUNWSMSI p package.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSpo

SEE ALSO dsmd( 1), hwad(1m), pcd( 1n), setkeyswitch( 1m), dxs( 1m
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NAME

SYNOPSIS

DESCRIPTION

ATTRIBUTES

SEE ALSO

System Administration

hwad - hardware access daemon
hwad

hwad(1M) provides the exclusive mechanism by which SMS processes, including
daemons, access, control, monitor, and configure the hardware.

hwad runs in either main or spare mode and asks the failover daemon (f ond(1M))
for the role that the system controller (SC) should play when it comes up.

At start-up, hwad opens all the drivers (sbbc, echi p, gchi p, and consol e bus)
and uses the i oct | calls to interface with them. It reads the contents of the device
presence register to identify the boards present in the system, and makes them
accessible to the clients.

I OSRAMand Mohox interfaces are also provided by hwad. This helps communication
between the SC and the domain. For dynamic reconfiguration (DR), hwad directs
communication to the new | OSRAM(tunnel switch). For dar b interrupts, hwad
notifies the dsnd(1M) if there is a dst op or r st op. It also notifies related SMS
daemon(s), depending on the type of Mbox interrupt that occurs.

hwad detects and recovers consol e bus and j t ag errors.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

dsmd( 1M, ssd(1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

inittmdsync - command synchronization command

cancelcmdsync cmdsync_descriptor
initcmdsync script_name [ parameters]
savecmdsync - M identifier cmdsync_descriptor

[cancel Jinit]save]lcmdsync - h

The command synchronization commands work together to control the recovery of
user-defined scripts interrupted by a system controller (SC) failover. Insert the
following commands in user-defined scripts to enable command synchronization:

i ni tcndsync Creates a command synchronization descriptor that identifies
the script to be recovered.

This descriptor is placed on a command synchronization list
that identifies the scripts and commands to be restarted on
the new main SC after a failover.

savecndsync Adds a marker that identifies a location in the script from
which processing can be resumed after a failover.

cancel cmdsync  Removes a command synchronization descriptor from the
command synchronization list. This ensures that the script is
run only once and not after subsequent failovers.

Be sure that all exit paths of a script have a cancel cndsync
sequence to remove the descriptor from the command
synchronization list. If you do not remove the descriptor and
a failover occurs, the script is rerun on the new main SC.

Note — Both ani ni t cmdsync and a cancel cndsync sequence must be contained
within a script to enable command synchronization. The use of the savecndsync
command is optional and marks only specific points in a script from which
processing can be resumed. If specific restart points are not necessary, consider
using r uncndsync(1M) instead.

The following options are supported:

cmdsync_descriptor  Specifies the command synchronization descriptor that
identifies the user-defined script. This descriptor is the
standard output value returned by the i ni t cndsync
command.
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EXTENDED
DESCRIPTION

- Midentifier

parameters

script_name

System Administration

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Marks a location in the script from which the script can be
resumed after a failover. The identifier must be a positive
integer.

Specifies the options or parameters associated with the user-
defined script. These parameters are stored on the spare SC
and are used to restart the specified script after a failover.

Identifies the name of the user-defined script to be
synchronized. script_name must be the absolute path name of
an executable command. The command must exist in the
same location on both SCs.

The command synchronization commands are inserted at certain logical points
within a user-defined script.
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For instance, a Korn shell script might be structured as follows:

# MAIN CODE STARTS HERE

# Be sure to use a cleanup procedure to handl e any

# interrupts.

# Use the cancel cndsync to renpove the script fromthe

# command synchronization list. OQtherw se, the comrand
# will get restarted on the new main SC

#

c

lean_up () {
cancel cnrdsync  $desc
exit
}

# Decl are the cl ean_up function to capture systemsignal s
# and cl eanup.
trap "clean_up" INT HUP TERM QU T PWR URG
got o_| abel =1
# Process the argunments, capturing the -M marker point
# if provided
#
for arg in $*; do

case $arg in

-M)
got o_| abel =$arg; ;

esac
done
Place this script and all its paranmeters in the conmand
synchroni zation list, which indicates the commands to
be restarted after an SC fail over.

NOTE: The script must be executable by the user defined
in fond.cf and reside in the sane directory on both the
main and the spare SC

HoH R HH R
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# |If the command is not part of the defined PATH for

# the user, the absolute filenanme nust be passed with the
# initcndsync conmand

#

i ni tcndsync script_name parameters

# The marker point is stored in the goto_Il abel variable.
# Keep executing this script until all cases have been

# processed or an error is detected

#
while (( $goto_label '= 0)) ; do
#

# Each case shoul d represent a synchronizati on point
# in the script.

#

case $goto_| abel in

#

# Step 1: Do sonething
#

1) do_sonet hi ng

# Execute the savecrmdsync command with the script's
# descriptor and a unique marker to save the position.
# If a failover occurs here, the commands represented in
# the next goto_label (2) will be resuned
#
savecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))

1

#
# Step 2: Do nore things
#
2) do_nore_t hi ngs
éavecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))
) i

# Step 3: Finish the last step and set the goto_label to O
# so that the script ends.

3)
finish_last_step
got o_| abel =0
esac
done

# END OF MAIN CODE

# Remenber to execute cancel cnmdsync to renove the script fromthe

# command synchroni zation list. OGtherwi se, the command will be restarted
# after the failover.

#

cancel cndsync $desc
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Group Privileges
Required

EXIT STATUS

ATTRIBUTES

SEE ALSO

You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

Note — The standard output for i ni t cndsync contains the command
synchronization descriptor. Also, when failover is disabled (after a failover or in a
single SC environment), scripts that contain synchronization commands generate
error messages to the platform log file and return nonzero exit codes. These
messages can be ignored.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

runcmdsync( 1M , showcmdsync( 1M
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NAME kmd - SMS key management daemon
SYNOPSIS kmd

DESCRIPTION knd(1M) manages the IPSec security associations (SAs) necessary for securing the
communication between the system controller (SC) and servers running on a
domain. knd manages per-socket policies for connections initiated by clients on the
SC to servers on a domain. knd manages shared policies for connections initiated
by clients on the domain to servers on the SC.

The current default configuration includes authentication policies for the dca(1M)
and dxs(1M) clients on the SC, which connect to the dcs(1M) and cvcd(1M)
servers on a domain.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

Note — knd must be run as a r oot process to be permitted to use the pf _key
interface to IPSec.

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

FILES The following file is used to configure knd:

[ et c/ opt/ SUNWBMS/ confi g/ kmd_pol i cy. cf kmd_pol i cy. cf
configures the shared
and per-socket policies
managed by knd.

Changes to the policies are made by editing the knd_pol i cy. cf file on the SC.
Corresponding changes must be made on the affected domain(s).

The format of knd_pol i cy. cf is a table of eight fields separated by the pipe (])
character:

dir]d_port] protocol | sa_type ] auth_alg]encr_alg ] domain ] login

The fields are defined as follows:

dir Direction to connect from.

Values: sct odom dont osc

d_port Destination port.
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protocol

sa_type

auth_alg

encr_alg

domain

login

{dport
{sport
{dport

{sport

kmd(1M)

Protocol for the socket.

Values: t cp, udp

Security association type.

Values: ah, esp

Authentication algorithm.
Values: none, nd5, shal
Encryption algorithm.

Values: none, des, 3des
Domain ID.

Values: integers 0—17o0r a [space].

A space for the domain ID defines a policy that applies to
all domains. A policy for a specific domain overrides a
policy that applied to all domains.

Login name.

Values: Any valid login name.

The default policies in the knd_pol i cy. cf file are as follows:

sct odom 665]| t cp| ah| nd5| none| | sms-dca]

sct odom 442| t cp| ah| nd5| none| | sms- dxs|

The configuration of policies on a domain is the standard IPSec configuration file
(/etc/inet/ipsecconf.init).

The default policies are shown below.

sun-dr }permt {auth_alg nd5}
sun-dr } appl y {auth_alg nd5 sa uni que }
cvc_hostd } permt {auth_alg nd5 }

cvc_hostd } appl y {auth_alg nd5 sa uni que }
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSr
SUNWSMSop

SEE ALSO ssd( 1M, sckmd( 1M, ipsecconf( 1M , pf_key( 1M, ipsec( 1M, dca( 1M, dxs( 1M,
dcs(1M, cved( 1M
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NAME

SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION

EXIT STATUS

mand - management network daemon
mand

mand(1M) supports the management network (MAN) drivers and the failover
management daemon (f ond(1M)) by providing the required network configuration.
This configuration information includes host names, IP addresses, and netmasks.
mand is also responsible for initializing and updating these respective fields in the
platform configuration database (pcd(1M)) daemon as well as the in MAN driver
on the system controller (SC).

mand is an SMS daemon running on both the main and spare SCs. Its role is set up
by f ond.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

SC-to-Domain and Domain-to-SC Internal Network (1) data includes:
= Network mask

= SC host name

= SC IP address

= Domain[A-R] host name

» Domain[A-R] IP address

SC-to-SC Internal Network (I12) data includes:

= Network mask

= SC 0 host name

= SC 0 IP address

= SC 1 host name

= SC 1IP address

SC External Community (C) data includes:

= Community Failover IP address
= Community physical interface name

The following exit values are returned:

0 Successful completion.

>0 An error occurred.
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FILES

ATTRIBUTES

SEE ALSO

System Administration

The following configuration file is required:

/ et c/ opt/ SUNWBMS/ conf i g/ MAN. cf

This file includes the domain-to-SC, the
SC-to-domain, and the SC-to-SC
management network data as well as the
community data for external access to
the SC.

Do not manually modify the MAN. cf file.

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

fomd( 1M, pcd(1M, smsconfig( 1M, ssd( 1M

SMS 1.4
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NAME m

mid(1M)

Id - message-logging daemon

SYNOPSIS mld [- f config_file] [-t]

DESCRIPTION m

d(1M) provides logging services to all SMS daemons and processes. m d is the

first SMS daemon started by ssd(1M) in order to capture the output of all other
SMS daemons and processes during their startup phases.

Platform log messages are stored in:
[ var/ opt / SUNWBMS/ adni pl at f or nf nessages
in the following format:

time host program [ pid] : [ msg_id hrtime_t level file_line] message

file_line is optional and appears only in verbose mode.
For example:

Feb 2 09:16:10 2002 sunl5 m d[ 904]:[209 2345678901
| NFO MLDLOGGER.cc 141] Pl atform nessages file created.

Domain log messages are stored in

/ var/ opt / SUNWSMS/ adni domain_id/ nessages

in the same format as platform messages, with additional domain_id | domain_tag
information following the pid:

time host program [ pid] domain_id| domain_tag: [ msg_id hrtime_t level file_line] message

For example:

Feb 2 09:18:55 2002 sunl5 m d[ 904] -B (engB):
[314 2345678902 ERR LogManager.cc 424]
nessage queue linmt exceeded, nessages will be dropped.

Domain syslog messages are stored in
/ var / opt / SUNWBMS/ adni domain_id/ sysl og
in the same format in which they are received.

OPTIONS The following options are supported:

-t

- f config_file Provides an absolute path to an alternative remote-message-

reception configuration file.

Disables remote message reception (for example, domain sysl og
messages).

Last Modified 19 September 2003 SMS 1.4 80



mid(1M)

EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO
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.The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/ var/ opt/ SUNWBMS/ adnt . | ogger Message logging
daemon configuration
file.

This file supports three configuration directives:
FILE Specifies where to send messages. The default is nsgdaenon
and should not be changed.

LEVEL Specifies the minimum level necessary for m d to log a
message. The supported levels are: debug, i nf 0, noti ce,
warni ng,err,crit ,alert,and energ. The default is
noti ce.

MODE Specifies the verbosity of the messages. Two modes are
available: ver bose and t er se. The default is ver bose.

Note — All directive arguments are not case sensitive.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

ssd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

moveboard - move a board from one domain to another

moveboard - d domain_indicator [- ¢ function] [-r retry count [-t timeout]] [- q]
[-f1[-yl-n] location

moveboard - h

noveboar d(1M) first attempts to unconfigure, disconnect, and unassign location
from the domain it is currently assigned to and possibly active in, and then
proceeds to assign, connect, and configure location to the domain domain_id or
domain_tag.

The - ¢ function command option is used to specify the transition of the board from
the current configuration state to a new configuration state. Configuration states are
assi gn, connect, and confi gure. If the - ¢ option is not specified, the default
expected configuration state is confi gure.

Note — noveboar d performs tasks synchronously and does not return control to
the user until the command is complete. If the board is not powered on or tested

and a - ¢ connect Jconfi gur e option is specified, then the command powers on
the board and tests it.

Note — If the specified board is in the automatic system recovery (ASR) blacklist
file, moveboar d displays an error message when assigning a board and then
continues. When using the connect or confi gur e functions, noveboar d displays
an error message and then exits.

Note — If the noveboar d command fails, a board does not return to its original
state. A dxs or dca error message is logged to the domain. If the error is
recoverable, you can retry the command. If it is unrecoverable, you need to reboot
the domain in order to use that board.

The following options are supported.

- ¢ function Valid function values are assi gn, connect, and confi gure.
One of these values is used to control the configuration state
transition.
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The possible transition states and their meanings are as

follows:

assign

SMS 1.4

Unconfigures the board from the Solaris
operating environment running on the
domain. Solaris software stops using any
of the hardware resources on the board.
(See del et eboard - ¢

unconf i gur e. ) Disconnects the board.
Transitions the board into the

di sconnect ed| unconfi gur ed state.
(See del et eboar d - ¢ di sconnect.)
Unassigns the board from the current
domain. (See del et eboard - ¢

unassi gn.)Moves the board out of the
logical domain by changing its state to
avai | abl e. Assigns the board to the
new logical domain. This is a board state
in which the domain has sole access to
the board; however, the board is not
active. Once assigned, the board can be
connected or configured into the domain
with the use of either set keyswi t ch on
or the connect or configure options.
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moveboard(1M)

Unconfigures the board from the Solaris
operating environment running on the
domain. Solaris software stops using any
of the hardware resources on the board.
(See del et eboard - c unconfi gure.)
Disconnects the board. Transitions the
board into the

di sconnect ed| unconfi gur ed state.
(See del et eboard - c di sconnect.)
Unassigns the board from the current
domain. (See del et eboard - ¢

unassi gn. ) Moves the board out of the
logical domain by changing its state to
avai | abl e. Assigns the board to the
new logical domain. (See assi gn earlier
in this section; see also addboar d(1M) - ¢
assi gn.)Transitions the board into the
connect ed| unconfi gur ed state. In this
state the board is assigned to the logical
domain and connected (active). This state
allows the normal system access to
hardware resources on the board. The
hardware resources of the board are not
represented by the normal Solaris
software data structures, however, and
cannot be used by the Solaris operating
environment. Allowed operations on the
board are limited to configuration
administration operations. (See also
addboard - c connect.) Thisis an
intermediate state and does not have any
standalone implementation at this time.
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Unconfigures the board from the Solaris
operating environment running on the
domain. Solaris software stops using any
of the hardware resources on the board.
(See del et eboard - c unconfi gure.)
Disconnects the board. Transitions the
board into the

di sconnect ed| unconfi gur ed state.
(See del et eboard - c di sconnect.)
Unassigns the board from the current
domain. (See del et eboard - ¢

unassi gn.) Moves the board out of the
logical domain by changing its state to
avai | abl e. Assigns the board to the
new logical domain. (See assi gn earlier
in this section; see also addboard -c¢
assi gn.) Transitions the board into the
connect ed| unconfi gur ed state. In this
state, the board is assigned to the logical
domain and connected (active). This state
allows the normal system access to
hardware resources on the board. The
hardware resources of the board are not
represented by the normal Solaris
software data structures, however, and
cannot be used by the Solaris operating
environment. Allowed operations on the
board are limited to configuration
administration operations. (See connect
earlier in this section; see also addboar d
- ¢ connect . ) Transitions the board into
the connect ed| confi gur ed state. In
this state, the board is not only assigned
and connected to a domain, but also
configured into the Solaris operating
environment. The hardware resources on
the board can be used by Solaris software.
(See also addboard -c configure.)

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R and are

not case sensitive.

domain_tag — Name assigned to a domain using addt ag(1M).

This is the domain to which the board is being moved.

SMS 1.4
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-f Forces the specified action to occur. Typically, this is a
hardware-dependent override of a safety feature. Forcing a
state change operation can allow use of the hardware
resources of an occupant that is not in the ok or unknown
conditions, at the discretion of any hardware-dependent
safety checks.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-n Automatically answers no to all prompts. Prompts are

displayed unless used with the - g option.
-q Quiet. Suppresses all messages to st dout including prompts.
When used alone - g defaults to the - n option for all prompts.

When used with either the - y or the - n option, - q suppresses
all user prompts and automatically answers with either 'y' or
'n' based on the option chosen.

-1 retry_count These command arguments enable the user to specify retries
. in case of failures encountered during state transitions. The
- T timeout -1 retry_count option can be used alone and indicates the

number of times the configuration state change request
should be retried by the domain. The -t timeout option
cannot be used without the - r retry_count option and
specifies the number of seconds that the domain should wait
before the next retry is made. If the - t timeout is not specified,
the default timeout is zero, meaning that the request is retried
immediately.

-y Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

OPERANDS The following operands are supported:

location Board location separated by a space. Multiple location arguments
are not permitted.

The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K
SB(0...17), SB(O0...8)

1Q(0...17), 1Q(0...8)
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Note — Use showboar ds(1M) to display board type.

Users with platform administrator privileges can perform the - ¢ assi gn option if
the board is in the assi gned state (not active in a running domain) of the domain
from which the board is being removed.

Users with domain administrator or configurator privileges can execute this
command, but only on their respective domains. You must belong to both domain
groups affected, and the board must be in the available component list of both
domains.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

For all examples, if the board is currently active in another domain, you must have
domain administrator privileges for that domain. In addition, you must have
platform administrator privileges or the board must be in the domain available
component list in order for it to be unassigned from its current domain.

You must have platform privileges or the board must be in the domain's available
component list for you to assign the system board to a new domain. In addition, the
user must have domain privileges in the new domain in order to connect or
configure the board into the domain.

EXAMPLE 1 Assigning a CPU Board at SB4 to Domain A

sc0: sms-user: > noveboard -d A -c assign SB4
SB4 assigned to domain: A

EXAMPLE 2 Assigning a Blacklisted CPU Board at SB4 to Domain A

sc0: sms-user: > noveboard -d A -c assign SB4
SB4 assigned to domain: A

Warni ng: SB4 is blacklisted.

You will not be able to connect or configure it.
scO0: sms-user: >

EXAMPLE 3  Configuring an 10 Board Into Domain A
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Note: The default function is set to confi gure.

sc0: sms-user: > moveboard -d A 1 Q2

| @2 unassigned from donain: B

|2 assigned to donmmin: A

assign | Q2

assign | Q2 done

poweron | Q2

poweron | G2 done

test |2

test |2 done

connect | Q2

connect | Q2 done

configure | Q2

configure 12 done

notify online /devices/pci @d, 700000
notify online /devices/pci @d, 600000
notify online /devices/pci @c, 700000
notify online /devices/pci @c, 600000
notify add capacity | Q2 done

EXAMPLE 4 Connecting an IO Board at 107 to Domain R

You must have platform privileges, or the board must be in the domain available
component list.

scO0: sms-user: > noveboard -d R -c connect |07

EXAMPLE5 Connecting a Blacklisted Board to Domain C
scO0: sms-user: > noveboard -d C -c¢ connect SBO

SBO is blacklisted. Exiting.
scO0: sms-user: >

EXIT STATUS The following exit values are returned:

Successful completion.
No acknowledge.

Not supported.
Operation not supported.
Invalid privileges.

Busy.

System busy.

Data error.

0o N o o0 A W N P O

Library error.
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10
11
12
13
14
30
31
32
33
34
35
36
38
39
40
41
51
52
55
56
58
59
60
61
62
64
65
66
67
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No library.

Insufficient condition.

Invalid.

Error.

A PID does not exist.

Invalid attribute.

Invalid board ID type.

Invalid permissions.

Assigned to another domain.
Unable to get permissions.

Unable to get domain board info.
Unable to get active board list.
Unable to get assigned board list.
Solaris not running.

Unable to assign/unassign domain state.
Unable to get domain permissions.
Unable to get platform permissions.
Invalid domain.

Invalid privileges.

Library error.

DR command syntax error.
Internal error.

Component blacklisted.

Unable to get ASR blacklist.
Unable to get domain blacklist.
Unable to get platform blacklist.
Activity check error.

Unassign check error.

Unassign, unrestricted check error.

Domain permissions check error.
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70 DR operation failed.

FILES The following files are used by this command:

/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st

/ et c/ opt/ SUNWBMS/ confi g/ pl at f or nf bl ackl i st

/ et c/ opt/ SUNWBMS/ conf i g/ domain_id/ bl ackl i st

moveboard(1M)

List of components
excluded by esnd.

List of platform
components excluded.

List of domain
components excluded.

Note — This file is created and used internally and should not be edited manually.
To remove a component from the ASR blacklist file, use enabl econponent (1M).

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO addtag( 1M , addboard( 1M , deleteboard( 1M , enablecomponent( 1M ,

esmd( 1M , showcomponent( 1M
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osd - OpenBoot PROM server daemon
osd

osd(1M) provides software support for OpenBoot PROM. It provides an SMS
event-based interface to set keyswi t ch(1M) for laying out | DPROMand
REBOOTARGS information prior to domain bring up.

osd also receives mailbox commands from OpenBoot PROM. These mailbox
commands are acted upon, and a result is returned to OpenBoot PROM.
Commands include get - t i me- of - day, set-ti me- of - day, get -i dprom get -
nvram dat a, set - nvram dat a, get - r eboot - ar gs, set - reboot - ar gs, and
do-tunnel - swi t ch. One instance of osd on the system controller (SC) is shared
between all domains.

This daemon is automatically started by ssd(1M). Do not start it manually from the
command line.

osd is run as the sns- osd user.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

setkeyswitch( 1M
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NAME

SYNOPSIS

DESCRIPTION

EXTENDED
DESCRIPTION

pcd - platform configuration database daemon
pcd

pcd(1M) provides and manages controlled access to platform, domain, and system
board configuration data. It is an SMS daemon running on the system controller
(SC) and a key component of SMS configuration. All system management
applications access the database information through the pcd daemon.

In addition to managing platform configuration data, the pcd notifies registered
system management applications when pertinent database changes have occurred.
These notifications are registered as events and are transparent to the user.

This daemon is started automatically by the ssd(1M) daemon. Do not start it
manually from the command line.

Platform data for SMS 1.2 version 1 includes:

Pl at f orm Type

Pl at f or m Nane

Rack I D

Coherent Menory Address Slice Map
Cl ock Frequency

Cl ock Device Type

SC | P Address

SC Logi cal | P Host Adress
SC Host Net nask

SCO to SC1 | P Address

SClL to SCO | P Adress

SC to SC Net mask

Platform data for SMS 1.3 version 2 includes:

Pl at f or m Type

Pl at f or m Nane

Rack 1D

Coherent Menory Address Slice Map
C ock Frequency

Cl ock Device Type

SC | P Address

SC Logi cal | P Host Address
SC Host Net mask

SCO to SC1 | P Address

SCl to SCO | P Address

SC to SC Net mask

COD Head Rooom
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Domain data for SMS 1.2 version 1 includes:

Domai n Nunber

Domai n Tag

GS Version

CS Type

Sl ot 0 Avail abl e Board Li st
Slot 1 Avail able Board List
Sl ot 0 Assigned Board List
Sl ot 1 Assigned Board List
Slot O Active Board List
Slot 1 Active Board List

Gol den SRAM Expansi on Sl ot
Keyswi t ch

Active Ethernet Expansion Sl ot
Creation Tine

Domain State

Bringup Priority

| P Host Address

Host name

Host Net mask

Br oadcast Address

OBP Virtual Address

OBP Physi cal Address

Domain data for SMS 1.3 version 2 includes:

Domai n Nunber

Donmi n Tag

CS Version

CS Type

Slot O Avail able Board Li st
Sl ot 1 Avail abl e Board Li st
Sl ot O Assigned Board List
Slot 1 Assigned Board List
Slot 0 Active Board List
Slot 1 Active Board List

CGol den SRAM Expansi on Sl ot
Keyswi t ch

Active Ethernet Expansion Slot
Creation Tine

Domain State

Bringup Priority

| P Host Address

Host name

Host Net mask

Broadcast Address

OBP Virtual Address

OBP Physi cal Address

Domai n Reserved RTU
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SIGNALS

FILES

ATTRIBUTES

Last Modified 19 September 2003

System board data for SMS 1.2 version 1 includes:

pcd(1M)

Expansi on Nunber

Sl ot Number

Board Type Nunber

Board State Number

Domai n Assi gned Nunber

ABL State; Donmin(s) Board Is In
Test Status

Test Level

Menory Clear State

System board data for SMS 1.3 version 2 includes:

Expansi on Nunber

Sl ot Nunber

Board Type Nunber

Board State Nunber

Donei n Assi gned Nunber

ABL State; Donmin(s) Board Is In
Test Status

Test Level

Menory Cl ear State

COD Enabl e

S| GHUP

Note — Never modify these files by hand.

The following files are supported:

/var/ opt/ SUNWBMS/ . pcd/ pl atform_.i nfo

/var/ opt/ SUNWBMS/ . pcd/ domai n_i nfo

/var/ opt/ SUNWBMS/ . pcd/ sysboard_i nfo

Rereads the database files and recaches information.

Contains platform
database information.

Contains domain
database information.

Contains system board
database information

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability SUNWSMSop

SMS 1.4
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SEE ALSO ssd( 1M

95 SMS 1.4 Last Modified 19 September 2003



System Administration poweroff(1M)

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

poweroff - control power off

poweroff [- q] [- y |- n] [ location]

poweroff - h

power of f (M) powers off the specified dual 48V power supply, fan tray, or board.
If no arguments are specified and you have platform administrator privileges, the
entire system, with the exception of the bulk power supplies, the fan trays, and the
spare system controller (SC), powers off. If active domains are utilizing the
component that is going to be powered off, a listing of those domains and an "Are
you sure?" prompt is given by default.

Note — When you power off a bulk power supply power of f trips the circuit
breaker. In that case the power on command alone can not restore power. You must
manually flip the breaker back on and then run power on.

If you do not have platform administrator privileges, the [location] command
operand must be specified and the board must be assigned to a domain for which
you have domain administrator or configurator privileges.

Note — This command has no effect on the position of the virtual keyswitch.

The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-n Automatically answers no to all prompts. Prompts are displayed

unless used with the - q option.

-q Quiet. Suppresses all messages to st dout including prompts.
When used alone - q defaults to the - n option for all prompts.

When used with either the -y or the - n option, - q suppresses all
user prompts, and automatically answers with either 'y’ or 'n’
based on the option chosen.

-y Automatically answers yes to all prompts. Prompts are displayed
unless used with the - q option.
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The following operands are supported:

location Component location separated by a space. Multiple location
forms are not permitted.

The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)
(0...17), 1(0...8)

CS(0] 1), CS(0] 1)

FT(0...7), FT(0...7)

PS(0...5), PS(0...5)

EX(0...17), EX (0...8)

SC(0] 1), SC(0]1) [Only the spare SC can be powered off.]

You must have either platform administrator or domain administrator/configurator
privileges to run this command.

If you have domain privileges, you must also specify the [location] operand, and the
[location] must be a domain configuration unit (DCU) that is assigned to a domain
for which you have domain privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Powering Off a Power Supply

In this example power of f prompts you for a reply.

sc0: sms-user: > power of f ps5

TTTWARNE NG T WARNE NG T WARNE NG T T WARNE NG ! T WARNE NG !
TTTWARNENG T WARNENG T WARNENG T WARNENG T T WARNENG !

This will trip the breakers on PS at PS5, which nust be turned on nanual | y!

Are you sure you want to continue to power off this conponent? (yes/no)?y

EXAMPLE 2  Powering Off a CPU Board at Expander Position 0
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EXIT STATUS The following exit values are returned:

sc0: sms-user: > power of f -qy SBO

0 Successful completion.

>0 An error occurred.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

poweroff(1M)

In this example power of f forces the board off by suppressing any st dout
messages and answering yes to all prompts.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO poweron( 1M

Last Modified 19 September 2003 SMS 1.4

98



poweron(1M)

99

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

System Administration

poweron - control power on

poweron [- q] [-y |- n] [ location]

poweron - h

power on(1M) powers on the specified dual 48V power supply, fan tray, or board. If
no arguments are specified and you have platform administrator privileges, the
entire system is powered on (provided that no additional 48V power supply
modules need to be powered on to support the new power requirements).

Note — When you power off a bulk power supply power of f trips the circuit
breaker. In that case the power on command alone can not restore power. You must
manually flip the breaker back on, and then run power on.

If you do not have platform administrator privileges, the location command
operand must be specified and the board must be assigned to a domain for which
you have domain administrator or configurator privileges. If sufficient power and
cooling is not available for the requested board, the power on operation fails. A
minimum of five 48V power supply modules (4 KW modules) are required to
power a fully configured system. Thus, with N+1 redundancy, six power supply
modules are used. If powering on a component requires another component to be
powered on, such as a board requiring a 48V power supply module, the power on
request fails.

If a specified component is in the automatic system recovery (ASR) blacklist file, an
error message is displayed. If you have platform administrator privileges you are
prompted to continue. If you do not, the operation is terminated and an error
message is displayed.

The following options are supported.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-n Automatically answers no to all prompts. Prompts are displayed

unless used with the - q option.
-q Quiet. Suppresses all messages to st dout including prompts.
When used alone - q defaults to the - n option for all prompts.

When used with either the -y or the - n option, - q suppresses all
user prompts, and automatically answers with either 'y’ or 'n’
based on the option chosen.

-y Automatically answers yes to all prompts. Prompts are displayed
unless used with the - q option.
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OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

The following operands are supported:

location Component location separated by a space. Multiple location
forms are not permitted.

The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)
1(0...17), 1(0...8)

CS(0| 1), CS(0] 1)

FT(0...7), FT(0...7)

PS(0...5), PS(0...5)

EX(0...17), EX (0...8)

You must have either platform administrator or domain administrator/configurator
privileges to run this command.

If you have domain privileges, you must also specify the location operand and the
location must be a domain configuration unit (DCU) that is assigned to a domain for
which you have domain privileges.

You must have platform administrator privileges in order to power on a board
listed in the ASR blacklist file.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Powering On the Dual 48V Power Supply

The power supply is located on the front side in the 0 bank position.

sc0: sms-user: > power on PSO

EXAMPLE 2 Powering On the Dual 48V Power Supply When Both AC Inputs are Bad

When the AC inputs are bad you will receive a warning.

scO0: sms-user: > power on PSO
Both AC inputs to PSO are bad, did you renmenber to turn on the breakers?
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EXAMPLE 3 Powering On a CPU in the ASR Blacklist File

You must have platform administrator privileges. Otherwise, power on terminates
and displays an error message.

sc0: sms-user: > power on SBO
Conponent SBO is in the ASR bl ackli st.
Are you sure you want to continue the power ON (yes/no)? Y

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st List of components
excluded by esnd.

Note — This file is created and used internally and should not be edited manually.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

esmd( 1M , poweroff( 1M
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NAME

SYNOPSIS

DESCRIPTION

rcfgadm - remote configuration administration

rcfgadm - d domain_indicator [-f] [-y]-n] [-v ] [- 0 hardware_options] - ¢ function
[-r retry_count [- T timeout]] ap_id...

rcfgadm -d domain_indicator [-f] [-y]-n] [-v ] [- 0o hardware_options] - x
hardware_function ap_id...

rcfgadm - d domain_indicator [-v ] [-a ] [- s listing_options] [- 0 hardware_options]
[-1 [ap_id] ap_type]...]

rcfgadm -d domain_indicator [-v ] [- 0 hardware_options] -t ap_id...

rcfgadm -d domain_indicator [- v ] [- 0 hardware_options] - h [ ap_id | ap_type]

r cf gadm(1M) provides remote configuration administration operations on
dynamically reconfigurable hardware resources. The r cf gadmcommand allows
configuration administration operations on the specified domain from the system
controller. These operations include displaying status (- | ), initiating testing (- t),
invoking configuration state changes (- ¢), invoking hardware specific functions
(- x), and obtaining configuration administration help messages (- h).

r cf gadmperforms configuration administration at attachment points, which are
places where system software supports dynamic reconfiguration of hardware
resources during continued operation of Solaris software.

Configuration administration distinguishes between hardware resources that are
physically present in the machine and hardware resources that are configured and
visible to the Solaris environment. The nature of configuration administration
functions are hardware-specific and rcfgadm performs configuration by calling
hardware-specific libraries.

Configuration administration operates on an attachment point. Hardware resources
located at attachment points might or might not be physically replaceable during
system operation but are dynamically reconfigurable by way of the configuration
administration interfaces.

An attachment point defines two unique elements, which are distinct from the
hardware resources that exist beyond the attachment point. The two elements of an
attachment point are a receptacle and an occupant. Physical insertion or removal of
hardware resources occurs at an attachment point and results in a receptacle
gaining or losing an occupant. Configuration administration supports the physical
insertion and removal operations, as well as other configuration administration
functions at an attachment point.

Attachment points have associated state and condition information. The
configuration administration interfaces provide control for transitioning attachment
point states. A receptacle can exist in one of three states: enpt y, di sconnect ed, or
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connect ed. An occupant can exist in one of two states: confi gured or
unconfi gured.

A receptacle can provide the enpt y state, which is the normal state of a receptacle
when the attachment point has no occupants. A receptacle can also provide the

di sconnect ed state if it has the capability of isolating its occupants from normal
system access. Typically this state is used for various hardware-specific testing prior
to bringing the occupant's resources into full use by the system, or as a step in
preparing an occupant for physical removal or reconfiguration. A receptacle in the
di sconnect ed state isolates its occupant from the system as much as its hardware
allows, but can provide access for testing and setup. A receptacle must provide the
connect ed state, which allows normal access to hardware resources contained on
any occupants. The connect ed state is the normal state of a receptacle that
contains an occupant and that is not currently undergoing configuration
administration operations.

The hardware resources contained on an occupant in the unconfi gur ed state are
not represented by normal Solaris software data structures and are thus not
available for use by the Solaris operating environment. Operations allowed on an
unconf i gur ed occupant are limited to configuration administration operations.
The hardware resources of an occupant in the conf i gur ed state are represented by
normal Solaris software data structures, and thus some or all of those hardware
resources can be in use by the Solaris operating environment. All occupants provide
both the confi gured and unconfi gur ed states.

An attachment point can be in one of five conditions: unknown, ok, f ai | i ng,
fail ed, or unusabl e. An attachment point can enter the system in any condition,
depending upon results of power-on tests and nonvolatile record keeping.

An attachment point with an occupant in the conf i gur ed state is in one of four
conditions: unknown, ok, fai |l i ng, or f ai | ed. If the condition is not fai | i ng or
fai | ed, an attachment point can change to f ai | i ng during the course of
operation if a hardware-dependent recoverable error threshold is exceeded. If the
condition is not f ai | ed, an attachment point can change to f ai | ed during
operation as a result of an unrecoverable error.

An attachment point with an occupant in the unconf i gur ed state can be in any of
the defined conditions. The condition of an attachment point with an

unconf i gur ed occupant can decay from ok to unknown after a system-dependent
time threshold. Initiating a test function changes the attachment point condition to
ok, failing,orfail ed, depending on the outcome of the test. An attachment
point that does not provide a test function can leave the attachment point in the
unknown condition. If a test is interrupted, the attachment point condition can be
set to the previous condition, to unknown, or to f ai | ed. An attachment point in
the unknown, ok, f ai | i ng, or f ai | ed conditions can be retested.

An attachment point can exist in the unusabl e condition for a variety of reasons,
such as inadequate power or cooling for the receptacle, an occupant that is
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unidentifiable, unsupported, incorrectly configured, and so on. An attachment
point in the unusabl e condition can never be used by the system. It typically
remains in this condition until the physical cause is remedied.

An attachment point also maintains busy information that indicates when a state
change is in progress or the condition is being reevaluated.

Designate attachment points using hardware-specific identifiers (ap_ids) that are
related to the type and location of the attachment points in the system device
hierarchy. An ap_id cannot be ambiguous; it must identify a single attachment
point. Two types of ap_id specifications are supported: physical and logical.

A physical ap_id contains a fully specified path name, while a logical ap_id contains
a shorthand notation that identifies an attachment point in a more user-friendly
way.

For example, an attachment point representing system board 6 would have a
physical ap_id of / devi ces/ pseudo/ dr @: SB6, while the logical ap_id would be
SB6.

Attachment points can also be created dynamically. A dynamic attachment point is
named relative to a base attachment point that is present in the system. ap_ids for
dynamic attachment points consist of a base component followed by two colons (::)
and a dynamic component. The base component is the base attachment point ap_id.
The dynamic component is hardware-specific and is generated by the
corresponding hardware-specific library.

For example, consider a base attachment point, which represents a system board,
with the physical ap_id / devi ces/ pseudo/ dr @: SB16 and logical ap_id SB16.

A CPU attached to this system board could be represented by a dynamic
attachment point with logical ap_id SB16: : cpu2, where SB16 is the base
component and cpu?2 is the hardware-specific dynamic component. Similarly, the
physical ap_id for this dynamic attachment point would be:

/ devi ces/ pseudo/ dr @: SB16: : cpu2.

An ap_type is a partial form of a logical ap_id that can be ambiguous and not specify
a particular attachment point. An ap_type is a substring of the portion of the logical
ap_id, up to but not including, the colon (;) separator. For example, an ap_type of
pci would show all attachment points whose logical ap_ids begin with pci .

The use of ap_types is discouraged. The new select suboption to the - s option
provides a more general and flexible mechanism for selecting attachment points.
See OPTIONS.

r cf gadminteracts primarily with hardware-dependent functions contained in
hardware-specific libraries, and thus its behavior is hardware-dependent.
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For each configuration administration operation, a service interruption can be
required. If the requested operation requires a noticeable service interruption to
interactive users, confirmation is requested before the operation is started.

A prompt is displayed on the standard error output for confirmation on the
standard input. Confirmation can be overridden with the - y or - n option to always
answer yes or no, respectively. Hardware-specific options, such as test level, are
supplied as suboptions using the - o option.

Operations that change the state of the system configuration are audited by the
system log daemon sys| ogd(1M).

The arguments for this command conform to the get opt (3C) and get subopt (3C)
syntax conventions.

Refer to the Sun Fire 15K/12K Dynamic Reconfiguration User Guide for more
information.

The following options are supported.

Note — If the r cf gadmcommand fails, a board does not return to its original state.
A dxs or dca error message is logged to the domain. If the error is recoverable, you
can retry the command. If it is unrecoverable, you need to reboot the domain in
order to use that board.

-a Specifies that the - | option must also list dynamic
attachment points.

- ¢ function Performs the state change function on the attachment
point specified by ap_id.

Specify function as di sconnect, connect, confi gure,
or unconfi gure. These functions cause state transitions
at the attachment point by calling hardware-specific
library routines.
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The possible transition states and their meanings are as
follows:

» di sconnect
Change the receptacle state to disconnected.

If the occupant state is configured, the disconnect
function first attempts to unconfigure the occupant.
The di sconnect function powers the board off by
default. The board is ready to be removed from the slot
at that point. The - o nopower of f option specifies
skipping the power off step, leaving the board
powered on. The board is left assigned to the domain
by default. The - 0 unassi gn option instructs the
domain to give up the ownership of the board once the
board is disconnected. Once the board has been
unassigned, it may no longer be accessible to cf gadm
because another domain might have assi gned the
board to itself.

= connect

Performs hardware-specific operations to put the
receptacle into the connect ed state, which allows an
occupant to operate normally through the receptacle.

= configure

Performs hardware-specific operations that allow an
occupant's hardware resources to be used by Solaris
software. Occupants that are configured are part of the
system configuration and are available for
manipulation by Solaris software device manipulation
maintenance commands (for example, psr adnm(1M),
nount (IM), and i f confi g(1M)).

= unconfigure

Performs hardware-specific operations that logically
remove an occupant's hardware resources from the
system. The occupant must currently be configured,
and its hardware resources must not be in use by the
Solaris operating environment.
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State transition functions can fail due to the condition of
the attachment point or other hardware-dependent
considerations. All state change functions in the direction
of adding resources (connect and confi gure) are
passed on to the hardware-specific library when the
attachment point is in the ok or unknown condition. All
other conditions require the use of the force (- f ) option to
allow these functions to be passed on to the hardware-
specific library. Attachment point condition does not
prevent a hardware-specific library being called for the
removal (di sconnect and unconfi gur e) of hardware
resources from the system. Hardware-specific libraries
can reject state change functions if the attachment point is
in the unknown condition.

The condition of an attachment point is not necessarily
changed by the state change functions; however, errors
during state change operations can change the
attachment point condition. Specify the force option (- )
to override a condition and force a state change that
would otherwise fail. Hardware-specific safety and
integrity checks can prevent the force option from having
any effect.

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Forces the specified action to occur. Typically, this is a
hardware-dependent override of a safety feature. Forcing
a state change operation can allow use of the hardware
resources of an occupant that is not in the ok or unknown
condition, at the discretion of any hardware-dependent
safety checks.

Prints the help message text. If ap_id or ap_type is
specified, the help routine of the hardware-specific library
for the attachment point indicated by the argument is
called.
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-1 [ap_id]ap_type]

-n

- 0 hardware_options

-1 retry_count

- s listing_options

Last Modified 19 September 2003
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Lists the state and condition of attachment points
specified. Filter attachment points with the - s option and
select suboption. Invoking r cf gadmwithout one of the
action options is equivalent to - | without an argument.
The format of the list display is controlled by the - v and
- s options. When the - a option is specified, attachment
points are dynamically expanded.

Automatically answers no to all prompts.

Supplies hardware-specific options to the main command
option.

The following are valid hardware_options:

= parsable

Applies only when the - s option is used. The
par sabl e suboption specifies that info is returned for
system board and 10 assembly only.

= unassign

Applies only when the - ¢ disconnect option is used.
The unassi gn suboption specifies that the domain is
to give up ownership of the board.

= nopower of f

Applies only when the - ¢ disconnect option is used.
The nopower of f suboption specifies that the board is
not to be powered off after it is disconnected.

Specifies the number of times the dynamic
reconfiguration (DR) request is retried on the domain.
The default is zero.

Supplies listing options to the list (-1 ) command.
listing_options conforms to the get subopt (3C) syntax
convention. The suboptions are used to specify the
attachment point selection criteria

(sel ect =sel ect _stri ng), the type of matching desired
(mat ch=mat ch_t ype), the order of listing

(sort=fiel d_spec), the data that is displayed

(col s=fiel d_spec and col s2=fi el d_spec), the
column delimiter (del i nest ri ng), and whether to
suppress column headings (noheadi ngs).
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When the select suboption is specified, only attachment
points that match the specified criteria are listed. The
select suboption has the following syntax:

rcfgadm -s
select=attr1(val uel):attr2(val ue2)...

where an at t r is one of ap_id, class, or type. ap_id refers
to the logical ap_id field, class refers to attachment point
class, and type refers to the type field. valuel, value2, and
so on are the corresponding values to be matched. The
type of match can be specified by the match suboption as
follows:

rcfgadm -s
mat ch=mat ch_t ype, sel ect =attr1(val uel). ..

where match_type can be either exact or parti al . The
default value is exact .

Suboptions can contain special characters that can be
interpreted in ways other than as part of r cf gadm
suboptions. For example, a command might contain
parentheses, which are acceptable for suboptions but are
interpreted as special characters when entered on the
command line. Arguments to the select suboption can be
guoted to protect them from the UNIX C shell
interpretation.

A field_spec is one or more data-fields concatenated with
the use of a colon (), as in dat a-fi el d:dat a-
field:data-field. Adata-field iscomprised of
ap_id, physid, r_state, o_state, condition, type, busy,
status_time, status_time_p and info. The ap_id field output
is the logical name for the attachment point, while the
physid field contains the physical name. The r_state field
can be enpty, di sconnect ed, or connect ed. The
o_state field can be confi gur ed or unconfi gured. The
busy field can be either y if the attachment point is busy,
or n if it is not. The type and info fields are hardware-
specific. The status_time_p field is a parsable version of
the status_time field. If an attachment point has an
associated class, the class field lists the class name.
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The order of the fields in field_spec is significant. For the
sort suboption, the first field given is the primary sort
key. For the col s and col s2 suboptions, the fields are
printed in the order requested. Reverse the order of
sorting on a data-field by placing a minus (-) before the
data-field name within the field_spec for the sort
suboption. The default value for sort is ap_id. The default
values for col s and col s2 depend on whether the - v
option is given. Without it, col s is
ap_id:r_state:o_state:conditionandcols2is
not set; with -v, col s is
ap_id:r_state:o_state:condition:infoand

col s2 isstatus_tine:type: busy: physi d.

The default value for del i mis a single space. The value
of del i mcan be a string of arbitrary length. The delimiter
cannot include a comma (,) character; see

get subopt (3C). These listing options can be used to
create parsable output.

Specifies the time interval, in seconds, between retries.
This option cannot be used alone and must be specified
with the - r retry_count option. The default value is zero,
meaning the that DR request is retried immediately.

Performs a test of one or more attachment points. The test
function is used to reevaluate the condition of the
attachment point.

The results of the test are used to update the condition of
the specified occupant to ok if no faults are found,
failingif recoverable faults are found, or f ai | ed if any
unrecoverable faults are found.

If a test is interrupted, the attachment point condition can
be restored to its previous value, set to unknown if no
errors were found, set to f ai | i ng if only recoverable
errors were found, or set to f ai | ed if any unrecoverable
errors were found. The attachment point should be set to
ok only upon normal completion of testing with no
errors.

Executes in verbose mode. For the -c,-t, and - x
options, displays a message giving the results of each
attempted operation. Displays detailed help information
for the - h option. Displays verbose information for each
attachment point for the -1 option.
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- X hardware_function Performs hardware-specific functions.

Lists hardware-specific private functions using r cf gadm
-h ap_id.

The following are valid for hardware_function:
= assign ap_id
Assign a board to a domain.
= unassign ap_id
Unassign a board from a domain.
= poweron ap_id
Power on a board.
= poweroff ap_id
Power off a board.

-y Automatically answers yes to all prompts. Prompts are
displayed.
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OPERANDS The following operands are supported:

ap_id Refer to attachment points by hardware-specific identifiers
(ap_ids) that are related to the type and location of the
attachment points in the system device hierarchy. An ap_id
cannot be ambiguous; it must identify a single attachment point.
Two types of ap_id specifications are supported: physical and
logical. A physical ap_id contains a fully specified path name,
while a logical ap_id contains a shorthand notation that identifies
an attachment point in a more user-friendly way.

Physical ap_ids:

/ devi ces/ pseudo/ dr @: | &4
/ devi ces/ pseudo/ dr @: | C6
/ devi ces/ pseudo/ dr @: | O14
/ devi ces/ pseudo/ dr @: SB4
/ devi ces/ pseudo/ dr @: SB6

Logical ap_ids:
|4

| C6

| 014

SB4

SB6
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ap_type An ap_type is a partial form of a logical ap_id that can be
ambiguous and not specify a particular attachment point. An
ap_type is a substring of the portion of the logical ap_id up to, but
not including, the colon (;) separator. For example, an ap_type of
pci would show all attachment points whose logical ap_ids
begin with pci . The two ap_types shown here are static and
dynamic.

Static ap_types:
HPC

CPU

MCPU

pci - pci / hp

Dynamic ap_types:
cpu
nmem

io

The privileges required for using this command depend on the desired operation.
r cf gadmecan assign or unassign boards that are not connected to a domain. To
assign or unassign a board, you must have either platform administrator privileges
or domain administrator/configurator privileges for the specified domain and the
board must be in the domain's available component list. For more information see
set uppl at f or m{(AM) and showpl at f or m(1M).

The assi gn and unassi gn operations are private, hardware-specific operations.
Assign a board using r cf gadm- x assi gn ap_id. Unassign a board using r cf gadm
- X unassi gn ap_id. The ap_ids for assi gn and unassi gn must be logical ap_ids
specifying a board, such as SBO or 102.

Domain administrator or domain configurator privileges are required for test, state
change, list or hardware-specific operations.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
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EXAMPLES EXAMPLE 1 Listing Attachment Points in the Device Tree for Domain A

The following example lists all attachment points except dynamic attachment

points.
sc0: sms-user: > rcfgadm-d a
Ap_Id Type Recept acl e Qccupant Condi tion
14 PCl connect ed configured ok
1 06 MCPU di sconnect ed unconfi gur ed unknown
1014 PCl connect ed configured ok
SB4 CPU di sconnect ed unconfi gur ed unknown
SB6 CPU connect ed configured ok
SB16 CPU connect ed configured ok

exampLE 2 Listing All Configurable Hardware Information for Domain A

The following example lists all current configurable hardware information,
including those represented by dynamic attachment points:

sc0: sms-user: > rcfgadm-d a -al

Ap_ld Type Recept acl e Qccupant Condi tion
14 PCl connect ed configured ok
104::pci O io connect ed configured ok

1 O4::pci 1l io connect ed configured ok

1 O4: :pci 2 io connect ed configured ok

| O4::pci 3 io connect ed configured ok

1 C6 MCPU di sconnected unconfigured unknown
1 014 PCl connect ed configured ok
1014: : pci O io connect ed configured ok
1014: : pci 1 io connect ed configured ok
1014: : pci 2 io connect ed configured ok

1 014: : pci 3 io connect ed configured ok

SB4 CPU di sconnected unconfi gured unknown
SB6 CPU connect ed configured ok

SB6: : cpu0 cpu connect ed configured ok

SB6: : cpul cpu connect ed configured ok

SB6: : cpu2 cpu connect ed configured ok

SB6: : cpu3 cpu connect ed configured ok

SB6: : menory nmenory connect ed configured ok

SB16 CPU connect ed configured ok
SB16: : cpu0 cpu connect ed configured ok
SB16: : cpul cpu connect ed configured ok
SB16: : cpu2 cpu connect ed configured ok
SB16: : cpu3 cpu connect ed configured ok
SB16: : menory nenory connect ed configured ok

main A
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The following example lists all attachment points at location SB6 and of type cpu.
The argument to the - s option is quoted to protect it from the shell.

sc0:sms-user: > rcfgadm-d a -s match=partial, sel ect="type(cpu)" -
| a SB6

Ap_ld Type Recept acl e Qccupant Condi ti on
SB6: : cpu0 cpu connect ed configured ok
SB6: : cpul cpu connect ed configured ok
SB6: : cpu2 cpu connect ed configured ok
SB6: : cpu3 cpu connect ed configured ok

EXAMPLE 4 Listing Current Configurable Hardware Information in Verbose Mode for
Domain A

The following example lists current configurable hardware information in verbose
mode:

scO:sms-user: > rcfgadm-d a -v -1 SB16

Ap_ld Recept acl e Qccupant Condi ti on I nformati on

SB16 connect ed configured ok power ed- on, assi gned
When Type Busy Phys_ld

Mar 6 13:30 CPU n / devi ces/ pseudo/ dr @: SB16

EXAMPLE 5  Using the Force Option on Domain A
The following example configures an occupant in the failing state to the system
using the force option:

scO: sms-user: > rcfgadm-d a -f -c configure SB6

ExAMPLE 6 Unconfiguring an Occupant From the System on Domain A

The following example unconfigures an occupant from the system:

scO: sms-user: > rcfgadm-d a -c¢ unconfigure | OL4

EXAMPLE 7 Configuring an Occupant at an Attachment Point

The following example configures an occupant:

scO: sms-user: > rcfgadm-d a -c configure SB6

EXAMPLE 8 Using the -o parsable option:
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ENVIRONMENT
VARIABLES

EXIT STATUS

The following example displays system board and 10 assembly information as a set
of “name=value” pairs:

sc0: sms-user: > rcfgadm-d G -s col s=ap_id:type -0 parsable

Ap_ld Type

1 0 unknown
1 6 HPCI
1011 HPCI
SBO CPU
SB11 CPU

EXAMPLE 9  Disconnecting But Not Powering Off SBO:

The following example displays domain G giving up ownership of the board.

sc0: sms-user: > rcfgadm -d G -c di sconnect -0 unassign, nopower of f
SBO

See environ(5) for descriptions of the following environment variables that affect
the execution of command_nane: LC_TI ME,LC- MESSAGES, TZ.

LC_MESSAGES Determines how r cf gadmdisplays column headings and error
messages. Listing output data is not affected by the setting of this
variable.

LC TI ME Determines how r cf gadmdisplays human-readable status
changed time (status_time).

TZ Specifies the time zone used when converting the status changed
time. This applies to both the human-readable (status_time) and
parsable (status_time_p) formats.

The following exit values are returned:

Successful completion.
No acknowledge.

Not supported.
Operation not supported.
Invalid privileges.

Busy.

System busy.

Data error.

o N o o A W N BB O

Library error.
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No library.

Insufficient condition.

Invalid.

Error.

A PID does not exist.

Invalid attribute.

Invalid board ID type.

Invalid permissions.

Assigned to another domain.
Unable to get permissions.
Unable to get domain board info.
Unable to get active board list.
Unable to get assigned board list.
Get blacklist failed.

Solaris not running.

Invalid privileges.

Unable to get domain permissions.
Unable to get platform permissions.
Failed to get domain blacklist.
Failed to get platform blacklist.
DR command syntax error.

DR operation failed.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability

SUNWSMSop

addtag( 1M , cfgadm_sbd( 1M , setupplatform( 1M , showplatform( 1M

Diagnostic messages appear on the standard error output. Other than options and
usage errors, the following are diagnostic messages produced by this utility:
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r cf gadm Configuration administration not supported on ap_id
r cf gadm No library found for ap_id

r cf gadm ap_id is ambiguous

r cf gadm Operation: Insufficient privileges

r cf gadm Attachment point is busy, try again

r cf gadm No attachment points with specified attributes found
r cf gadm System is busy, try again

r cf gadm Operation: Operation requires a service interruption
r cf gadm Operation: Data error: error_text

r cf gadm Operation: Hardware specific failure: error_text

r cf gadm Attachment point not found

r cf gadm Configuration operation succeeded

r cf gadm Configuration operation canceled

r cf gadm Configuration operation invalid

r cf gadm Configuration operation not supported

r cf gadm Library error

r cf gadm Insufficient condition

r cf gadm SCDR/DCA door failure

r cf gadm DCA/DCS communication error

r cf gadm DCA internal failure

rcf gadm PCD event failure

r cf gadm Callback function failure

r cf gadm SCDR library internal error

r cf gadm Board is already assigned to another domain

r cf gadm Unable to get acti ve or assi gned domain info

r cf gadm Unable to get privileges

r cf gadm DRCMD library invalid parameter

See confi g_adm n(3CFGADM) for additional details regarding error messages.
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS
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reset - send reset to all CPU ports of a specified domain

reset - d domain_indicator [, domain_indicator]...
[-d domain_indicator [, domain_indicator]...]... [-q] [-y |- n] [- x]

reset - h

r eset (LM) enables you to reset one or more domains in one of two ways: reset the
hardware to a clean state or send an externally initiated reset (XIR) signal. The
default is to reset the hardware to a clean state. You receive an error if the virtual
keyswitch is in the secur e position. By default, r eset gives an optional
confirmation prompt. Refer to Chapter 6, “Domain Control,” in the System
Management Services (SMS) 1.4 Administrator Guide for more information.

The following options are supported:

- d domain_indicator

Specifies the domain using one of the following:

domain_id —ID for a domain. Valid domain_ids are A-R and
are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Note — Multiple domain_indicators must be separated by a
comma.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

Quiet. Suppresses all messages to st dout including
prompts.

When used alone - q defaults to the - n option for all
prompts.

When used with either the -y or the - n option, - q
suppresses all user prompts and automatically answers
with either 'y' or 'n' based on the option chosen.

Send an XIR signal to the processors in the specified
domain.

Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

EXIT STATUS

ATTRIBUTES

SEE ALSO

You must have domain administrator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1  Resetting Domain C

sc0: sms-user: > reset -d C Do you want to send RESET to domain C? [y|n]: Yy
RESET to port SB4/PO initiated. RESET to port SB4/Pl initiated.
RESET initiated to all ports for domain: C

ExXaMPLE 2 XIR Reset of Domain C

sc0: sms-user: > reset -d C -X

Do you want to send XIR to domain C? [y|n]:Yy
XIR to processor SB3/PO initiated

XIR to processor SB3/P1 initiated

XIR to processor SB3/P2 initiated

XIR to processor SB3/P3 initiated
XIRinitiated to all processors for domain: C

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M
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NAME resetsc - reset the other system controller (SC)

SYNOPSIS resetsc [-q] [-y |- n]

resetsc - h

DESCRIPTION r eset sc(1M) resets the other SC. This might typically be done after failover. This

command either runs from the main SC and resets the spare or runs from the spare
and resets the main. An SC cannot reset itself. If the SC chosen is not powered on,
r eset sc prompts the user to power it on. If the chosen SC does not power on,

r eset sc terminates and returns an error.

OPTIONS The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-n Automatically answers no to all prompts. Prompts are displayed

unless used with the - q option.

-q Quiet. Suppresses all messages to st dout including prompts.
When used alone - q defaults to the - n option for all prompts.

When used with either the -y or the - n option, - q suppresses all
user prompts and automatically answers with either 'y' or 'n'
based on the option chosen.

-y Automatically answers yes to all prompts. Prompts are displayed
unless used with the - q option.

EXTENDED
DESCRIPTION

Group Privileges You must have platform administrator privileges to run this command.

Required ) ) o ) o )
Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the

System Management Services (SMS) 1.4 Administrator Guide for more information.
EXAMPLES EXAMPLE 1  Resetting the Other SC Using Prompts
sc0: sms-user: > reset sc

About to reset other SC
Are you sure you want to continue? (y or [n])
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EXAMPLE 2 Resetting the Other SC When the Other SC Is Powered Off
sc0: sms-user: > r eset sc

The other SCis not powered on.
Do you want to try to power it on? (y or [n])

EXAMPLE 3  Resetting the Other SC Answering Yes to All Prompts
sc0: sms-user: > resetsc -y

About to reset other SC
Are you sure you want to continue? [y]

EXAMPLE 4 Resetting the Other SC Suppressing All Prompts

sc0: sms-user: > resetsc -q

EXIT STATUS The following exit values are returned:

Successful completion.

The user has invalid permission.

Memory allocation failed.

Cannot determine other SC's presence.
Other SC is not present.

Cannot determine power state of other SC.
Unable to power on other SC.

Unable to reset other SC.

Flag registration failed.

© 00 N o o~ W N BB O

Invalid command-line argument.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXIT STATUS
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runcmdsync - prepare a specified script for recovery after a failover

runcmdsync script_name [ parameters]

runcmdsync - h

The runcmdsync(1M) command prepares the specified script for automatic
synchronization (recovery) after a failover. runcndsync creates a command
synchronization descriptor that identifies the script to be recovered. This descriptor
is added to the command synchronization list that determines the scripts to be
restarted after a failover. The runcnmdsync command also removes this descriptor
from the command synchronization list when the script terminates.

To specify restart points in a script, see i ni t cmdsync(1M) and the family of
synchronization commands.

The following options are supported:

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Identifies the script to be prepared for command synchronization.
script_name must be the absolute path name of an executable
command. The command must exist in the same location on both
SCs.

script_name

parameters Specifies the options or parameters associated with the specified
script. These parameters are stored on the spare system controller
(SC) and are used to restart the specified command or script after

an automatic failover.

You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

The following exit values are returned:

0 Successful completion.
>0 An error occurred.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO cancelcmdsync( 1M , initctmdsync( 1M , savecmdsync( 1M , showcmdsync( 1M
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NAME

SYNOPSIS

DESCRIPTION

125

OPTIONS
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savecmdsync - command synchronization command

cancelcmdsync cmdsync_descriptor
initcmdsync script_name [ parameters]
savecmdsync - M identifier cmdsync_descriptor

[cancel Jinit]save]lcmdsync - h

The command synchronization commands work together to control the recovery of
user-defined scripts interrupted by a system controller (SC) failover. Insert the
following commands in user-defined scripts to enable command synchronization:

i ni tcndsync Creates a command synchronization descriptor that identifies
the script to be recovered.

This descriptor is placed on a command synchronization list
that identifies the scripts and commands to be restarted on
the new main SC after a failover.

savecndsync Adds a marker that identifies a location in the script from
which processing can be resumed after a failover.

cancel cmdsync  Removes a command synchronization descriptor from the
command synchronization list. This ensures that the script is
run only once and not after subsequent failovers.

Be sure that all exit paths of a script have a cancel cndsync
sequence to remove the descriptor from the command
synchronization list. If you do not remove the descriptor and
a failover occurs, the script is rerun on the new main SC.

Note — Both ani ni t cmdsync and a cancel cndsync sequence must be contained
within a script to enable command synchronization. The use of the savecndsync
command is optional, and marks only specific points in a script from which
processing can be resumed. If specific restart points are not necessary, consider
using r uncndsync(1M) instead.

The following options are supported:
cmdsync_descriptor  Specifies the command synchronization descriptor that
identifies the user-defined script. This descriptor is the

standard output value returned by the i ni t cndsync
command.
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-h

- Midentifier

parameters

script_name

savecmdsync(1M)

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Marks a location in the script from which the script can be
resumed after a failover. The identifier must be a positive
integer.

Specifies the options or parameters associated with the user-
defined script. These parameters are stored on the spare SC
and are used to restart the specified script after a failover.

Identifies the name of the user-defined script to be
synchronized. script_name must be the absolute path name of
an executable command. The command must exist in the
same location on both SCs.

EXTENDED The command synchronization commands are inserted at certain logical points
DESCRIPTION within a user-defined script.

Last Modified 19 September 2003
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For instance, a Korn shell script might be structured as follows:

# MAIN CODE STARTS HERE

# Be sure to use a cleanup procedure to handl e any

# interrupts.

# Use the cancel cndsync to renpve the script fromthe

# command synchronization list. Qtherw se, the comrand
# will get restarted on the new main SC

#

c

lean_up () {
cancel cmdsync  $desc
exit
}

# Decl are the cl ean_up function to capture systemsignal s
# and cl eanup.
trap "clean_up" INT HUP TERM QU T PWR URG
got o_| abel =1
# Process the argunments, capturing the -M marker point
# if provided
#
for arg in $*; do

case $arg in

-M)
got o_| abel =$arg; ;

esac
done
Place this script and all its parameters in the conmand
synchroni zation |ist, which indicates the commands to
be restarted after an SC fail over.

NOTE: The script must be executable by the user defined
in fond.cf and reside in the sane directory on both the
main and the spare SC

HoH R HH R
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savecmdsync(1M)

# |If the command is not part of the defined PATH for

# the user, the absolute filenanme nust be passed with the
# initcndsync conmand

#

i ni tcndsync script_name parameters

# The marker point is stored in the goto_Il abel variable.
# Keep executing this script until all cases have been

# processed or an error is detected

#
while (( $goto_label '= 0)) ; do
#

# Each case shoul d represent a synchronizati on point
# in the script.

#

case $goto_| abel in

#

# Step 1: Do sonething
#

1) do_sonet hi ng

# Execute the savecrmdsync command with the script's
# descriptor and a unique marker to save the position.
# |If a failover occurs here, the commands represented in
# the next goto_label (2) will be resuned
#
savecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))

1

#
# Step 2: Do nore things
#
2) do_nore_t hi ngs
éavecndsync -M $(( $goto_label + 1)) $desc
goto_| abel =$(( $goto_l abel + 1))
) i

# Step 3: Finish the last step and set the goto_label to O
# so that the script ends.

3)
finish_last_step
got o_| abel =0
esac
done

# END OF MAIN CODE

# Remenber to execute cancel cnmdsync to renove the script fromthe

# command synchroni zation list. OGtherwi se, the command will be restarted
# after the failover.

#

cancel cndsync $desc
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Group Privileges
Required

EXIT STATUS

ATTRIBUTES

SEE ALSO
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You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

Note — The standard output for i ni t cndsync contains the command
synchronization descriptor. Also, when failover is disabled (after a failover or in a
single SC environment), scripts that contain synchronization commands generate
error messages to the platform log file and return nonzero exit codes. These
messages can be ignored.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

runcmdsync( 1M , showcmdsync( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

setbus - perform dynamic bus reconfiguration on active expanders in a domain

setbus [-q] [-y|-n]-c csb [-b buses] [ location]...

setbus - h

set bus(1M) dynamically reconfigures bus traffic on active expanders in a domain
to use either one centerplane support board (CSB) or both. Using both CSBs is
considered nor mal mode. Using one CSB is considered degr aded mode.

This feature enables you to swap out a CSB without having to power off the system.

The -y and - n are optional arguments that take effect only if the set bus command
displays a confirmation message such as the one shown below. The -y argument
supplies an automatic affirmative response to the confirmation message. The - n
argument supplies an automatic negative response.

If changing the configuration on the chosen expander requires changing the
configuration on additional expanders, set bus displays the following prompt:

The expander board i n position location conmruni cat es wi t h expanders

not already listed, and will be added to the |ist of boards to

reconfigure.

Are you sure you want to continue the reconfiguration? (yes/no)?

Additionally, set bus resets any boards that are powered on but not active. Any
attach-ready state is lost. To bring the boards back to an attach-ready state refer to
the System Management Services (SMS) 1.4 Dynamic Reconfiguration User Guide.

Note — If you have degraded all expanders to one CSB you cannot un-degrade a
single expander; you must set them all at the same time, otherwise set bus fails.

The following options are supported

-b buses Specifies which buses to configure. There are three buses to
configure. Valid buses are:

a Configures the address bus.
d Configures the data bus.
r Configures the response bus.

The default is to configure all three buses.
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OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required
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-c csh
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Specifies which CSB(s) to use.

Cs0 Configures the hardware to use CSO
(degr aded mode).

Cs1 Configures the hardware to use CS1
(degr aded mode).

CS0, Cs1 Configures the hardware to use both
CSBs (nor mal mode).

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Automatically answers no to any prompt displayed by the
set bus command.

Quiet. Suppresses all messages to st dout including prompts.
When used alone - g defaults to the - n option for all prompts.

When used with either the - y or the - n option, - q suppresses
all user prompts and automatically answers with either 'y' or
'n' based on the option chosen.

Automatically answers yes to any prompt displayed by the
set bus command.

The following operands are supported:

location

Specifies which expander slots to configure. The default is to
configure all. Multiple locations are separated by spaces.

Valid locations are:
Sun Fire 15K, Sun Fire 12K

EX(0...17), EX(O...8)

You must have platform administrator privileges to reconfigure any set of
communicating expanders (SOCX) in the system.

Domain administrators or configurators can reconfigure only the SOCX assigned to
the domain(s) in which they have privileges.
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EXAMPLES

EXIT STATUS

ATTRIBUTES

SEE ALSO

setbus(1M)

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Setting All Buses on All Active Domains to Use CSO

This example displays set bus output when there are inactive boards powered on

in one or more of the domains.

sc0: sms-user: > set bus -c¢ CSO

The foll owi ng boards are powered on but are not active in a donain:

SB13

139 assigned to donmain J

1 016 assigned to donain Q
SB17

These boards will be reset, and any attach-ready state will be |ost.

EXAMPLE 2  Setting All Buses on All Active Domains to Use Both CSBs

sc0: sms-user: > set bus -c¢ CS0, CS1

EXAMPLE 3  Setting Address Bus on All Domains to Use CSO

scO: sms-user: > setbus -¢c CSO -b a

EXAMPLE 4 Setting Address and Data Buses on Active EX1 to Use CS1
scO: sms-user: > setbus -c¢ CS1 -b ad EX1

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

showbus( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES
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setcsn - set the chassis serial number for a Sun Fire high-end system

setcsn -¢  chassis_serial_number

setcsn - h

set csn(1M) enables you to record the chassis serial number that identifies a Sun
Fire high-end system. The chassis serial number is printed on a label located on the
front of the system chassis, near the bottom center.

If you are upgrading to SMS 1.4 from an earlier SMS version, you must run the
set csn command to record the chassis serial number. The chassis serial number
can be recorded only once. This command verifies the specified serial number, and
if the number was previously recorded, this command will not allow you to set a
different serial number.

Run this command on the main system controller. The chassis serial number is
maintained as part of the platform configuration information.

Note — Sun manufacturing records the chassis serial number of Sun Fire high-end
systems that ship with SMS 1.4 installed. Run the showpl at f or n{1M) command to
determine whether a chassis serial number was previously assigned to your system.

The following options are supported:

-C Specifies the chassis serial number for a Sun Fire high-end system.
chassis_serial_  You obtain this number from a label on the front of the system

number chassis, near the bottom center. The serial number can be a
maximum of 20 alphanumeric characters.
-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

You must have platform administrator or platform service privileges to run this
command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Setting the Chassis Serial Number

sc0: sms-user: > setcsn -¢ 352A00008
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EXIT STATUS The following exit values are returned:
0 Successful completion.
2 Usage error.
4 Permission error.
ATTRIBUTES See attributes(5) for descriptions of the following attributes:
Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO pcd( 1M, showplatform( 1M
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NAME setdatasync - modify the data propagation list used in data synchronization

SYNOPSIS setdatasync [-i i nterval] schedul e filename
setdatasync cancel filename

setdatasync push filename

setdatasync backup

setdatasync - h

DESCRIPTION set dat async enables you to specify a user-created file to be added to or removed
from the data propagation list. This list identifies the files to be copied from the
main to the spare system controller (SC) as part of data synchronization for
automatic failover. The specified user file and the directory in which it resides must
have read and write permissions for the user on both SCs.

The data synchronization process checks the user-created files on the main SC for
any changes. If the user-created files on the main SC have changed since the last
propagation, they are repropagated to the spare SC. By default, the data
synchronization process checks a specified file every 60 minutes; however, you can
use set dat async to indicate how often a user file should be checked for
modifications.

Note — After a file is propagated from the main SC to the spare, the file is
repropagated to the spare only when the file on the main SC is updated. If you
remove a propagated file from the spare SC, that file is not automatically
repropagated until the corresponding file on the main SC has been changed.

You can also use set dat async to do the following:

= Propagate a specified file to the spare SC without adding the file to the data
propagation list.

» Resynchronize the SC configuration files on the main and spare SCs.
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setdatasync(1M)

OPTIONS The following options are supported:

backup

cancel filename

-1 interval

Last Modified 19 September 2003

Forces re-synchronization after something other than SMS
creates undesired changes to SMS files on the spare SC.

set dat async backup re-propagates every SMS
configuration, data and log file. f ond does this
automatically. Using set dat async backup can slow
down automatic f ond file propagation.

The time required to execute set dat async backup is
approximately proportional to the number of files being
transferred. Other factors that can affect the speed of file
transfer include: the average size of files being transferred,
the amount of memory available on the SCs, the load (CPU
cycles and disk traffic) on the SCs, and whether the 12
network is functioning. For more information refer to
Chapter 9, “SC Failover,” of the System Management Services
(SMS) 1.4 Administrator Guide.

Use set dat async backup only in the following
situations.

= SMS was re-installed on the spare SC while SMS was
running on the main SC.

Note — SMS users groups must be setup correctly on the
spare before running set dat async backup

= SMS files were deleted from the spare SC while SMS was
running on the main SC.

= SMS files were overwritten or corrupted on the spare SC
(regardless of whether SMS was running or not).

Removes (cancels) the specified file from the data
propagation list, which means the specified file will no
longer be propagated to the spare SC. This option does not
actually remove the specified file from the spare SC. The
file name must contain the absolute path and cannot be a
symbolic link to another file.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

Indicates how often the specified file should be checked for
modifications. The default interval is 60 minutes. The
interval can range from 1 to 1440 minutes (24 hours).
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

EXIT STATUS

ATTRIBUTES
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push filename Propagates (pushes) the specified file to the spare SC
without adding it to the data propagation list. The file
name must contain the absolute path and cannot be a
symbolic link to another file.

schedul e filename  Adds the specified file to the data propagation list. The file
name must contain the absolute path and cannot be a
symbolic link to another file. During data synchronization,
the file is propagated to the same absolute path on the
spare SC.

You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1  Propagating a User File From Main to Spare Every 30 Minutes

The path to the user-specified file must be an absolute path and cannot contain a
symbolic link.

sc0: sms-user: > setdatasync -i 30 schedul e / path/ filename

EXAMPLE 2 Removing File Name From Data Propagation List

The path to the user-specified file must be an absolute path and cannot contain a
symbolic link.

scO0: sms-user: > set dat async cancel / path/ filename

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop
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SEE ALSO showdatasync( 1M , smsbackup( 1M

Last Modified 19 September 2003 SMS 1.4 138



setdate(1M)

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS
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setdate - set the date and time for the system controller (SC) or a domain

setdate [-d domain_indicator ] [- u] [- q] [mmdd]HHMM |mmddHHMM[cc]yy[.SS]

setdate - h

set dat e(1M) enables the SC platform administrator to set the SC or optionally set
a domain date and time values. Enables domain administrators to set the date and
time values for their domains. After the date and time are set set dat e(1M)
displays the current date and time.

The following options are supported:

- d domain_indicator

Specifies the domain using one of the following:

domain_id —ID for a domain. Valid domain_ids are A-R and
are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Sets the domain time of day (TOD) when the domain
keyswitch is in the OFF or STANDBY position. This
option is not the primary use of set dat e. Normally,
set dat e is used without this option to set the SC TOD.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

Does not display current date and time after you set the
new value.

Interprets and displays the time using Greenwich Mean
Time (GMT). The default is the local time zone.

The following operands are supported:

[mmdd]HHMMI.SS]

mmddHHMM[cc]yy[.SS]

Date and time format. mmis the month (1-12), dd
is the day of the month (1-31), HH is the hour (0—
23), MMis the minute (0-59), and SS is the second
(0-59).

Date and time format. mmis the month (1-12), dd
is the day of the month (1-31), HH is the hour (0—
23), Mis the minute (0-59), cc is century minus
one, yy is the two-digit year, and SS is the
second (0-59).
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

EXIT STATUS

ATTRIBUTES

SEE ALSO

setdate(1M)

You must have platform or domain administrator privileges to run this command.
If you have domain administrator privileges you can run this command only for

your domain.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Setting the Local Date in Pacific Standard Time

sc0: sms-user: > set dat e 020210302002. 00
System Control ler: Sat Feb 2 10:30: 00 PST 2002

EXAMPLE 2  Setting the Date Using GMT

sc0: sms-user: > setdate -u 020218302002. 00
System Controller: Sat Feb 2 18:30:00 GMI 2002

EXAMPLE 3  Setting the Local Time in Pacific Standard Time for Domain A

sc0: sms-user: > setdate -d a 020210302002. 00
Domain a: Sat Feb 2 10:30:00 PST 2002

EXAMPLE 4 Setting the Date for Domain A Using GMT

sc0: sms-user: > setdate -d a -u 020218302002. 00
Domain a: Sat Feb 2 18:30:00 GVII 2002

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M , setkeyswitch( 1M , showdate( 1M
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SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION
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setdefaults - remove all instances of a previously active domain and reset Capacity
on Demand (COD) information

setdefaults [ - d domain_indicator [-p]] [-y |- n]

setdefaults - h

set def aul t s(1M) removes all SMS instances of a previously active domain and
Capacity on Demand (COD) information. A domain instance includes all pcd
entries except network information; all message, console, and syslog log files; and,
optionally, all NVRAM and boot parameters. pcd entries and NVRAM and boot
parameters are returned to system default settings. | DPROMdata is not affected.

The COD information that is removed includes instant access CPUs (headroom)
and reserved domain COD right-to-use (RTU) licenses. Only the platform
administrator can reset the headroom value. The platform or domain administrator
can reset reserved domain COD RTU licenses.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id —ID for a domain. Valid domain_ids are A-R and
are not case sensitive.

domain_tag — Name assigned to a domain using

addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-n Automatically answers no to all prompts.

-p Preserves NVRAM and boot parameter data. By default,

you are asked whether or not you want to remove the
NVRAM and boot parameter data. If the - p option is
used, you are not prompted and the data is preserved.

-y Automatically answers yes to all prompts.

If the - d domain_indicator is specified, the set def aul t s command resets domain
information. The domain cannot be active, and the virtual keyswitch must be set to
off. Otherwise, the set def aul t s command exits with an error. Platform
administrators can reset the access control list (ACL) and the domain COD RTU
licenses, but the domain administrator cannot.
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Group Privileges
Required

EXAMPLES

EXIT STATUS

If you have platform administrator privileges and you do not specify the - d
domain_indicator, the set def aul t s command resets the COD headroom, provided
that the reset does not cause any COD RTU license violations.

You must have platform administrator or domain administrator privileges for the
specified domain to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Setting Defaults on Domain A With Domain, NVRAM, and Boot Parameter
Prompts
sc0: sms-user: > setdefaults -d a

Are you sure you want to renove domain info? y
Do you want to renpve NVRAM and boot paraneter data? y

EXAMPLE 2  Setting Defaults on Domain A Without Prompts, Saving NVRAM and Boot
Parameter Data

sc0: sms-user: > setdefaults -d a -p -y

EXAMPLE 3 Setting Defaults on Domain A Without Prompts and Without Saving
NVRAM and Boot Parameter Data

scO0: sms-user: > setdefaults -d a -y

The following exit values are returned:

Successful completion.

An invalid domain was specified.

An invalid option was entered.

No domain, or more than one domain, was specified.
The user has invalid permission.

The keyswitch is in an invalid position.

The domain is currently active.

An error occurred talking to the pcd.

An error occurred talking to the ni d.

© 00 N o 0o b~ w N B O

An error occurred talking to the osd.

[EY
o

An internal error occurred.

[EEN
=

The user canceled the operation.
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FILES

ATTRIBUTES

SEE ALSO

12 An error occurred talking to the codd.

The following files are affected by this command:

/var/ opt/ SUNWBMS/ . pcd/ domai n_i nfo

/var/ opt/ SUNWBMS/ . pcd/ sysboard_i nfo

/ var/ opt / SUNWBMS/ adni domain_id/ consol e

/ var/ opt / SUNWBMS/ adni domain_id/ messages

/ var/ opt / SUNWBMS/ adni domain_id/ sysl og

/ var/ opt / SUNWBMS/ dat a/ domain_id/ boot par andat a

/ var/ opt / SUNWBMS/ dat a/ domain_id/ nvr andat a

See attributes(5) for descriptions of the following attributes:

System Administration

Domain pcd
information file.

Platform pcd
information file.

Domain console log
file. Up to ten
message files are
stored on the system
at any one time—
consol e. 0 through
consol e. 9.

Domain log file. Up
to ten message files
are stored on the
system at any one
time— nessage. 0
through message. 9.

Domain syslog file.
Up to ten message
files are stored on
the system at any
one time—

sysl og. 0 through
sysl og. 9.

Domain boot
parameter
information file.

Domain nvram
information file.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M, mld( 1M, osd( 1M, pcd( 1M, setobpparams( 1M,

showobpparams( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

setfailover - modify the state of the system controller (SC) failover mechanism

setfailover action

setfailover - h

set fai |l over (1M) provides the ability to modify the state of failover for the SC
failover mechanisms.

The following options are supported:

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

The following operands are supported:

action The following are valid actions:
force Forces a failover to the spare SC. The spare
SC must be available.
of f Disables the failover mechanism. This
prevents a failover until the mechanism is
reenabled.
on Enables failover for systems that previously

had failover disabled due to a failover or an
operator request. on instructs the command
to attempt to reenable failover only. If
failover cannot be reenabled, subsequent use
of the showf ai | over command indicates
the current failure that prevented the enable.

You must have platform administrator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

These commands produce no output when successful. An error message appears if
the action can not be performed.
EXAMPLE 1  Turning Failover On

scO: sms-user: > setfail over on
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EXIT STATUS

ATTRIBUTES

SEE ALSO

EXAMPLE 2 Turning Failover Off

sc0: sms-user: > setfail over off

EXAMPLE 3 Forcing a Failover

sc0: sms-user: > setfailover force

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

System Administration

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

showfailover( 1M

SMS 1.4
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NAME setkeyswitch - change the position of the virtual keyswitch

SYNOPSIS setkeyswitch - d domain_indicator [- q] [-y |- n] position

setkeyswitch - h

DESCRIPTION set keyswi t ch(1M) changes the position of the virtual keyswitch to the specified
value. set keyswi t ch is responsible for powering on or powering off boards and
bringing up a domain. See the OPERANDS section for more information.

If the domain specified contains a board in the automatic system recovery (ASR)
blacklist file, an error message is displayed, set keyswi t ch skips power on of that
board and set keyswi t ch continues.

The state of each virtual keyswitch is maintained between power cycles of the
system controller (SC) or physical power cycling of the power supplies by the
pcd(1M). Use showkeyswi t ch to display the current position of a virtual
keyswitch.

OPTIONS The following options are supported.

Note — The -y and - n are optional arguments to the set keyswi t ch(1M)
command. If one of these optional arguments is not provided, set keyswi t ch
prompts you for confirmation when changing from the on, di ag, or secure
position to the of f or st andby position.

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag -— Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-n Automatically answers no to all prompts. Prompts are
displayed unless used with the - g option.

-q Quiet. Suppresses all messages to st dout including
prompts.

When used alone - q defaults to the - n option for all
prompts.

When used with either the -y or the - n option, - g
suppresses all user prompts and automatically answers
with either 'y' or 'n' based on the option chosen.
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-y Automatically answers yes to all prompts. Prompts are
displayed unless used with the - g option.

OPERANDS The following operands are supported:

position Valid position operands are:

on From the of f or st andby position, on
powers on all boards assigned to the domain
(if not already powered on). Then the
domain is brought up. From the di ag
position, on is nothing more than a position
change and does not affect a running
domain. From the secur e position, on
restores write permission to the domain.

st andby From the on, di ag, or secur e position,
st andby optionally displays a confirmation
prompt. If you answer ‘yes’ then it
determines if the domain is in a suitable
state to be reset and deconfigured (for
example, the OS is not running). If the
domain is in a suitable state to be reset and
deconfigured, then set keyswi t ch resets
and deconfigures all boards assigned to the
domain. If not, then prior to the reset and
deconfiguration, set keyswi t ch gracefully
shuts down the domain. From the of f
position, st andby powers on all boards
assigned to the domain (if not already
powered on).

of f From the on, di ag, or secur e position, of f
optionally displays a confirmation prompt.
If you answer ‘yes’ then it determines if the
domain is in a suitable state to be powered
off (for example, the OS is not running). If
the domain is in a suitable state to be
powered off, then set keyswi t ch powers
off all boards assigned to the domain. If not,
then set keyswi t ch aborts and logs a
message to the domain log. From the
st andby position, of f powers off all the
boards in the domain.
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

di ag From the of f or st andby position, di ag
powers on all boards assigned to the domain
(if not already powered on). Then the
domain is brought up just as in the on
position, except that POST is invoked with
verbosity and diagnostic levels set to, at
least, their defaults. From the on position,
di ag results in nothing more than a position
change, but upon automatic system recovery
(ASR) of the domain, POST is invoked with
verbosity and diagnostic levels set to, at
least, their defaults. From the secure
position, di ag restores write permission to
the domain and upon ASR, post is invoked
with verbosity and diagnostic levels set to,
at least, their defaults. For more information
on ASR, refer to Chapter 6, “Domain
Control,” in the System Management Services
(SMS) 1.4 Administrator Guide.

secure From the of f or st andby position, secur e
powers on all boards assigned to the domain
(if not already powered on). Then the
domain is brought up just as in the on
position, except that the secur e position
removes write permission to the domain; for
example, f | ashupdat es and r eset s will
not work. From the on position, secur e
removes write permission to the domain (as
previously described). From the di ag
position, secur e removes write permission
to the domain (as previously described).

You must have domain administrator privileges for the specified domain to run this
command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1  Setting Keyswitch on Domain A On

sc0: sms-user: > set keyswitch -d A on
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO
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ExaMPLE 2 Using Keyswitch on a Domain Containing a Board in the ASR Blacklist File

sc0: sms-user: > setkeyswitch -d A on
SBO is in the ASR Bl acklist.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st List of components
excluded by esnd.

Note — This file is created and used internally and should not be edited manually.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M, esmd( 1M , flashupdate( 1M , pcd( 1M, reset( 1M ,
showkeyswitch( 1M
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NAME setobpparams - set up OpenBoot PROM variables for a domain

SYNOPSIS setobpparams - d domain_indicator param=value...

setobpparams - h

DESCRIPTION set obppar ans(1M) enables a domain administrator to set the virtual NVRAMand
REBQOT variables passed to OpenBoot PROM by set keyswi t ch(1M). The -d
option with domain_id or a domain_tag is required. You must reboot the domain in
order for any changes to take effect.

This command is intended for error recovery and not for routine system
administration. For more information refer to Chapter 4, “SMS Configuration,” in
the System Management Services (SMS) 1.4 Administrator Guide.

OPTIONS The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.
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OPERANDS The following operands are supported:

param=value NVRAMand REBOOT variable values for OpenBoot PROM. Valid
variables are:

= diag-switch?
Default value= false

When set to false, the default boot device is specified by
boot - devi ce and the default boot file by boot -fi | e.

When set to true, OpenBoot PROM runs in diagnostic mode
and you need to set either di ag- devi ce or di ag-fil e to

specify the correct default boot device or file. These default

boot device and file settings cannot be set using

set obppar ans. Use set env(1) in OpenBoot PROM.

= aut o- boot ?
Default value= false

When set to true, the domain boots automatically after power-
on or reset-all. The boot device and boot file used are based
on the settings for di ag- swi t ch (see above). Neither boot -
devi ce norboot-fil e can be set using set obppar ans. In
the event the OK prompt is unavailable, such as a repeated
panic, use set obppar ans to set aut o- boot ? to f al se.

When the aut o- boot ? variable is set to false using

set obppar ans, the reboot variables are invalidated, the
system will not boot automatically and will stop in OpenBoot
PROM where new NVRAM variables can be set.

= fcode-debug?
Default value= false

When set to true, this variable includes name fields for plug-
in device FCodes.

= uUse-nvranrc?
Default value= false

When set to true, this variable executes commands in
NVRAMRC during system start-up.

= Security-node
Default value= none
Firmware security level.
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Valid variable values for all but security mode are:
« true

=« fal se

Valid variable values for security mode are:

= none
= conmand
« full

where:
none - Means that no password is required (default)

command - Means that all commands except boot (1M) and go
require the password.

full - Means that all commands except for go require the
password.

Note — It is important to remember your security password and
to set the security password before setting the security mode. If
you forget this password, you cannot use your system; you must
call your vendor's customer support service to make your
system bootable again. For more information on security-
node and other OpenBoot PROM variables, see the OpenBoot 4.x
Command Reference Manual.

Note — Most, but not all, shells require single quotes around the variable values to
prevent the question mark from being treated as a special character. See Example 1.

EXTENDED
DESCRIPTION

Group Privileges Domain administrator or configurator privileges for the specified domain are
Required required.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES EXAMPLE 1  Setting OpenBoot PROM Variable di ag- swi t ch to On for Domain A

sc0: sms-user: > set obpparams -d a 'diag-switch?=true’

EXAMPLE 2  Setting OpenBoot PROM Variable securi t y- node to Full for Domain A

sc0: sms-user: > set obpparans -d a security-node=full
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EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addtag( 1M, setkeyswitch( 1M , showobpparams( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

setupplatform - set up the available component list and Capacity on Demand
(COD) resources used for domains

setupplatform- p avai | abl e [-d domain_indicator [-a]-r] location...]
setupplatform - p cod [ headroom]-d domain_indicator domainRTU]
setupplatform [-d domain_indicator - ]

setupplatform - h

set uppl at f or m(1M) sets up the available component list and COD resources to be
used for domains. If a domain_id or domain_tag is specified, a list of boards must be
specified. An empty board list can be specified as a dash( - ). When no domain_id or
domain_tag is specified, current values are displayed in the square brackets ([]) at
the command prompt. If no value is specified for a parameter, it retains its current
value.

The following options are supported:

-a Adds the slot(s) to the available component list for the
domain.
- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to
- h is ignored.

-p avail able Modifies the domain available component list.

-p cod Assigns COD resources.

-r Removes the slots from the available component list for
the domain.

- Clears the entire available component list.

The following operands are supported:

domainRTU Number of COD right-to-use (RTU) licenses to be reserved for a
domain.
headroom Amount of headroom (processors) to be enabled.
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Required

EXAMPLES
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location Board location separated by a space.
The following location forms are accepted:
Sun Fire 15K, Sun Fire 12K
SB(0...17), SB(0...8)

1Q(0...17), 1Q(0...8)

If you run the set uppl at f or mcommand without specifying any options, the
command prompts you for platform and COD information. You are asked to
specify the available component list for all 18 domains, the amount of COD
headroom to be used, and the number of COD RTU licenses to be reserved for your
domains. When you are prompted for COD information, the maximum values
allowed are displayed within parentheses () and default values are displayed
within brackets [].

Use the - p cod option with the set uppl at f or mcommand to enable COD
headroom (processors to be used on demand). Use the - d domain_indicator with the
-p cod option to specify the number of domain COD RTU licenses to be reserved.

You can reset the domain available component list and COD RTU reservation
values by running the set uppl at f or mcommand with a domain indicator and the
-' option.

You must have platform administrator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

Use showpl at f or m(1M) to display the available component list once you have run
setuppl atform
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EXAMPLE 1 Setting Up Available Component List for All Domains

scO0: sms-user: > set uppl atform
Avai | abl e conmponent |ist for domain domainA [SB3 SB2 SB1L 106 |04 I 3]? -r SB1

Are you sure[no]: (yes/no)? Yy
Avail able for domain DomainB [SB6 SB4 SB1 I8 12 ]? -
Are you sure[no]: (yes/no)? Yy

Avail abl e for domain C [ SB7 SBS 108 107]? -a SB17 SBl16
Avail able for domain D [SB9 SB8 SB4 SB2 106 |1C6 101] ?
Avail able for domain E [SBO | Q0] ?

Avai |l abl e for domai

n
n
nFI[]?

Avail able for domain G[]?

Avai l able for domain H[]?

Avail able for domain | []?

Avai l able for domain J []?

Avail able for domain K []?

Avai l able for domain L []?

Avail able for domain M[]?

Avai l able for domain N []?

Avail able for domain O[]?

Avai l able for domain P []?

Avail able for domain Q[]°?

Avai l able for domain R[]?

PROC Headroom Quantiy (0 to disable, 8 MAX) [0]? 4
PROC RTUs reserved for domain A (10 MAX) [0]? 3
PROC RTUs reserved for domain B (7 MAX) [0]? O
PROC RTUs reserved for domain C (7 MAX) [0]? O
PROC RTUs reserved for domain D (7 MAX) [0]? O
PROC RTUs reserved for domain E (7 MAX) [0]? O
PROC RTUs reserved for domain F (7 MAX) [0]? O
PROC RTUs reserved for domain G (7 MAX) [0]? O
PROC RTUs reserved for domain H (7 MAX) [0]? O
PROC RTUs reserved for domain | (7 MAX) [0]? O
PROC RTUs reserved for domain J (7 MAX) [0]? O
PROC RTUs reserved for domain K (7 MAX) [0]? O
PROC RTUs reserved for domain L (7 MAX) [0]? O
PROC RTUs reserved for domain M (7 MAX) [0]? O
PROC RTUs reserved for domain N (7 MAX) [0]? O
PROC RTUs reserved for domain O (7 MAX) [0]? O
PROC RTUs reserved for domain P (7 MAX) [0]? O
PROC RTUs reserved for domain Q (7 MAX) [0]? O
PROC RTUs reserved for domain R (10 MAX) [3]? 3
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sc0: sms-user: > showpl atform -p avail abl e
Avai |l abl e for domai n Domai nA:
SB3 SB2
100 104 1B
Avai |l abl e for donmai n Domai nB:
None
None
Avail abl e for domai n Domai nC:
SB1 SB6 SB7 SB5
108 | O7
Avai l abl e for domain D:
SB9 SB8 SB4
106 106 101
Avai l abl e for domain E:
SBO
1 00
Avai |l abl e for donmai n Domai nF:
None
None
Avai l abl e for domai n Domai nG
None
None
Avai |l abl e for donmai n Domai nH:
None
None
Avai l abl e for domain I|:
None
None
Avai |l abl e for domain J:
None
None
Avai |l abl e for domai n Domai nK:
None
None
Avai l abl e for domain L:
None
None
Avai |l abl e for domain M
None
None
Avai l abl e for domain N
None
None
Avail able for domain O
None
None
Avai |l abl e for domain P:
None
None
Avail able for domain Q
None
None
Avai l abl e for domain R
None
None

EXAMPLE 2  Setting Up Available Component List for Domain engB to Boards at SBO,
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EXIT STATUS

101, and 102
scO0: sms-user: > setupplatform-p available -d engB SBO IOL | Q2

ExAMPLE 3  Clearing All Boards in engB Available Component Listand Reserved COD
RTUs

sc0: sms-user: > setupplatform-d engB -

EXAMPLE 4 Adding Boards at SBO and 102 to engB Available Component List

sc0: sms-user: > setupplatform-p avail able engB -a SBO |1 Q2

EXAMPLE5 Removing Boards at SB3 and 103 From engB Available Component List

scO: sms-user: > setupplatform-p available -d engB -r SB3 | 3

EXAMPLE 6  Setting COD CPU Headroom Quantity and Reserve Domain COD RTU Li-
censes
sc0: sms-user: > setupplatform-p cod
PROC Headroom Quantity (0 to disable, 8 MAX) [0]? 4
PROC RTUs reserved for domain A (10 MAX) [0]? 3

PROC RTUs reserved for domain B (7 MAX) [0]? O
PROC RTUs reserved for domain C (9 MAX) [2]? O

PROC RTUs reserved for domain R (7 MAX) [0]? O

EXAMPLE 7 Set the COD Headroom CPUs to 8

sc0: sms-user: > setupplatform-p cod 8

EXAMPLE 8  Set the number of COD RTUs for Domain engB to 6

sc0: sms-user: > setupplatform-p cod -d engB 6

The following exit values are returned:

0 Successful completion.

>0 An internal error occurred. For further information, see
[ var/ opt / SUNWBMS/ adni pl at f or mf nessages.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addtag( 1M , showplatform( 1M
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showboards(1M)

NAME showboards - show the assignment information and status of the boards

SYNOPSIS showboards [- d domain_indicator] [- v ]

showboards - h

showboards [- d domain_indicator] - ¢

DESCRIPTION showboar ds(1M) displays board assignments and board status, including the clock

(COD) board.

source and status for all boards . If domain_id or domain_tag is specified, this
command displays which boards are assigned or available to the given domain. The
information displayed also indicates whether a board is a Capacity on Demand

If the - v option is used, showboar ds displays all components, including domain
configuration units (DCUs) such as CPUs, MCPUs, HPCI , HPCl +s, and WPCI ; as well
as the system controller (SC), that are not DCUs.

OPTIONS The following options are supported:

- d domain_indicator

-C

-h

-V
EXTENDED
DESCRIPTION

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

Clock source. Displays the clock source and status for all
system, expander, 1/0, and centerplane support boards.
See example 6.

If a domain is specified (with the - d option), the -c option
displays the clock information only for the system and
1/0 boards accessible by that domain.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.

Verbose. Displays all components including DCUEs.

Group Privileges You must have platform administrator, platform operator, platform service
Required privileges or domain administrator, or domain configurator privileges for the

Last Modified 19 September 2003
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Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

Platform administrator privileges:

= If no options are specified, showboar ds displays all components including those
DCUs that are assigned or available.

» If domain_id or domain_tag is specified, showboar ds displays information on
DCUs that are assigned and available to that domain. DCUs assi gned to other
domains are not displayed.

= If the - v option is provided, showboar ds displays information on all assi gned
or available DCUs. In addition, showboar ds displays information on all other
components.

= If domain_id or domain_tag and the - v option are specified, showboar ds
displays information on DCUs that are assigned or available to that domain. In
addition, showboar ds displays information on all other components. DCUs
assigned to other domains are not displayed.

Domain administrator/configurator privileges:

= If no options are specified, showboar ds displays all boards for all domains for
which you have privileges, including those DCUs that are assigned or available.

» If domain_id or domain_tag is specified, showboar ds displays information on
DCUs that are assigned or available to that domain. DCUs assi gned to other
domains are not displayed. Available DCUs are those boards that are in the
domain's available component list. See set uppl at f or n{1M) and
showpl at f or m1M). You must have domain administrator or configurator
privileges for the specified domain.

= The - v option is not available to this user.

This section describes status information displayed in the showboar ds command
output.

The Pwr field contains one of five measurements:

On Full voltage detected.

Of No voltage detected.

M n Some voltage detected.

Unk Unknown. Unable to determine board power on state.

— The slot is empty so power state is not applicable.

M n does not imply that the board can be used at this point but only that some
power was detected on the board. It should not be used until it has been powered
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Status Fields
Displayed by the
- ¢ option

on. Conversely, it should not be removed from the system before being powered off.

The Board Status field contains one of four values:

Active The board is assigned to a domain and has passed POST.
Assi gned The board is assigned to a domain.
Avai |l abl e The board is available to be assigned to a domain.

— Domain assignment or activity is not applicable for this board.

The Test status field reflects the recorded entry in the PCD database from the last
POST run. The Test Status field contains one of six values:

Passed The board passed POST.
Degr aded The board is in a degraded mode.
Fai |l ed The board failed POST.

Contact your Sun Service representative, who can determine
whether or not the board needs to be replaced.

i POST The board is in POST.
Unknown The board has not been tested.

— The test status for this board is unavailable.

The Domain field contains one of four values:

domain_id ID for a domain.
domain_tag Name assigned to a domain using addt ag(1M).
| sol at ed The board is not assigned to any domain.

— Domain assignment is not applicable for this board.

This section describes status information displayed by the showboar ds - ¢ output.

The d ock Signal Status field provides three indicators:

Good A good clock signal is detected by the hardware.
Fai | ed A bad clock signal has been detected by the hardware.
Unknown The clock status is unknown.
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The d ock Sour ce field provides three indicators:

SCO0 d ock System controller 0 is providing the clock signal.
SC1 d ock System controller 1 is providing the clock signal.
Unknown The current clock source is unknown.

The Aut o- G ock Sel ecti on field provides three indicators:

Enabl ed Hardware may automatically attempt to switch clock sources, if
necessary.

Di sabl ed Hardware will not switch clock sources automatically.

Unknown The clock select mode is unknown.
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EXAMPLES EXAMPLE 1

Locati on
SBO
SB1
SB2
SB3
SB4
SB5
SB6
SB7
SB8
SB9
SB10
SB11
SB12
SB13
SB14
SB15
SB16
SB17

22898828828

o

EEEERE
~NOoO U wWNE
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Listing boards for Platform Administrators on a Sun Fire 15K System

Pwr

2229299999999

Q

9999200900, .99

QQ

o f

sc0: sms-user: > showboar ds

Type Board Status
CPU Active
V3CPU Active
V3CPU Active
CPU Active
CPU Active
CPU Active
CPU Active
CPU Active
CPU Avai | abl e
CPU Active
CPU Avai | abl e
CPU Avai | abl e
CPU Assi gned
Enpty Sl ot Avai | abl e
CPU Assi gned
CPU Active
CPU Active
Enpty Sl ot Assi gned
Empty Sl ot Avai | abl e
HPCI Active
MCPU Active
MCPU Active
HPCI + Avai | abl e
HPCI + Assi gned
HPCI Active
HPCI Active
WPCl Active
HPCI + Assi gned
HPCI Assi gned
HPCI Assi gned
HPCI Assi gned
Enpty Sl ot Avai | abl e
HPCI + Avai | abl e
HPCI Active
HPCI Assi gned
Enpty Sl ot Assi gned

SMS 1.4

Test Status

Unknown

Fai |l ed
Passed
Passed

Passed
Passed
Passed
Degr aded
Unknown
Passed
Passed
Passed
i POST
Unknown
Fail ed
Unknown
Unknown
Passed
Unknown

showboards(1M)

Domai n
domai nC
A
D
engB
engB
engB
A
donmai nC
| sol at ed
dmJ
| sol at ed
| sol at ed
engB
| sol at ed
domai nC
P
domai nC
dmR
| sol at ed
A
engB
donmai nC
domai nC
engB
A
dmJ
Q
dmJ
engB
engB
engB
| sol at ed
| sol at ed
P

Q
dmR

The following example illustrates showboar ds output if you have platform
administrator privileges and specify a domain on a Sun Fire 15K system. The
output does not include boards that are assigned to other domains.
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EXAMPLE 2 Listing boards for Platform Administrators for Domain B

sc0: sms-user: > showboards -d b

Location Pw Type Board Status Test Status Domai n
SB3 On CPU Active Passed engB
SB4 On CPU Active Passed engB

SB5 On CPU Active Passed engB

SB8 of CPU Avai | abl e Unknown I sol at ed
SB10 of CPU Avai | abl e Unknown I sol at ed
SB11 of CPU Avai | abl e Unknown I sol at ed
SB12 Of CPU Assi gned Unknown engB
SB13 - Enpty Sl ot Avai | abl e - | sol at ed
1 00 - Empty Sl ot Avai | abl e - | sol at ed
(e On MCPU Active Passed engB

1 G5 Of  HPC + Assi gned Unknown engB

1 010 of HPC Assi gned Unknown engB
1011 Of  HPC Assi gned Fail ed engB
1012 On HPCI Assi gned Unknown engB
1013 - Empty Sl ot Avai | abl e - | sol at ed
| 014 o f HPCl+ Avai | abl e Unknown I sol at ed

The following example illustrates showboar ds output if you have platform
administrator privileges and use the - v option on a Sun Fire 15K system. The
command shows all components. If a board is a COD board, it is specified in the
Type of Board field.

EXAMPLE 3  Listing boards for Platform Administrators Using the - v Option
sc0: sms-user: > showboards -v

Location Pwr Type of Board Board Status Test Status Donai n

SCQ0 On SC Mai n - -
SC1 On SC Spare - -
PSO On PS - - -
PS1 On PS - - -
PS2 On PS - - -
PS3 On PS - - -
pPs4 o f PS - - -
PS5 On PS - - -
FTO On FANTRAY - - -
FT1 On FANTRAY - - -
FT2 On FANTRAY - - -
FT3 On FANTRAY - - -
FT4 On FANTRAY - - -
FT5 On FANTRAY - - -
FT6 On FANTRAY - - -
FT7 On FANTRAY - - -
Cs0 On CSB - - -
Cs1 On CSB - - -
EX0 - EXB - - -
EX1 - EXB - - -
EX2 EXB - - -
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EX10

EX11

EX12

EX13

EX14

EX15

EX16

EX17

| &4/ C3VO

| &4/ C5\V0

| &4/ C3V1

| &4/ C5V1

1 G6/ C3VO0

1 G6/ C5\V0

1 G6/ C3V1

1 C6/ C5V1

1 @3/ C3VO

1 @3/ C5\V0

1 @9/ C3V1

| @9/ C3V2

1 012/ C3V0
1 012/ C5V0
1012/ C3V1
1 012/ C5V1
1 016/ C3VO
1 016/ C5V0
1 016/ C3V1
1 016/ C5V1
SBO

SB1

SB2

SB3

SB4

SB5

SB6

SB7
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9909999Q9Q909999. 9. .

QQQQ

QQQQeQQQQ0999909000

Q

9Q99009¢29. .99

CPU ( COD)
Enpty Sl ot
CPU

CPU

CPU ( COD)
Enpty Sl ot
Empty Sl ot
HPCI

MCPU

MCPU

HPCI

HPCI +

HPCI

SMS 1.4

Assi gned
Assi gned
Assi gned
Assi gned
Active
Active
Active
Active
Active
Active
Active
Active
Avai | abl e
Active
Avai | abl e
Avai | abl e
Assi gned
Avai | abl e
Assi gned
Active
Active
Assi gned
Avai | abl e
Active
Active
Active
Avai | abl e
Assi gned
Active

Unknown
Unknown
Unknown
Unknown
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Passed
Unknown
Passed
Unknown
Unknown
Unknown

Fai |l ed
Passed
Passed

Passed
Passed
Passed
Degr aded
Unknown
Passed

showboards(1M)

domai nC
donai nC
domai nC
donai nC

domai nC
A

D

engB
engB
engB

A
donai nC
| sol at ed
dmJ

| sol at ed
| sol at ed
engB

| sol at ed
domai nC
P
domai nC
dmR

| sol at ed
A

engB
donai nC
domai nC
engB

A
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| O7 On HPCI Active Passed dmJ

1 8 On wPCl Active Passed Q

1 09 On HPCI + Assi gned i POST dmJ
1010 O f HPCI Assi gned Unknown engB
1011 O f HPCI Assi gned Fai |l ed engB
1012 O f HPCI Assi gned Unknown engB

1 013 - Enpty Sl ot Avai | abl e - | sol ated
1 014 O f HPCI + Avai | abl e Unknown | sol at ed
1 015 On HPCI Active Passes | sol ated
1 016 On HPCI Assi gned Unknown Q

1017 - Empty Sl ot Assi gned - dmR

The following example illustrates showboar ds output if you have domain
privileges for domains B, J, and R on a Sun Fire 15K system. showboar ds displays
information for those boards that are assigned or available to domains B, J, and R.
Boards that are assigned to other domains or that do not appear in the available
component list for domains B, J, or R are not displayed.

EXAMPLE 4  Listing boards for Domain Admin With Privileges on Domains B, J, and R

sc0: sms-user: > showboar ds

Location Pw Type Board Status Test Status Domai n
SB3 On CPU Active Passed engB
SB4 On CPU Active Passed engB

SB5 On CPU Active Passed engB

SB8 of CPU Avai | abl e Unknown I sol ated
SB9 On CPU Active Passed dmJ
SB10 of CPU Avai | abl e Unknown I sol ated
SB11 of CPU Avai | abl e Unknown I sol at ed
SB12 of CPU Assi gned Unknown engB
SB13 - Empty Slot Avail able - | sol at ed
SB17 - Enpty Slot Assigned - dmR

1 00 - Empty Slot Avail able - | sol at ed
(e On MCPU Active Passed engB

1 6 Of  HPC + Assi gned Unknown engB

107 On HPCI Active Passed dmJ

1 09 On HPCI + Assi gned i POST dmJ

1 010 of HPC Assi gned Unknown engB
1011 Of  HPC Assi gned Fail ed engB
1012 of HPC Assi gned Unknown engB
1013 - Empty Slot Avail able - | sol at ed
| 014 o f HPCl+ Avai | abl e Unknown I sol ated
1017 - Empty Slot Assigned - dmR

In the following example, showboar ds displays output if you have domain
privileges on domains B, J, and R on a Sun Fire 15K system. The command shows
board information for those DCUs that are assigned or available to the specified
domain. DCUs that are assigned to other domains or that do not appear in the
specified domain's available component list are not displayed.
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EXAMPLE 5  Listing boards for Domain Administrators for Domain B

sc0: sms-user: > showboards -d b

Location Pw Type Board Status Test Status Domai n
SB3 On CPU Active Passed engB
SB4 On CPU Active Passed engB
SB5 On CPU Active Passed engB
SB6 - Enpty Sl ot Avai | abl e - | sol at ed
SB8 of CPU Avai | abl e Unknown I sol at ed
SB8 of CPU Avai | abl e Unknown I sol at ed
SB10 of CPU Avai | abl e Unknown I sol at ed
SB11 of CPU Avai | abl e Unknown I sol at ed
SB12 Of CPU Assi gned Unknown engB
SB13 - Enpty Sl ot Avai | abl e - | sol at ed
1 00 - Empty Sl ot Avai | abl e - | sol at ed
12 On MCPU Active Passed engB
1 G5 Of  HPC+ Assi gned Unknown engB
1 C6 - Enpty Sl ot Avai | abl e - | sol at ed
1 010 Of  HPC Assi gned Unknown engB
1011 of HPC Assi gned Fail ed engB
1012 Of  HPC Assi gned Unknown engB
1013 - Enpty Sl ot Avai | abl e - | sol at ed
1 014 of HPC+ Avai | abl e Unknown I sol at ed

exaMPLE 6 Displaying Clock Source and Status For All Boards

sc0: sms-user: > showboards -c

Current SCO0 d ock SC1 d ock Aut o- C ock

Location Pw Cl ock Source St at us St at us Sel ection
CS0 On SC0 d ock Good CGood Di sabl ed
Cs1 On SCO d ock Good Good Di sabl ed
EX0 On SC0 d ock Good CGood Di sabl ed
EX15 of f - - - -

EX16 o f - - - -

EX17 On SCO0 d ock Good Good Di sabl ed
SBO On SC0 d ock Good CGood Di sabl ed
SB1 On SCO0 d ock Good Good Di sabl ed
SB17 o SO0 O ock Good Good Di sabl ed
10 On SC0 d ock Good CGood Di sabl ed
1 0L7 O SO0 O ock Good Good Di sabl ed
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EXIT STATUS The following exit values are returned:

Successful completion.

An invalid domain was specified.

An invalid command-line option was specified.
An incorrect number of domains was specified.
The user does not have valid privileges.

An internal error occurred.

o o0 A W N P O

An error occurred getting board information.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addtag( 1M, setupplatform( 1M , showcodusage( 1M , showplatform( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

showbus - display the bus configuration of expanders in active domains

showbus [- v ]

showbus - h

showbus (1M) displays the bus configuration of expanders in active domains. This
information defaults to displaying configuration by slot order EX0-EX17.

The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

Y Verbose. Displays all available command information. In addition

to expander configuration, the domain, domain keyswitch
position, and slot 0 and slot 1 board assignments are displayed.

You must have platform administrator, operator, or service privileges to display all
sets of communicating expanders (SOCX) in the system.

Domain administrators or configurators can display only the SOCX assigned to the
domain(s) in which they have privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
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EXAMPLES

EXAMPLE 1

System Administration

Display Bus Configuration for All Domains

This display is the default for platform administrators. A domain administrator/
configurator must have privileges on all domains in order to obtain this display.
Otherwise only those domains for which the user has privileges are displayed.

scO0: sms-user: > showbus

scO0: sms-user: > showbus -v

Addr ess:
Dat a:
Response:

Domai n: A - - ON Runni ng OBP
Location: EX1 SB1: On/active 1 OL:

Domain: B - - OFF/ Powered O f

Location: EX12 SB12: O f/assigned 1012:
Domain: C - - OFF/ Powered O f

Location: EX10 SB10: O f/assigned 1 010:
UNASSI GNED

Location: EXO0 SBO:  On/unassi gned 1 Q0:

Location: EX2 SB2: O f/unassi gned 1 O2:
Location: EX6 SB6: O f/unassi gned 1 06:
Location: EX9 SB9:  On/unassi gned 1 Q0:

Locati on: SB11: O f/unassigned

SMS 1.4 Last

Location Address Dat a Response SOCX

EXO0 CSO Cs1 CSO 0x0001
EX1 UNCONF UNCONF UNCONF UNCONF
EX2 UNCONF UNCONF UNCONF UNCONF
EX3 UNCONF UNCONF UNCONF UNCONF
EX4 BOTH BOTH BOTH 0x14010
EX5 UNCONF UNCONF UNCONF UNCONF
EX6 UNCONF UNCONF UNCONF UNCONF
EX7 UNCONF UNCONF UNCONF UNCONF
EX8 UNCONF UNCONF UNCONF UNCONF
EX9 UNCONF UNCONF UNCONF UNCONF
EX10 UNCONF UNCONF UNCONF UNCONF
EX11 UNCONF UNCONF UNCONF UNCONF
EX12 UNCONF UNCONF UNCONF UNCONF
EX13 UNCONF UNCONF UNCONF UNCONF
EX14 BOTH BOTH BOTH 0x14010
EX15 UNCONF UNCONF UNCONF UNCONF
EX16 BOTH BOTH BOTH 0x14010
EX17 UNCONF UNCONF UNCONF UNCONF

ExaMPLE 2 Display Showbus Information for All Domains Using - v

On/ active

O f/ assi gned

O f/ assi gned

O f / unassi gned
On/ unassi gned
On/ unassi gned

O f/ unassi gned

O f / unassi gned
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EXIT STATUS The following exit values are returned:
0 Successful completion.
>0 An error occurred.
ATTRIBUTES See attributes(5) for descriptions of the following attributes.
Attribute Types Attribute Values
Availability SUNWSMSop
SEE ALSO setbus( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES
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showcmdsync - display the current command synchronization list

showcmdsync [- v]

showcmdsync - h

showcndsync displays the command synchronization list to be used by the spare
system controller (SC) to determine which commands or scripts need to be restarted
after an SC failover.

The command synchronization list is displayed in the format Descriptor, Identifier,
Cmd, where:

Descriptor Specifies the command synchronization descriptor that represents
a particular script.

Identifier Identifies a marker point in the script from which the script can be
resumed on the new main SC after an automatic failover occurs.
The identifier - 1 indicates that the script does not have any
marker points.

Cmd Indicates the name of the script to be restarted.

The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-V Verbose. Displays all available command information.

You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
ExAMPLE 1 Displaying a Command Synchronization List

scO0: sms-user: > showcndsync

DESCRI PTOR | DENTIFIER CMD
0 -1 cl al a2
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EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO cancelcmdsync( 1M, inittmdsync( 1M , runcmdsync( 1M , savecmdsync( 1M )
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required
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showcodlicense - display the current Capacity on Demand (COD) right-to-use
(RTU) licenses stored in the COD license database

showcodlicense [-r] [- V]

showcodlicense - h

showcodl i cense(1M) displays COD license information stored in the COD license
database.

The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-r Displays the license information in the raw license-signature

format, as stored in the COD license database.

-V Verbose. Displays both the formatted license information and raw
license-signature data.

The showcodl i cense command displays the following COD information:

Description Type of resource (processor).

Lic Ver Version number of the license, which is always set to 01.

Expiration None.

Count Number of right-to-use licenses granted for the given
resource.

Status GOOD, which indicates that the given resource is valid, or
EXPIRED, which indicates that the resource license is no
longer valid.

Cls Not supported. Tier class value is always set to 1.

Tier Num Not supported. Tier number value is always set to 1.

Req Not supported. Required number of lower-tier licenses is

always set to 0.

You must have platform administrator or platform operator group privileges to run
this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

SMS 1.4 Last Modified 19 September 2003



System Administration showcodlicense(1M)

EXAMPLES The following examples show the COD license information displayed:

exaMPLE 1  Displaying Formatted License Data

sc0: sms-user: > showcodl i cense

Lic Tier
Description Ver Expiration Count Status C's Num Reqg

PROC 01 NONE 16 GOOD 1 1 0

exaMPLE 2 Displaying Raw License Data

sc0: sms-user: > showcodl i cense -r

01: 5014936C37048: 03001: 0201010100: 16: 00000000: RKGhd8zKNnTwvx T5DJI ZNQ

ExaMPLE 3 Displaying Formatted and Raw License Data

scO0: sms-user: > showcodl i cense -v

Lic Ti er
Description Ver Expiration Count Status Ods Num Req

PRCC 01 NONE 16 GO0D 1 1 0
01: 5014936C37048: 03001: 0201010100: 16: 00000000: RKGhd8zKNnTw x T5DJ1 ZNQ

EXIT STATUS The following exit values are returned:

0 Successful completion.

1 Invalid usage.

2 The user does not have valid privileges.

>2 An internal error occurred. For further information see

[ var/ opt / SUNWBMS/ adni pl at f or nf nessages.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addcodlicense( 1M , codd( 1M, deletecodlicense( 1M , showcodusage( 1M
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showcodusage - display the current usage statistics for Capacity on Demand (COD)
resources

showcodusage [-v] [-p resource| domai ns ]

showcodusage - h

showcodusage(1M) shows current information about COD right-to-use (RTU)
licenses in use. By default, this command displays a summary of COD RTU licenses
used and installed, along with the current state of each resource.

The following options are supported:

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

-p dommi ns  Displays the license usage for each domain. The statistics reported
include the number of COD RTU licenses used by the domain,
resources assigned to the domain, and COD RTU licenses reserved
for the domain.

-p resource Displays license usage by resource type.

-V Verbose. Displays all available COD usage information, including
COD RTU license use for both the system and its domains.

The showcodusage - p resour ce command displays the following COD usage
information for the system:

Resource Identifies the type of COD resources available (processors).

In Use Specifies the number of COD CPUs currently used in the
system.

Installed Specifies the number of COD CPUs installed in the system.

License Specifies the number of COD RTU licenses installed.
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Status

In Use

Installed

Reserved

Status
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Domain/Resource

showcodusage(1M)

Specifies one of the following COD attributes:

K

HEADROOM

Vi ol ation

Indicates that there are sufficient licenses
for the COD CPUs in use. Also specifies

the number of remaining COD resources
available and the number of any instant

access CPUs (headroom) available.

The number of instant access COD CPUs
in use.

Indicates a COD RTU license violation
exists. Specifies the number of COD CPUs
in use that exceeds the number of COD
RTU licenses available. This situation can
occur when you force the deletion of a
COD RTU license key from the COD RTU
license database, but the COD CPU
associated with the license key is still in
use.

The showcodusage - p domai n command displays the following COD usage
information for each domain:

Identifies COD RTU resource (processor) for each domain. An
Unused processor is a COD CPU that has not yet been
assigned to a domain.

Specifies the number of COD CPUs currently used in the

domain.

Specifies the number of COD CPU resources installed in the

domain.

Specifies the number of COD RTU licenses allocated to the

domain.

Contains one of the following when the - v option is specified:

Li censed

Unl i censed

Unused

SMS 1.4

The domain COD CPU has a COD RTU
license and is in use.

A COD RTU license for the domain COD
CPU could not be obtained and it is not in
use.

The COD CPU is not in use.

178



showcodusage(1M) System Administration

Group Privileges You must have platform administrator, platform operator, or domain administrator
Required group privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES Users with platform administrator privileges can view both resource and domain
usage summaries. Users with domain administrator privileges can view only the
domain usage summaries for which they have privileges, and a report of unused
licenses.

EXAMPLE1  Displaying COD Usage by Resource

sc0: sms-user: > showcodusage -p resource
Resource In Use Installed Licensed Status

PROC 4 4 16 OK: 12 available

EXAMPLE2  Displaying COD Usage by Domain

sc0: sms-user: > showcodusage -p donai ns
Domai n/ Resource |In Use Installed Reserved

OQUOoOZZIrxX«—"IOmMmmMOO®T®>

R - PRCC

'
%
[eNeoloooooNoooololoolol YeolloNo]
[eNeoooooooooololoolol YeolloNo]
NOOOOOOOOO0OO0OO0OO0OOO0OOOOO

=
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examMpLE 3 Displaying COD Usage by Resource and Domain
sc0: sms-user: > showcodusage -v
Resource In Use Installed Licensed Status
PROC 4 4 16 OK: 12 available
Donai n/ Resource In Use Installed Reserved Status
A - PRCC 0 0 0
B - PROC 0 0 0
SB6 - PROC 0 0
SB6/ PO Unused
SB6/ P1 Unused
SB6/ P2 Unused
SB6/ P3 Unused
C - PRCC 0 0 0
SB12 - PROC 0 0
SB12/ PO Unused
SB12/ P1 Unused
SB12/ P2 Unused
SB12/ P3 Unused
D - PROC 4 4 0
SB4 - PROC 4 4
SB4/ PO Li censed
SB4/ P1 Li censed
SB4/ P2 Li censed
SB4/ P3 Li censed
SB16 - PROC 4 4
SB16/ PO Unused
SB16/ P1 Unused
SB16/ P2 Unused
SB16/ P3 Unused
E - PRCC 0 0 0
F - PROC 0 0 0
G - PRCC 0 0 0
H - PROC 0 0 0
I - PRCC 0 0 0
J - PROC 0 0 0
K - PROCC 0 0 0
L - PROC 0 0 0
M - PRCC 0 0 0
N - PROC 0 0 0
O - PRCC 0 0 0
P - PROC 0 0 0
Q - PRCC 0 0 0
R - PROC 0 0 0
Unused - PRCC 0 0 12
EXIT STATUS The following exit values are returned:
0 Successful completion.
1 User cancel.
2 Invalid usage.
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3 User does not have valid privileges.

>3 An internal error occurred. For further information see
[ var/ opt / SUNWBMS/ adni pl at f or i nessages.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO showecodlicense( 1M, codd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

showcomponent - display the blacklist status for a component

showcomponent [- a]-d domain_indicator] [- v] [ location]...
showcomponent - h

showcomnponent (1M) indicates whether the specified component is listed in the
platform, domain, or ASR blacklist file.

If neither the - a nor the - d option is specified, showconponent displays the
platform blacklist. If no location is specified, showconponent displays all
components in the specified blacklist.

The blacklist is an internal file that lists components that POST cannot use at boot
time. POST reads the blacklist file(s) before preparing the system for booting, and
passes along to OpenBoot PROM a list of only those components that have been
successfully tested; those on the blacklist are excluded.

SMS supports three blacklists: one for domain boards, one for platform boards, and
the internal automatic system recovery (ASR) blacklist.

For more information on the use and editing of platform and domain blacklists
refer to Chapter 6, “Domain Control,” in the System Management Services (SMS) 1.4
Administrator Guide.

The following options are supported:

-a Specifies the ASR blacklist.

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-V Verbose. Displays all available command information.
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OPERANDS The following operands are supported:

location List of component locations, separated by forward slashes and
comprised of:

board_loc/proc/bank/logical_bank
board_loc/proc/bank/all_dimms_on_that_bank
board_loc/proc/all_banks_on_that_proc
board_loc/all_banks_on_that_board
board_loc/proc

board_loc

board_loc/procs

board_loc/cassette

board_loc/bus

board_loc/paroli_link

Multiple location arguments are permitted, separated by a space.

The location forms are optional and are used to specify particular
components on boards in specific locations.

For example, the location SB5/P0/B1/L1 indicates
Logical Bank 1 of Bank 1 on Processor 0 at SB5.

The SB0/PP1 location indicates Processor Pair 1 at SBO.
The CS0/ABUSI location indicates address bus 1 at CS0.
The following board_loc forms are accepted:

Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)

1 (0...17), 1Q0...8)

CS(0 1), CS(0]1)

EX(0...17), EX(O0...8)
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Processor locations indicate single processors or processor pairs.

There are four possible processors on a CPU/memory board.
Processor pairs on that board are procs 0 and 1, and procs 2 and
3.

The MaxCPU has two processors: procs 0 and 1, and only one
proc pair (PP0). Using PP1 for this board causes
showconponent to exit and display an error message.

The following proc forms are accepted:

P(0...3) PP(0] 1)

The following bank forms are accepted:

B(0] 1)

The following logical_bank forms are accepted:

L(0] 1)

The following all_dimms_on_that_bank forms are accepted:
D

The following all_banks_on_that_proc forms are accepted:
B

The following all_banks_on_that_board forms are accepted:
B

The following paroli_link forms are accepted:

PAR( 0| 1)

The hsPCI assemblies contain hot-swappable cassettes.
The following hsPCI forms are accepted:

(3] 5) V(0] 1)

The hsPCIl+ assemblies contain hot-swappable cassettes.
The following hsPCI+ forms are accepted:

C3V(0]| 1/ 2) and C5V0
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There are three bus locations: address, data, and response.
The following bus forms are accepted:

ABUS| DBUS| RBUS (0] 1)

EXTENDED
DESCRIPTION

Group Privileges You must have platform administrator, platform operator, platform service, domain

Required administrator, or domain configurator privileges to run this command. If you have
domain privileges you can run this command only on the domain for which you
have privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES exampLE 1 Displaying Whether SBO is ASR Blacklisted

sc0: sms-user: > showconmponent -a SBO
Conmponent SBO is disabl ed: #Hi gh Voltage

ExAaMPLE 2  Displaying Whether SB15 (“V3CPU”) is ASR Blacklisted

sc0: sms-user: > showconponent -a SB15
Conponent V3CPU at SB15 is NOT disabled in the specified blacklist

ExaMPLE 3 Displaying Whether SB11 (“CPU”) is ASR Blacklisted

sc0: sms-user: > showconponent -a SB1l
Conponent CPU at SB11 i s disabledinthe specified blacklist: # ESMD sensor
read failure 0528.1306. 24

EXAMPLE 4 Displaying Whether Four Boards/Components in Domain B Are
Blacklisted

sc0: sms-user: > showconponent -dB | 04/ PPO SB5 | 06/ C5V0 EX7/ ABUSO
Conponent 1G4/ PPO is disabled: #H gh tenp

Conmponent SB5 is disabled: <no reason given>

Conponent 106/ C5V0 is NOT di sabl ed.

Conponent EX7/ ABUSO is NOT di sabl ed.

exampLE5  Displaying Whether the Logical Bank on 107 in Domain B Is Blacklisted

sc0: sms-user: > showconponent -dB | O7/ PO/ B1/ LO
Conmponent | O7/ PO/ B1/ L0 is disabled: <no reason given>
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

exampLE 6  Displaying All Platform-Blacklisted Components
sc0: sms-user: > showconponent
Conponent SBO is disabled: #H gh tenp

Conponent SB3 is disabl ed:
Conponent | Q2 is disabled. <no reason given>

exampLE 7 Displaying All Domain B Blacklisted Components
sc0: sms-user: > showconponent -dB

Conmponent | O4/PPO is disabled: #Hi gh tenp
Conmponent SB5 is disabled: <no reason given>

examMPLE 8 Displaying All ASR-Blacklisted Components

scO: sms-user: > showconponent -a
Conponent SBO is disabled: #Hi gh tenp

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following files are used by this command.
/ et c/ opt/ SUNWBMS/ confi g/ asr/ bl ackl i st List of components
excluded by esnd.

/ et c/ opt/ SUNWBMS/ confi g/ pl at forni bl ackl i st  List of platform
components excluded.

/ et c/ opt/ SUNWBMS/ conf i g/ domain_id/ bl ackl i st List of domain
components excluded.

Note — The ASR blacklist file is created and used internally and should not be
edited manually.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

enablecomponent( 1M , disablecomponent( 1M , esmd( 1M
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SYNOPSIS
DESCRIPTION
OPTIONS
EXTENDED
DESCRIPTION
187

System Administration

showdatasync - display the status of system controller (SC) data synchronization
for failover

showdatasync [- | | - Q] [- v]

showdatasync - h

showdat async provides the current status of files propagated (copied) from the
main SC to its spare. Data propagation synchronizes data on the spare SC with data

on the main SC, so that the spare SC is current with the main SC if an SC failover
occurs.

The following options are supported:

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

- Lists the files in the current data propagation list. For details on
the information displayed see the EXTENDED DESCRIPTION
section.

-Q Lists the files queued for propagation. Each file name includes the
absolute path to the file.

-V Verbose. Displays all available command information.

This section describes the information displayed by the showdat async command.

If you do not specify an option with the showdat async command, the following
information is displayed:
File Propagation Status:

Active File:
Queued files:
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Group Privileges
Required

EXAMPLES

where:
File Displays the current status of data synchronization:
Propagati on . . o
St at us Active Indicates that the data synchronization
process is enabled and functioning
normally.
Di sabl ed Indicates that the data synchronization

process has been disabled because SC
failover was disabled.

Fai | ed Indicates that the data synchronization
process cannot currently propagate files to
the spare SC.

Active File Displays either the absolute path of the file currently being
propagated or a dash (-) indicating that the link is idle.

Queued files Specifies the number of files to be propagated but not yet
processed.

If you specify the - | option with the showdat async command, each entry in the
data propagation list is displayed in the format:

TI ME PROPAGATED | NTERVAL FI LE
time interval filename
where:
time Indicates the last time that the file was propagated from the

main SC to the spare.

interval Specifies the interval, in minutes, between checks for file
modification. The default interval is 60 minutes.

filename Provides the absolute path and name of the propagated file.

You must have platform administrator, platform operator, platform service, domain
administrator, or domain configurator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExamMpLE 1 Displaying Data Synchronization Status

sc0: sms-user: > showdat async

File Propagation State: ACTIVE
Active File: -
Queued files: 0
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eExampLE 2 Displaying Data Synchronization List
sc0: sms-user: > showdat async - |

TI ME PROPAGATED | NTERVAL FI LE
Mar 23 16: 00: 00 60 [tp/tl

EXAMPLE 3  Displaying Data Synchronization Queue

sc0: sms-user: > showdat async -Q
FI LE
/tnp/tl

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO setdatasync( 1M
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NAME showdate - display the date and time for the system controller (SC) or a domain

SYNOPSIS showdate [-d domain_indicator] [-u ] [- Vv ]

showdate - h

DESCRIPTION showdat e (1M) displays the SC's current date and time. Optionally, showdat e
displays domain time of day.

OPTIONS The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.
-u Interprets and displays the time using Greenwich Mean
Time (GMT). The default is the local time zone.
-V Verbose. Displays all available command information.
EXTENDED
DESCRIPTION

Group Privileges You must have platform administrator, platform operator, or platform service

Required privileges to display the date on the SC. You must have domain administrator or
domain configurator privileges for the specified domain to display the domain
date.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
EXAMPLES EXAMPLE 1 Showing the Current Local Date in Pacific Standard Time

sc0: sms-user: > showdat e
System Controller: Sat Feb 2 15:23:21 PST 2002

EXAMPLE 2  Showing the Current Date Using GMT

scO0: sms-user: > showdate -u
System Controller: Sat Feb 2 23:23:21 GMI 2002
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EXIT STATUS

ATTRIBUTES

SEE ALSO

System Administration

exampLE 3 Showing the Current Local Date on Domain A in Pacific Standard Time

sc0: sms-user: > showdate -d a
Donmain a: Sat Feb 2 15:33:20 PST 2002

EXAMPLE 4  Showing the Current Date on Domain A Using GMT

sc0: sms-user: > showdate -d a -u
Donmain a: Sat Feb 2 23:33:20 GMI 2002

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M, setdate( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

showdevices - display system board devices and resource usage information

showdevices [- v] [- p bydevice | byboard | query|force] location...
showdevices [- v] [- p bydevice | byboard] - d domain_indicator

showdevices - h

showdevi ces(1M) displays the configured physical devices on system boards and
the resources made available by these devices. Usage information is provided by
applications and subsystems that are actively managing system resources. You can
perform offline queries of managed resources to display the predicted impact of a
system board DR operation. Unmanaged devices are not displayed by default; you
must use the - v option.

showdevi ces gathers device information from one or more Sun Fire high-end
system domains. The command uses dca(1M) as a proxy to gather the information
from the domains.

The following options are supported.

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.
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193

OPERANDS

The following operands are supported:

location

System Administration

Displays specific reports.

Valid arguments for - p are:

bydevi ce

byboard

query

force

List output is grouped by device type
(CPU, memory, 10). This is the
default.

List output is grouped by system
board. Default output is in tabular
format grouped by device type (CPU,
memory, 10).

List output is the result of a query to
predict the effect of removing a
system board

Forced offline query. Resource
consumers are requested to apply
force semantics in predicting whether
they are able to relinquish usage of
the system resources. (see

cf gadm(1M)).

Note — The query and f or ce arguments are not valid

with the - d option.

Displays all 1/0 devices. Includes both managed and
unmanaged 1/0 devices. Managed devices export
actively managed resources. Unmanaged devices are
physically configured but do not export actively managed
resources. No usage information is available for
unmanaged devices.

List of board locations, separated by a space. Multiple location

arguments are permitted.

The following location forms are accepted:

Sun Fire 15K, Sun Fire 12K

SB(0...17), SB(O...8)
1Q(0...17), 1Q(0...8)

SMS 1.4
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EXTENDED Showdevi ces fields:

DESCRIPTION
donmi n Tag or identifier
boar d Board identifier
CPU:
id Processor Id
state Processor state
speed CPU frequency in MHz
ecache CPU ecache size in MB
Memory:
board mem Board memory size in MB
perm nmem Amount of nonrelocatable memory on board in
MB
base address Base physical address of memory on board
domai n nem System memory size in MB
boar d Board identifier

If a memory drain is in progress, the following is available:

target board Target board identifier

del et ed Amount of memory already deleted in MB

remai ni ng Amount of memory remaining to be deleted in
MB

170 devices:

devi ce 1/0 device instance name

resource Managed resource name

usage Description of resource usage instance

query Result of offline query of resources

Group Privileges You must have domain administrator/configurator privileges on all boards
Required specified to run this command.
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EXAMPLES

System Administration

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Displaying devices for System Board 101

scO0: sms-user: > showdevi ces | Ol

1 O Devi ces

dormmi n | ocation device resource usage

A 1 01 sd3 / dev/ dsk/ cOt 3d0sO rmounted fil esystem"/"

A 1 01 sd3 / dev/ dsk/ c0t 3s0s1 dunp device (swap)

A 1 01 sd3 / dev/ dsk/ cOt 3s0s1l swap area

A 1 01 sd3 / dev/ dsk/ c0Ot 3d0s3 rnounted fil esystem"/var"

A | OL sd3 /var/run mounted fil esystem"/var/run"

ExAMPLE 2 Displaying devices for Domain A

scO0: sms-user: > showdevices -v -d A

CPU
domain location id state speed ecache
A C1 40 onl i ne 400 4
A Cl 41 online 400 4
A C1 42 onl i ne 400 4
A Cl 43 online 400 4
A c2 55 onl i ne 400 4
A c2 56 online 400 4
A c2 57 onl i ne 400 4
A c2 58 online 400 4
Menory
drain in progress
board perm Dbase domain target deleted remaining
domain | ocati on nem MB nem MB address mem MB board nmem MB mem MB
A C1 2048 723 0x600000 4096 c2 250 1500
A c2 2048 0 0x200000 4096
1 O Devi ces
dormmi n location device resource usage
A 1 01 sd0
A 1 01 sdl
A 1 01 sd2
A 1 01 sd3 / dev/ dsk/ c0t 3d0sO nmounted fil esystem"/"
A 1 01 sd3 / dev/ dsk/ cOt 3s0s1 dunp device (swap)
A 1 01 sd3 / dev/ dsk/ c0Ot 3s0s1l swap area
A 1 01 sd3 / dev/ dsk/ cOt 3d0s3 rnounted fil esystem"/var"
A 1 01 sd3 /var/run nmounted fil esystem"/var/run"
A 1 01 sd4
A 1 01 sd5
A 1 01 sd6
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EXIT STATUS

ATTRIBUTES

SEE ALSO

exampLE 3 Displaying Offline Query Result for System Board 101
sc0: sms-user: > showdevi ces -p query |10L

Location 10l - Domain A

1 O Devi ces

device resource query usage/reason

sd3 / dev/ dsk/ cOt 3d0s0 fail nounted fil esystem"/"

sd3 / dev/ dsk/ cOt 3s0s1 fail dunp devi ce (swap)

sd3 / dev/ dsk/ cOt 3s0s1 fail swap area

sd3 / dev/ dsk/ c0t 3d0s3 fail mounted fil esystem"/var"

sd3 /var/run - nmounted fil esystem"/var/run"

The query field shows the predicted result of removing the resource. The failure of
the mounted file system / var to offline prevents the query from reaching the

layered mount point / var/ run.
The following exit values are returned:

Successful completion.

An invalid domain was specified.

More than one domain was specified.
An error occurred communicating with pcd.
An error occurred communicating with a domain.

An error occurred handling device information.

~N o o0~ W N P O

See attributes(5) for descriptions of the following attributes.

showdevices(1M)

A command line error such as an invalid option was detected.

An internal error such as failed memory allocation occurred.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M, dca( 1M, pcd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

197

showenvironment - display the environmental data

showenvironment [- d domain_indicator [, domain_indicator]...]...
[- p temps]volts|currents|fans | powers [,temps]volts|currents | fans | powers]..]...

[-v]
showenvironment [- d domain_indicator[, domain_indicator]...]... [- p faults] [- v ]

showenvironment - h

showenvi r onment (1M) displays the environmental data (temperatures, voltages,
and so on). If a domain domain_id or domain_tag is specified, environmental data
relating to the domain is displayed, providing that the user has domain privileges
for that domain. If a domain is not specified, all domain data permissible to the
user is displayed.

Note — Only domain configuration units (DCUs) (for example, CPU or 1/0) belong to
a domain. Displaying environmental data relating to such things as fan trays, bulk
power, or other boards (exb, csb) requires platform privileges. You can also specify
individual reports for temperatures, voltages, currents, bulk power status, and fan
tray status; or faults with the - p option. If the - p option is not present, all reports
are shown.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.
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-p Display specific reports. Multiple report arguments are
separated by commas.

Valid reports are:

t enps List output is grouped by
temperature.

volts List output is grouped by voltage.

currents List output is grouped by current

fans List output is grouped by fans.

power s List output is grouped by bulk power
supplies.

-p faults List output is of all component readings not within the

optimum thresholds.

Note — The f aul t s argument cannot be used in
conjunction with any other report argument.

-V Verbose. Displays all available command information.

EXTENDED The Unit field contains one of three measurements:

DESCRIPTION
C Degrees Celsius
Y Volts
A Amperes

The Status field can contain one of 16 states.
Temperature readings:
OVERLIM T Over limit.

HGLCRT High critical.
H GH WARN High warning.

LOWCRI T Low critical.
LOW VWARN Low warning.
(0 Optimum.

I NVALI D Reading failure.
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Group Privileges
Required

EXAMPLES

199

System Administration

Voltage readings:

H GH_MAX High maximum.
LOW M N Low minimum.
(0 ¢ Acceptable.

I NVALI D Reading failure.

Current readings:
X The difference between both companion component readings are
within tolerance.

BAD The difference between both companion component readings are
out of tolerance.

I NVALI D Reading failure.

Miscellaneous:

N Power on.

OFF Power off.

PRESENCE A HotPlug card is present in slot 1.
FAI L Failure state.

H GH Set to high speed.

NORMAL Set to normal speed.

I NVALI D Reading failure.

AGE Age of the reading.

UNKNOWN Unknown power/board type.

Only domain information for which you have domain administrator or configurator
privileges for is displayed. Otherwise, you must have platform administrator,
operator or service privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExAMPLE 1 Displaying Environmental Data for All Domains on a Sun Fire 15K System.
LOCATI ON DEVICE  SENSOR VALUE UNIT AGE STATUS
SC at SCO max1617a Rl O Tenp 38. 00 C 35.5 sec K
SC at SCO max1617a |1 QA Tenp 32.00 C 35.5 sec KK
SC at SCO pcf 8591 PSO Tenp 46. 49 C 35.5 sec K
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SC at
SC at
SC at
SCPER
SCPER
SCPER
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SCPER
SCPER
SCPER
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SCPER
SCPER
SCPER
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SC at
SCPER
SCPER
SCPER
SC at
SC at
SC at
SC at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
CSB at
at
at
at
at
at
at
at
at
at
at

9333333939

SC0
SCO
SCo
at SCPERO
at SCPERO
at SCPERO

SCo

at SCPERO
at SCPERO
at SCPERO

SC1
at SCPER1
at SCPERL
at SCPER1
SC1
SC1
SC1
SC1
SC1
SC1
SC1
SC1
at SCPER1
at SCPER1
at SCPERL
SC1
SC1
SC1
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pcf 8591 PS1 Tenp
sbbc SBBC Tenp
cbh CBH Temp
max1617a AMB 0 Tenp
max1617a AMB 1 Tenp
max1617a AMB 2 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 vDC
pcf 8591 3.3 VvDC HK
pcf 8591 5.0 vDC
pcf 8591 +12.0 VDC
pcf 8591 -12.0 vDC
pcf 8591 1.5 CVT0 VDC
pcf 8591 1.5 CVT1 VDC
pcf 8591 3.3 VvDC HK
pcf 8591 5.0 vDC
pcf 8591 +12.0 VDC
pcf 8591 3.3 V_PSO
pcf 8591 3.3 V_Ps1
pcf 8591 5.0 V_PSO
pcf 8591 5.0 V_PS1
max1617a RI O Tenp
max1617a | QA Tenp
pcf 8591 PSO Tenp
pcf 8591 PS1 Tenp
max1617a AMB 0 Tenp
max1617a AMB 1 Tenp
max1617a AMB 2 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 vDC
pcf 8591 3.3 VvDC HK
pcf 8591 5.0 vDC
pcf 8591 +12.0 VDC
pcf 8591 -12.0 vDC
pcf 8591 1.5 CvT0 VDC
pcf 8591 1.5 CVT1 VDC
pcf 8591 3.3 VvDC HK
pcf 8591 5.0 vDC
pcf 8591 +12.0 VDC
pcf 8591 3.3 V_PSO
pcf 8591 3.3 V_PS1
pcf 8591 5.0 V_PSO
pcf 8591 5.0 V_PS1
max1617a AMB Top Tenp
max1617a AMB Bot Tenp
sbbc SBBC Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 vDC
pcf 8591 2.5 vDC
pcf 8591 3.3 VDC HK
max1617a AMB Top Tenp
max1l617a AMB Bot Tenp
sbbc SBBC Tenp
pcf 8591 1.5 VvDC
pcf 8591 3.3 vDbC
pcf 8591 2.5 vDC
pcf 8591 3.3 VvDC HK
dmx0 DMX0 Tenp
dmx 1 DMX1 Tenp
dmx3 DMX3 Tenp
dmx5 DMX5 Tenp
anx0 AMXO Tenp
anxl AMX1 Tenp
r mx RMX Tenp
darb DARB Tenp
dmx0 DMX0 Tenp
dmx1 DMX1 Tenp
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showenvironment(1M)
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showenvironment(1M) System Administration

CP at CP1 dmx3 DMX3 Tenp 31.14 C 30.0 sec KK
CP at CP1 dnx5 DVX5 Tenp 29.12 C 30.0 sec KK
CP at CP1 anmx0 AMXO Tenp 36. 60 C 30.0 sec K
CP at CP1 anxl AMX1 Tenp 38. 77 C 30.0 sec KK
CP at CP1 r mx RWX Tenp 36.73 C 30.0 sec KK
CP at CP1 darb DARB Tenp 37.16 C 30.0 sec K
EXB at EX1 max1l6l7a AMB Top Tenp 38. 00 C 43.3 sec KK
EXB at EX1 max1617  AVB Bot Tenp 35.00 C 43.3 sec KK
EXB at EX1 sbbc SBBC Tenp 50. 49 C 43.3 sec K
EXB at EX1 axq AXQ Tenp 26.91 C 43.3 sec K
EXB at EX1 sdi m SDI M Tenp 42.91 C 43.3 sec KK
EXB at EX1 sdi sc SDI SC Tenp 48. 83 C 43.3 sec K
EXB at EX1 sdi se SDI SE Tenp 38. 67 C 43.3 sec KK
EXB at EX1 pcf 8591 1.5 vDC 1.51 \Y 36.5 sec K
EXB at EX1 pcf 8591 3.3 vDC 3.30 Vv 36.5 sec KK
EXB at EX1 pcf 8591 2.5 vDC 2.51 \Y 36.5 sec K
EXB at EX1 pcf 8591 3.3 VDC HK 3.30 \' 36.5 sec KK
CPU at SB1 max1617a PROC 0 Tenp 64. 00 C 0.7 sec K
CPU at SB1 max1617a PROC 1 Tenp 69. 00 C 0.7 sec K
CPU at SB1 max1617a PROC 2 Tenp 69.00 C 0.7 sec K
CPU at SB1 max1617a PROC 3 Tenp 67. 00 C 0.7 sec K
CPU at SB1 sdcO SDCO Tenp 69. 82 C 0.7 sec K
CPU at SB1 ar0 ARO Tenp 63. 16 C 0.7 sec K
CPU at SB1 dx0 DX0 Tenp 66. 49 C 0.7 sec K
CPU at SB1 dx1 DX1 Tenp 64. 49 C 0.7 sec K
CPU at SB1 dx2 DX2 Tenp 62. 49 C 0.7 sec K
CPU at SB1 dx3 DX3 Tenp 56. 49 C 0.7 sec K
CPU at SB1 sbbcO SBBCO Tenp 60. 49 C 0.7 sec K
CPU at SB1 sbbc1 SBBC1 Tenp 69. 82 C 0.7 sec K
CPU at SB1 pcf 8591 1.5 VvDC 1.51 Vv 37.3 sec K
CPU at SB1 pcf 8591 3.3 vDC 3.30 \Y 37.3 sec K
CPU at SB1 pcf 8591 Core 0 Volt 1.64 \Y 37.3 sec KK
CPU at SB1 pcf 8591 Core 1 Volt 1.65 Vv 37.3 sec K
CPU at SB1 pcf 8591 Core 2 Volt 1.64 \ 37.3 sec KK
CPU at SB1 pcf 8591 Core 3 Volt 1.64 \' 37.3 sec KK
HPCl at |01 pcf 8591 PSO Tenp 48. 10 C 43.9 sec K
HPCl at 101 pcf 8591 PS1 Tenp 35.19 C 43.9 sec K
HPCl at 101 sdc SDCO Tenp 69.16 C 43.9 sec KK
HPCl at |01 ar ARO Tenp 63. 16 C 43.9 sec K
HPCl at 101 dx0 DX0 Tenp 62. 49 C 43.9 sec K
HPCl at 101 dx1 DX1 Tenp 55.83 C 43.9 sec KK
HPCl at |01 sbbc SBBC Tenp 41.16 C 43.9 sec KK
HPCl at 101 max1617a | QA0 Tenp 53. 00 C 43.9 sec K
HPCl at 101 max1617a | OAl Tenp 53.00 C 43.9 sec KK
HPCl at |01 pcf 8591 1.5 VvDC 1.49 Vv 37.3 sec K
HPCl at 101 pcf 8591 3.3 vDC 3.30 \Y 37.3 sec K
HPCl at 101 pcf 8591 5.0 vDC 4.99 \Y 37.3 sec KK
HPCl at |01 pcf 8591 +12.0 VDC 11.95 Vv 37.3 sec KK
HPCl at 101 pcf 8591 -12.0 vbDC -11.92 VvV 37.3 sec K
HPCl at 101 pcf 8591 3.3 VvDC HK 3.28 \Y 37.3 sec KK
HPCl at |01 pcf 8591 1.5 CVT0 VDC 3.28 A 37.3 sec K
HPCl at 101 pcf 8591 1.5 CVT1l VDC 1.49 A 37.3 sec K
HPCl at 101 pcf 8591 3.3 V_PSO 10.25 A 37.3 sec KK
HPCl at |01 pcf 8591 3.3 V_PS1 10. 25 A 37.3 sec K
HPCl at 101 pcf 8591 5.0 V_PSO 3.41 A 37.3 sec K
HPCl at 101 pcf 8591 5.0 V_PS1 3.41 A 37.3 sec KK
Schi zo0. 0 max1617a Schizo 0 Slot 0 NA NA NA PRESENCE
Schi zol. 0 max1617a Schizo 1 Slot 0 NA NA NA PRESENCE
Schi zo0. 1 max1617a Schizo 0 Slot 1 NA NA NA PRESENCE
Schi zol. 1 max1617a Schizo 1 Slot 1 NA NA NA PRESENCE
EXB at EX3 max1l6l7a AMB Top Tenp 35.00 C 56.1 sec K
EXB at EX3 max1617  AVB Bot Tenp 34.00 C 56.1 sec K
EXB at EX3 sbbc SBBC Tenp 47.83 C 56.1 sec K
EXB at EX3 axq AXQ Tenp 26. 93 C 56.1 sec K
EXB at EX3 sdi m SDI M Tenp 42.58 C 56.1 sec K
EXB at EX3 sdi sc SDI SC Tenp 42.52 C 56.1 sec K
EXB at EX3 sdi se SDI SE Tenp 36. 69 C 56.1 sec K
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EXB at
EXB at
EXB at
EXB at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at

Schi zo0. 0

Schi zol.0

Schi zo0. 1

Schi zol.1
EXB at EX5
EXB at EX5
EXB at EX5
EXB at EX5
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at

EX3
EX3
EX3
EX3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
SB3
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pcf 8591 1.5 vDC
pcf 8591 3.3 vDC
pcf 8591 2.5 VvDC
pcf 8591 3.3 VDC HK
max1l617a PROC 0 Tenp
max1617a PROC 1 Tenp
max1617a PROC 2 Tenp
max1l617a PROC 3 Tenp
sdcO SDCO Tenp
ar0 ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
dx2 DX2 Tenp
dx3 DX3 Tenp
sbbcO SBBCO Tenp
sbbc1 SBBC1 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 VDC
pcf 8591 Core 0 Volt
pcf 8591 Core 1 Volt
pcf 8591 Core 2 Volt
pcf 8591 Core 3 Volt
pcf 8591 PSO Tenp
pcf 8591 PS1 Tenp
sdc SDCO0 Tenp
ar ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
sbbc SBBC Tenp
max1617a | QA0 Tenp
max1617a | QA1 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 VDC
pcf 8591 5.0 VDC
pcf 8591 +12.0 VDC
pcf 8591 -12.0 VvDC
pcf 8591 3.3 VDC HK
pcf 8591 1.5 CvI0 VDC
pcf 8591 1.5 CVT1 VDC
pcf 8591 3.3 V_PS0
pcf 8591 3.3 V_Ps1
pcf 8591 5.0 V_PS0O
pcf 8591 5.0 V_PS1
max1617a Schizo 0 Sl ot
max1617a Schizo 1 Sl ot
max1617a Schizo 0 Sl ot
max1617a Schizo 1 Sl ot
max1617a AMB Top Tenp
max1617 AVB Bot Tenp
sbbc SBBC Tenp
axq AXQ Tenp
sdim SDI M Tenp
sdi sc SDI SC Tenp
sdi se SDI SE Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 vDC
pcf 8591 2.5 VvDC
pcf 8591 3.3 VDC HK
max1617a PROC 0 Tenp
max1617a PROC 1 Tenp
max1617a PROC 2 Tenp
max1617a PROC 3 Tenp
sdcO SDCO Tenp
ar0 ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
dx2 DX2 Tenp
SMS 1.4

PR OO

showenvironment(1M)

>rrr>rrI<I<<KO000000000<<I<I<<<O00000000000<<<<

00000000 0<<<<O000000

37.0
37.0
37.0

w
hy
o

T OO0 OOVOVOVOVOOWOWO:

NNNNOOOOOOOOOOOGIUIIIUIaIgIUIdIo OO OO

£gcc
>>>>

NENENENENENENENEN]

WWWWOOOOOOOo

sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
PRESENCE
PRESENCE
PRESENCE
PRESENCE
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec

RRRIRFARARIAIIAIRIAFIRARFRFARFRIAKFIRXRIRARIRARIRXRIIARKRQ/RIRXRIRXRI/KQXRIKIKI

RRAIRIRAIRAIIIRIAARAIRARRIR

N

02



showenvironment(1M)
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SB7
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dx3 DX3 Tenp
sbbcO SBBCO Tenp
sbbcl SBBC1 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 VvDC
pcf 8591 Core 0 Volt
pcf 8591 Core 1 Volt
pcf 8591 Core 2 Volt
pcf 8591 Core 3 Volt
pcf 8591 D147#0_0
pcf 8591 D147#0_1
pcf 8591 D147#0_2
pcf 8591 D147#1_0
pcf 8591 D147#1_1
pcf 8591 D147#1_2
max1617a XM TSO Tenp
max1l617a XM TS1 Tenp
sbbc SBBC Tenp
sdc SDCO0 Tenp
ar ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
pcf 8591 1.5 VvDCl
pcf 8591 2.5 VvDCl
pcf 8591 3.3 VDC1
pcf 8591 5.0 VDC1
pcf 8591 +12.0 VDC1
pcf 8591 -12.0 VvDC1
pcf 8591 3.3 VDC HK1
pcf 8591 1.5 VDCl
pcf 8591 2.5 VDC1
pcf 8591 3.3 VDC1
pcf 8591 5.0 VDC1
pcf 8591 +12. 0 VDCl
pcf 8591 -12.0 VDC1l
pcf 8591 3.3 VDC HK1
max1617a XM TS 0 Slot O
max1617a XM TS 1 Slot O
max1617a XM TS O Slot 1
max1617a XM TS 1 Slot 1
max1617a AMB Top Tenp
max1617 AMB Bot Tenmp
sbbc SBBC Tenp
axq AXQ Tenp
sdim SDI M Tenp
sdi sc SDI SC Tenp
sdi se SDI SE Tenp
pcf 8591 1.5 VvDC
pcf 8591 3.3 VDC
pcf 8591 2.5 VvDC
pcf 8591 3.3 VDC HK
max1617a PROC 0 Tenp
max1l617a PROC 1 Tenp
max1617a PROC 2 Tenp
max1617a PROC 3 Tenp
sdcO SDCO0 Tenp
ar0 ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
dx2 DX2 Tenp
dx3 DX3 Tenp
sbbcO SBBCO Tenp
sbbcl SBBC1 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 VvDC
pcf 8591 Core 0 Volt
pcf 8591 Core 1 Volt
SMS 1.4
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53. 16 C 7.9 sec K
57. 16 C 7.9 sec K
59. 16 C 7.9 sec K
1.51 \% 34.8 sec K
3.32 \% 34.8 sec KK
1.64 \% 34.8 sec KK
1.66 \% 34.8 sec K
1.63 \% 34.8 sec K
1.64 \% 34.8 sec KK
24.00 C 46.2 sec KK
25. 00 C 46.2 sec KK
24. 00 C 46.2 sec K
22.00 C 46.2 sec KK
23.00 C 46.2 sec KK
25. 00 C 46.2 sec K
34. 00 C 46.2 sec KK
27.00 C 46.2 sec KK
32.50 C 46.2 sec K
48. 49 C 46.2 sec KK
47.16 C 46.2 sec KK
44. 50 C 46.2 sec K
39. 83 C 46.2 sec KK
1.54 \% 13.0 sec K
2.53 \% 13.0 sec K
3.35 \% 13.0 sec K
5.02 \% 13.0 sec K
12. 36 \% 13.0 sec K
-12.41 V 13.0 sec K
3.33 \% 13.0 sec K
1.54 \% 13.0 sec K
2.53 \% 13.0 sec K
3.35 \% 13.0 sec K
5.02 \% 13.0 sec K
12. 36 \% 13.0 sec K
-12.41 V 13.0 sec K
3.61 \% 13.0 sec K
N A NA NA PRESENCE
N A NA NA PRESENCE
N A NA NA PRESENCE
N A NA NA PRESENCE
34.00 C 37.2 sec KK
35. 00 C 37.2 sec KK
44,50 C 37.2 sec K
19.18 C 37.2 sec K
34.42 C 37.2 sec KK
40. 32 C 37.2 sec K
34.72 C 37.2 sec K
1.51 \% 36.3 sec KK
3.30 \% 36.3 sec K
2.49 \% 36.3 sec KK
3.28 \% 36.3 sec KK
41.00 C 8.1 sec K
40. 00 C 8.1 sec K
52. 00 C 8.1 sec K
50. 00 C 8.1 sec K
61. 82 C 8.1 sec K
55.16 C 8.1 sec K
58. 49 C 8.1 sec K
59. 83 C 8.1 sec K
56. 49 C 8.1 sec K
59. 83 C 8.1 sec K
61. 82 C 8.1 sec K
54. 49 C 8.1 sec K
1.51 \% 37.2 sec K
3.32 \% 37.2 sec K
1.63 \% 37.2 sec KK
1.62 \% 37.2 sec K
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CPU at SB7
CPU at SB7
MCPU at | O7
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
MCPU at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
WPCl at
Schi zo0. 0
Schi zo0. 1
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
HPCl at
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EX10
EX10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
SB10
1 010
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pcf 8591
pcf 8591
max1617a
max1617a
sbbcO
sdcO
ar0

dx0

dx1

dx2

dx3

pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
max1617a
dx0

dx1

sdc
sbbc

ar

wei

wei

pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591
pcf 8591

max1617a Schizo O Slot 0 N
max1617a Schizo O Slot 1 N

Core 2 Volt
Core 3 Volt
PROC 0 Tenp
PROC 1 Tenp
SBBCO Tenp
SDCO0 Tenp
ARO Tenp
DX0 Tenp
DX1 Tenp
DX2 Tenp
DX3 Tenp
1.5 VvDC
3.3 VvDC
3.3 vDC HK
Core 0 Volt
Core 1 Volt
1 QA0 Tenp
DX0 Tenp
DX1 Tenp
SDC Tenp
SBBC Tenp

PARO
PARL
PARO
PARL

WWEROINE W

vDC

max1617a AMB Top Tenp
max1617 AMB Bot Tenmp
sbbc SBBC Tenp
axq AXQ Tenp
sdim SDI M Tenp
sdi sc SDI SC Tenp
sdi se SDI SE Tenp
pcf 8591 1.5 VvDC
pcf 8591 3.3 VDC
pcf 8591 2.5 VvDC
pcf 8591 3.3 VDC HK
max1617a PROC 0 Tenp
max1l617a PROC 1 Tenp
max1617a PROC 2 Tenp
max1617a PROC 3 Tenp
sdcO SDCO0 Tenp
ar0 ARO Tenp
dx0 DX0 Tenp
dx1 DX1 Tenp
dx2 DX2 Tenp
dx3 DX3 Tenp
sbbcO SBBCO Tenp
sbbcl SBBC1 Tenp
pcf 8591 1.5 vDC
pcf 8591 3.3 VvDC
pcf 8591 Core 0 Volt
pcf 8591 Core 1 Volt
pcf 8591 Core 2 Volt
pcf 8591 Core 3 Volt
pcf 8591 PSO Tenp
SMS 1.4
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showenvironment(1M)
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showenvironment(1M)
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HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at
HPCl at

Schi zo0.

Schi zol. 0

Schi zo0. 1

Schi zol. 1
EXB at EX12
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at
CPU at

=28228882258882288882

EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
EXB at
CPU at
CPU at

pcf 8591 PS1 Tenp

sdc SDCO0 Tenp

ar ARO Tenp

dx0 DX0 Tenp

dx1 DX1 Tenp

sbbc SBBC Tenp

max1617a | QA0 Tenp

max1617a | QA1 Tenp

pcf 8591 1.5 VvDC

pcf 8591 3.3 vDbC

pcf 8591 5.0 vDC

pcf 8591 +12.0 VDC

pcf 8591 -12.0 vbDC

pcf 8591 3.3 VvDC HK

pcf 8591 1.5 CvT0 VDC

pcf 8591 1.5 CVT1l VDC

pcf 8591 3.3 V_PSO

pcf 8591 3.3 V_Ps1

pcf 8591 5.0 V_PSO

pcf 8591 5.0 V_PS1
max1617a Schizo O Slot 0 N
max1617a Schizo 1 Slot 0 N
max1617a Schizo 0 Slot 1 N
max1617a Schizo 1 Slot 1 N

max1l6l7a AMB Top Tenp

max1617 AMB Bot Tenp

sbbc SBBC Tenp

axq AXQ Tenp

sdim SDI M Tenp

sdi sc SDI SC Tenp

sdi se SDI SE Tenp

pcf 8591 1.5 vDC

pcf 8591 3.3 vDC

pcf 8591 2.5 vDC

pcf 8591 3.3 VDC HK

max1617a PROC 0 Tenp

max1617a PROC 1 Tenp

max1617a PROC 2 Tenp

max1617a PROC 3 Tenp

sdcO SDCO0 Tenp

ar0 ARO Tenp

dx0 DX0 Tenp

dx1 DX1 Tenp

dx2 DX2 Tenp

dx3 DX3 Tenp

sbbcO SBBCO Tenp

sbbcl SBBC1 Tenp

pcf 8591 1.5 VvDC

pcf 8591 3.3 vbDC

pcf 8591 Core 0 Volt

pcf 8591 Core 1 Volt

pcf 8591 Core 2 Volt

pcf 8591 Core 3 Volt

max1l6l7a AMB Top Tenp

max1617 AMB Bot Tenp

sbbc SBBC Tenp

axq AXQ Tenp

sdim SDI M Tenp

sdi sc SDI SC Tenp

sdi se SDI SE Tenp

pcf 8591 1.5 vDC

pcf 8591 3.3 vDC

pcf 8591 2.5 vDC

pcf 8591 3.3 VDC HK

max1617a PROC 0 Tenp

max1617a PROC 1 Tenp

SMS 1.4
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C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
C 49.4 sec K
\% 36.8 sec KK
\% 36.8 sec K
Vv 36.8 sec KK
\% 36.8 sec KK
\% 36.8 sec K
Vv 36.8 sec KK
A 36.8 sec KK
A 36.8 sec K
A 36.9 sec KK
A 36.9 sec KK
A 36.9 sec K
A 36.9 sec KK
N A PRESENCE
N A PRESENCE
N A PRESENCE
N A PRESENCE
C 61.1 sec XK
C 61.1 sec KK
C 61.1 sec KK
C 61.1 sec XK
C 61.1 sec KK
C 61.1 sec KK
C 61.1 sec XK
Vv 36.9 sec KK
\% 36.9 sec KK
\% 36.9 sec K
Vv 36.9 sec KK
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
C 6.8 sec K
\% 37.2 sec KK
\% 37.2 sec K
Vv 37.2 sec KK
\% 37.2 sec KK
\% 37.2 sec K
Vv 37.2 sec KK
-- OFF
C 38.0 sec K
C 38.0 sec KK
C 38.0 sec KK
C 38.0 sec K
C 38.0 sec KK
C 38.0 sec KK
C 38.0 sec K
Vv 36.9 sec KK
\% 36.9 sec KK
\% 36.9 sec K
Vv 36.9 sec KK
C 7.1 sec K
C 7.1 sec K
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CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
CPU at SB16
MCPU at | O16
MCPU at | 016
MCPU at | 016
MCPU at | O16
MCPU at | 016
MCPU at | 016
MCPU at | O16
MCPU at | 016
MCPU at | 016
MCPU at | O16
MCPU at | 016
MCPU at | 016
MCPU at | O16
MCPU at | 016
FANTRAY POVNER
FTO ON
FT1 ON
FT2 ON
FT3 ON
FT4 ON
FT6 ON
FT7 ON
POVNER UNIT
PSO FAI L
PS1 FAI L
PS2 (03¢
PS4 (0%
PS5 (0%
POVNER
PSO

CurrentO

Currentl

48VDC
PS1

CurrentO

Currentl

48VDC
pPSs2

CurrentO

Currentl

48VDC
PS4

CurrentO

Currentl

48VDC
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max1617a PROC 2 Tenp 43. 00
max1617a PROC 3 Tenp 44.00
sdcO SDCO0 Tenp 61. 16
ar0 ARO Tenp 53. 83
dx0 DX0 Tenp 53.83
dx1 DX1 Tenp 53. 16
dx2 DX2 Tenp 59. 16
dx3 DX3 Tenp 51.16
sbbcO SBBCO Tenp 53. 16
sbbcl SBBC1 Tenp 57.83
pcf 8591 1.5 vDC 1.51
pcf 8591 3.3 VDC 3.30
pcf 8591 Core 0 Volt 1.62
pcf 8591 Core 1 Volt 1.63
pcf 8591 Core 2 Volt 1.61
pcf 8591 Core 3 Volt 1.62
max1617a PROC O Tenp 36. 00
max1617a PROC 1 Tenp 36. 00
sbbcO SBBCO Tenp 33.83
sdcO SDC0 Tenp 60. 49
ar0 ARO Tenp 55. 83
dx0 DX0 Tenp 50. 49
dx1 DX1 Tenp 53.83
dx2 DX2 Tenmp 50. 49
dx3 DX3 Tenp 43. 83
pcf 8591 1.5 vDC 1.49
pcf 8591 3.3 VvDC 3.30
pcf 8591 3.3 VDC HK 3.28
pcf 8591 Core 0 Volt 1.61
pcf 8591 Core 1 Volt 1.61
SPEED FANO FAN1 FAN2 FAN3
HI GH oK oK K oK
HI GH oK oK oK oK
HI GH oK oK oK oK
HI GH oK oK K oK
HI GH oK oK oK oK
HI GH oK oK oK oK
HI GH oK oK oK oK
ACO AC1 DCO
FAI L FAI L ON ON
oK oK ON ON
K oK ON ON
oK oK ON ON
oK K ON ON
VALUE UNIT STATUS
0. 39 A N A
0. 39 A N A
0. 39 \Y N A
8. 36 A N A
5.97 A N A
48. 60 \ N A
8. 36 A N A
6.77 A N A
48. 80 \Y N A
7.57 A N A
7.17 A N A
50. 00 \Y N A
SMS 1.4
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sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
7.3 sec
7.3 sec
sec
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sec
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EXIT STATUS

ATTRIBUTES

SEE ALSO
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PS5
CurrentO 6. 77 A N A
Currentl 7.17 A N A
48VDC 49. 40 \% N A

EXAMPLE 2 Reporting Temperature on Domain A

This example assumes that Domain A contains MCPUs at 107 and 1016.

sc0: sms-user: > showenvironment -p tenps -d a

LOCATION ~ DEVICE  SENSCR VALLE UNIT AGE STATUS
MOPU at |07 max1617a  PROC 1 Tenp 71. 00 c 8.0 sec X
MCPU at |1 0l6 max1617a  DXO Tenp 50.49  C 8.0 sec K

The following exit values are returned:

Successful completion.
An invalid domain used.
An invalid command-line option used.

Invalid permission.

A W N B O

An internal error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

addtag( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

showfailover - display system controller (SC) failover status or role

showfailover [-r] [- v]

showfailover - h

showf ai | over (1M) enables you to monitor the state of the SC failover mechanism.
This command displays the current status of the failover mechanisms. If you do not
specify a - r option, then the following information is displayed:

SC Fai l over Status: state

The failover mechanism can be in one of four states: ACTIVATING, ACTIVE,
DISABLED, or FAILED. See the EXTENDED DESCRIPTION section.

The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.
-r Displays the SC's role as either MAIN, SPARE, or UNKNOWN.
-V Verbose. Displays all available command information.

The failover mechanism states are as follows:

ACTI VATI NG Indicates that the failover mechanism is preparing to transition to
the ACTIVE state. Failover becomes active when all tests have
passed and files have been synchronized.

ACTI VE Indicates that the failover mechanism is enabled and is
functioning normally.

DI SABLED Indicates that the failover mechanism has been disabled due to a
failover or an operator request (for example, set f ai | over off).
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Required

System Administration

FAI LED Indicates that the failover mechanism has detected a failure that
prevents a failover.

In addition, if the external network has been configured,

showf ai | over displays the state of each of the external network
interface links monitored by the failover processes. The display
format is as follows:

external community name: [UP | DOWN]

A failure string is returned, describing the failure condition. Each
failure string has a code associated with it. The codes and
associated failure strings are defined in the following table.

String Explanation

None No failure.

S-SC EXT NET The spare SC external network interface has failed.

S-SC CONSOLE BUS A fault has been detected on the spare SC’s console
bus path.

S-SC LOC CLK The spare SC’s local clock has failed.

S-SC DISK FULL The spare SC’s system is full.

S-SC IS DOWN The spare SC is down and/or unresponsive. If this

message results from the 12 network/HASRAMSs
being down then the spare SC could still be running.
Login to the spare SC to verify.

S-SC MEM EXHAUSTED The spare SC’s memory/swap space has been
exhausted.

S-SC SMS DAEMON At least one SMS daemon could not be started/
restarted on the spare SC.

S-SC INCOMPATIBLE SMS The spare SC is running a different version of SMS

VERSION software. Both SCs must be running the same version.

12 NETWORK/HASRAMS DOWN  Both interfaces for communication between the SCs
are down. The main cannot tell what version of SMS
is running on the spare nor what its state is. It
declares the spare SC down and logs a message to that
effect. Dependent services, including file propagation,
are unavailable.

You must have platform administrator, platform operator, or platform service
privileges to run this command.
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EXAMPLES

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExAMPLE 1 Displaying a Failover Status That Indicates That Everything is OK

scO0: sms-user: > showf ai | over
SC Fai l over Status: ACTIVE
Cl: UP

ExaMPLE 2  Displaying a Failover Status That Indicates That the Spare SC System is
Full

sc0: sms-user: > showf ai | over
SC Fai l over Status: FAILED
S-SC DI SK FULL

Cl: UP

ExAMPLE 3 Displaying the SC Role

scO: sms-user: > showf ai | over -r
SPARE
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EXIT STATUS
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EXAMPLE 4  Displaying the Status of All Monitored Components

sc0: sms-user: > showfai | over -v

SC Fail over Status: ACTI VE
Status of Shared Menory:
HASRAM (CSB at CS0) i .. i ittt e Good
HASRAM (CSB at CS1): ...ttt e Good
Status of xc30pl3-scO:
ROl &1 MAI' N
SMS DaABNMDNS:. ..ttt e Good
System C 0CK: ... Good
Private 12 Network: . ... .. . .. e Good
Private HASRAM NetworK: ... ... ... . i Good
Public Network........... . .. .. .. NOT TESTED
SyStem MelmDr Y. . 38. 9%
Di sk Status:
L 17. 4%
Consol e Bus Status:
EXB at EXL: ... . .. e Good
EXB at EX2: ... . . Good
EXB at EX4: ... Good

Status of xc30pl3-scl:

ROl €. e SPARE
SMB DaABIMDNS . . ot i Good
System CloCK: . ... Good
Private 12 Network: . ... ... . . . e CGood
Private HASRAM NetworK: . ... ... ... . i Good
Public Network: . ... ... . . NOT TESTED
System MemDry: ... ... 34. 2%
Di sk Status:

L e 17. 1%
Consol e Bus Status:

EXB at EXL: ... .. Good

EXB at EX2: ... . Good

EXB at EX4: ... Good

The following exit values are returned:

0 Successful completion.

>0 An error occurred.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes:

Attribute Types

Attribute Values

Availability SUNWSMSop
Interface Stability Evolving
Command Output Unstable

SEE ALSO setfailover( 1M

Last Modified 19 September 2003 SMS 1.4
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

EXIT STATUS
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showkeyswitch - display the position of the virtual keyswitch

showkeyswitch - d domain_indicator [- v ]

showkeyswitch - h

showkeyswi t ch(1M) displays the position of the virtual keyswitch of the specified
domain. The state of each virtual keyswitch is maintained between power cycles of
the system controller (SC) or physical power cycling of the power supplies by the
pcd(1M).

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id —ID for a domain. Valid domain_ids are A-R and
are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-V Verbose. Displays all available command information.

You must have platform administrator, platform operator, platform service, domain
administrator, or configurator privileges for the specified domain to run this
command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

ExaMPLE 1 Displaying the Keyswitch Status for Domain A

sc0: sms-user: > showkeyswitch -d A
Virtual keysw tch position: ON

The following exit values are returned:

0 Successful completion.

>0 An error occurred.
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showkeyswitch(1M)

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO addtag( 1M , setkeyswitch( 1M, pcd( 1M

Last Modified 19 September 2003
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SYNOPSIS

DESCRIPTION

OPTIONS
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showlogs - display message log files or the event logs.

showlogs [- F] [-f filename] [-d domain_indicator] [-p nmc|s][-Vv]

showlogs [- F] [-f filename] [-d domain_indicator] [-E][-p e
[event_class]l i st |Jer eport JenaOxyyy| uui dyyy]event_code] [ number] ]

showlogs - h

showl ogs(1M) displays the following:

= Message logs, consol e logs, or sysl og for the platform for a specified domain,
depending on the options specified. The default is the platform message log. You
must have platform group privileges to run the default; otherwise you receive an

error message.

= Portions of the event log, depending on the options specified.

The following options are supported:

- d domain_indicator

-f filename

Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

If you specify a domain with the - p e options, the event
logs only for that domain are displayed.

Displays only lines that have been appended to the log
file since the show ogs command was executed. Similar
to thetail -f command. Output continues until
interrupted by Ctrl - c.

Places the output of the showl ogs command into a
specified file.

Formats and condenses the event log information
displayed when specified with the - p e options.

Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h
is ignored.
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-p
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showlogs(1M)

Displays a specific log type: the platform message log,
domain console log, domain syslog, or event log.

Valid arguments for - p are:

= M

Displays the platform message log. Displaying the
platform message log requires platform group
privileges.

= C

Displays the domain console log. Displaying the
domain console log requires the - d option and domain
privileges for that domain.

= S

Displays the domain syslog. Displaying the domain
syslog requires domain privileges for that domain.
sysl ogs forwarded to the system controller (SC) are
stored in / var/ opt / SUSNWSMS/ adni anonynous.

= e [event_class| |ist]|ereport|enalOxyyy|
uui dyyy| event_code] [ number] ]

Displays information from the event log. The -p e
option displays the last entry in the event log by
default, unless you specify a number of events to be
displayed. Displaying event log information requires
platform administration or service privileges.

You can use the following arguments to display certain
event log information. This information can be used
for additional troubleshooting purposes by your
service provider.
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« event_class — Displays the last event in the event log
that matches a specified ereport event class. The
event_class is a dot-separated string that identifies
the error report event class, for example:
ereport.asic.sdc.porterr.parity_bidi_er
ror

« |ist — Displays the last list event in the event log.
A list event provides a list of faults associated with
the hardware error.

« ereport — Displays the last error event in the event
log. An error report contains data on an unexpected
condition or behavior.

= enaOxyyy — Displays the error event in the event log
that matches the Error Numeric Association (ENA)
hex value specified, where yyy is a hex value. For
example, in the ENA specification
enaOxc4f c168cf e77b402, the hex value is
c4f c168cf e77b402. The ENA differentiates
multiple instances of the same error event.

« uui dyyy — Displays the list event in the event log
that matches the Universal Unique Identifier
(UUID) value specified, where yyy is the UUID
value. For example, in the UUID specification
uui d042c¢2762-982f - 11d7- 800a-
080020f a6556, the UUID value is 042¢c2762-
982f - 11d7- 800a- 080020f a6556. The UUID is
used by the system to track fault management
activity.

« event_code — Displays the last list event that matches
the specified event code, which is a dash-separated
alphanumeric text string that uniquely identifies an
event type, for example: SF15000- 8000- Al. The
event code summarizes the fault classes involved in
the list events and is used by your service provider
to obtain further information concerning the event.

« number — An integer that indicates a specific number
of events to be displayed. The events displayed
match any other arguments specified. If a number is
specified with the - p e option, the specified
number of the events in the event log is displayed.
For example, -p e b5 displays the last five events
in the event log.

-V Verbose. Displays all available command information.
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EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

The group privileges determines the type of show ogs output that you can view:

= If you have platform administrator, operator, or service privileges, you can
display the platform messages log file.

= If you have platform administrator or service privileges, you can display event
log information.

= If you have domain administrator/configurator privileges, you can display only
those log files for domains for which you have privileges.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

exampLE 1 Displaying Platform Message Log to Standard Out

sc0: sms-user: > showl ogs

Aug 24 14:30: 53 2000 xc8-sc0 hwad[ 104609]: [0 5751139758216 ERR SCCSR. cc
1347] getCrt - Client: 104621.14 has | ocked - 167

Aug 24 14:30: 53 2000 xc8-sc0 hwad[ 104609]: [0 5751170721148 ERR SCCSR. cc
1362] getCrt - Cient: 104621.14 about to unlock - 167.....

ExAMPLE 2 Displaying Domain A Message Log to Standard Out

sc0: sms-user: > showl ogs -d A

Aug 15 14:28:05 2000 xc8-scO dsnd[ 106850]-A(): [0 8500962546702 | NFO
bservers.cc 125] DOVAIN_UP A event has been sent to SYMON, rc = O.
Aug 15 14:28:05 2000 xc8-scO dsnd[ 106850]-A(): [0 8500963756755 | NFO
Dormai nMon. cc 183] Start nonitoring domain A every 5 second....

ExaMPLE 3  Displaying Newly Appended Lines to Domain A Message Log to Standard
Out

sc0: sms-user: > show ogs -d A -F
Aug 25 14:28:05 2000 xc8-scO dsnd[ 106850]-A(): [0 8500960648900 | NFO
bservers.c ¢ 193] DOVAIN_UP A event has been sent to DXS, rc = 0.....

EXAMPLE 4 Displaying Domain A Console Log to Standard Out

sc0: sms-user: > showl ogs -d A -p ¢

** Domain Server Shutting Down - disconnecting

** Domain Server Shutting Down - disconnecting

Sun Fire 15K system using | OSRAM based Consol e OpenBoot 4.0, 2048 MB
menory installed, Serial #10000000. Ethernet address 8:0:20:b8: 2d: b1,
Host | D: 80a3e446.
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exampLE5  Displaying Domain sns2 Syslog to Standard Out

sc0: sms-user: > showl ogs -d sms2 -p s

Sep 7 13:51:49 sns2 agent[6629]: [ID 240586 daenon. alert] syslog
Sep 07 13:51:49 agent {received software term nation signal)

Sep 7 13:51:49 sns2 agent[6629]: [ID 985882 daenon. alert] syslog
Sep 07 13:51:49 agent *** term nating execution ***

Sep 7 13:51:50 sns2 platfornf22481]: [ID 345917 daenon. al ert] syslog
Sep 07 13:51:50 platform *** termnating execution ***

Sep 7 14:49:07 sns2 platfornf{4309]: [ID 745356 daenon. al ert] syslog
Sep 07 14:49:07 platform general parsing error

Sep 7 14:49:07 sns2 platfornf{4309]: [ID 334248 daenon. al ert] syslog
Sep 07 14:49:07 platform file://local host/scnonitor-d.x;flags=ro
Sep 7 14:49:07 sns2 platfornf{4309]: [ID 449452 daenon. al ert] syslog

Sep 07 14:49:07 platform couldn't load file

EXAMPLE 6 Displaying the Last Event in the Event Log

sc0: sms-user: > showl ogs -p e

version: 1

class: |ist.suspects

fault-diag-time: Fri Jun 6 17:20:15 MDT 2003
DE:

schene: di ag- engi ne
aut hority:
product-id: SF15000
chassi s-id: 301AFFFFF
domain-id: D
nanme: sns-de
version: 1.4
uui d: 0x147e965ebb5ec
code: SF15000- 8000- Al
list-sz: 1
fault-events:
version: 1
class: fault.board.io.proc
fault-diag-time: Fri Jun 6 17:20:15 MDT 2003
DE:
schene: di ag- engi ne
aut hority:
product-id: SF15000
chassi s-id: 301AFFFFF
domain-id: D
nanme: sns-de
version: 1.4
ENA-1ist-sz: 4
ENA-1ist: 0x62a6680600000002
0x636a74de00000402
0x6400cd9800000802
0x64be80d400000c02
FRU:
schene: sf-hc
part: 5015396
serial: 445883
aut hority:
product-id: SF15000
chassi s-id: 301AFFFFF
domain-id: D
conmponent: 1015
resource:
schene: sf-hc
part: 5015396
serial: 445883
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authority:
product-id: SF15000
chassi s-id: 301AFFFFF
donmin-id: D
conponent: i 015/ p0
certainty: 100

exampLE 7 Displaying the Last Event in the Event Log — Condensed Format

sc0: sms-user: > showl ogs -E -p e

Li st Event C ass: |ist.suspects

Di agnosi s Engi ne Nane: sns-de

Di agnosi s Engi neVersion: 1.4

Timestanp: Fri Jun 6 17:20:15 MDT 2003
Code: SF15000- 8000- Al

Nurmber of fault events: 1

Fault Event O ass: fault.board.io.proc

Fault Event Timestanp: Fri Jun 6 17:20:15 MDT 2003
Donmain ID affected by the failure: D

Di agnosi s Engi ne Nane: sns-de

Di agnosi s Engine Version: 1.4

I ndi cted resource conponent: i015/p0
PnSn: 5015396445883

Certainty: 100
FRU: 1015
Part Number Serial Nunber : 5015396445883

ExaMPLE 8  Displaying the Last Three List Events in the Event Log — Condensed

Format

sc0: sms-user: > showl ogs -E -p e list 3
Li st Event O ass: |ist.suspects

Di agnosi s Engi ne Nane: sns-de

Di agnosi s Engi neVersion: 1.4

Timestanp: Fri Jun 6 17:20:15 MDT 2003
Code: SF15000- 8000- A1

Nurmber of fault events: 1

Fault Event dass: fault.board.io.proc

Fault Event Timestanp: Fri Jun 6 17:20:15 MDT 2003
Donmain ID affected by the failure: D

Di agnosi s Engi ne Nane: sns-de

Di agnosi s Engine Version: 1.4

I ndi cted resource conponent: i01l5/p0
PnSn: 5015396445883

Certainty: 100
FRU: 1015
Part Number Serial Nunber : 5015396445883

Li st Event dass: l|ist.suspects

Di agnosi s Engi ne Nane: sns-de

Di agnosi s Engi neVersion: 1.4

Timestanp: Fri Jun 6 13:21:20 MDT 2003
Code: SF15000- 8000- Al

Nurmber of fault events: 1
Fault Event O ass: fault.board.io.proc
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Fault Event Timestanp: Fri Jun 6 13:21:20 MDT 2003

Domain I D affected by the failure:

Di agnosi s Engi ne Nane: sns-de
Di agnosi s Engine Version: 1.4

I ndi cted resource conponent: io04/pl

PnSn: 5015397028518

Certainty: 100
FRU. | O4
Part Nunmber Serial Nunber

Li st Event dass: l|ist.suspects
Di agnosi s Engi ne Nane: sns-de
Di agnosi s Engi neVersion: 1.4

Ti mestanp: Fri Jun 6 13:15:18 MDT 2003

Code: SF15000- 8000- Al

Nunber of fault events: 1

Fault Event dass: fault.board.io.proc

D

5015397028518

Fault Event Timestanp: Fri Jun 6 13:15:18 MDT 2003

Domain I D affected by the failure:
Di agnosi s Engi ne Nane: sns-de
Di agnosi s Engine Version: 1.4

D

I ndicted resource conponent: i017/pl

PnSn: 5015397028488

Certainty: 100
FRU. 1017
Part Nunber Serial Nunber

5015397028488

exampLE 9  Displaying the Event Log for a Specific Event Code — Condensed Format

sc0: sms-user: > showl ogs -E -p e SF15000- 8000- H7

Li st Event C ass: |ist.suspects
Di agnosi s Engi ne Nane: sns-de
Di agnosi s Engi neVersion: 1.4

Ti mest anp
Code: SF15000- 8000- H7

Nunber of fault events: 1

Fault Event O ass: fault.board. sb. proc

Thu Jun 5 12:28:12 MDT 2003

Fault Event Timestanp: Thu Jun 5 12:28:12 MDT 2003

Donmain I D affected by the failure:
Di agnosi s Engi ne Nane: sns-de
Di agnosi s Engine Version: 1.4

B

I ndi cted resource conponent: sb12/p0

PnSn: 5014362008423

Certainty: 100
FRU:. SB12
Part Number Serial Nunber

5014362008423

EXAMPLE 10 Displaying an Ereport (Error Report) — Condensed Format

sc0: sms-user: > showl ogs -E -p e ereport

Error Event d ass:

ereport.asic. proc. emushad. i sap: _system request_parity_error_on_i nconi ng_

addr .
Domain I D affected by the failure:

SMS 1.4

D
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following files are used:

/var/ opt / SUNWBMS/ adni pl at f or nf nessages

/ var/ opt / SUNWBMS/ adni domain_id/ messages

/ var/ opt / SUNWBMS/ adni domain_id/ consol e

/ var/ opt / SUNWBMS/ adni domain_id/ sysl og

/ var/ opt / SUNWBMS/ SM5/ adm event s/ event | og

showlogs(1M)

Platform message file
Domain message file
Domain console file
Domain syslog file

Stores all the hardware-
related error and fault
events

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

tail( 1)

Last Modified 19 September 2003 SMS 1.4
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NAME showobpparams - display OpenBoot PROM bring up parameters for a domain

SYNOPSIS showobpparams - d domain_indicator [- v ]

showobpparams - h

DESCRIPTION showobppar ans(1M) enables a domain administrator to display the virtual N\VRAM
and REBOOT parameters passed to OpenBoot PROM by set keyswi t ch(1M). The
- d option with domain_id or domain_tag is required.

OPTIONS The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.
-V Verbose. Displays all available command information.
EXTENDED
DESCRIPTION

Group Privileges You must have domain administrator or domain configurator privileges for the
Required specified domain to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
EXAMPLES EXAMPLE 1 Displaying OpenBoot PROM Parameters for Domain A

sc0: sms-user: > showobpparans -d a

aut o- boot ?=f al se

di ag- swi t ch?=true

f code- debug?=f al se

use- nvranr c?=f al se
security-nmode=none

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO addtag( 1M , setkeyswitch( 1M , setobpparams( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

225

System Administration

showplatform - display the board available component list, the domain state for
each domain, and Capacity on Demand (COD) information.

showplatform [- d domain_indicator] [-p report][-Vv ]

showplatform - h

showpl at f or mM(1M) displays the chassis serial number, available component list,
domain state, and Ethernet address for domains. COD information includes the
headroom amount, number of installed COD right-to-use (RTU) licenses, and the
number of COD RTU licenses reserved for domains. If a domain_id or domain_tag is
specified, only the information for that domain is displayed. If domain_indicator
and - p option are not specified, the available component list, domain states,
Ethernet addresses, and COD information for all domains for which you have
privileges are displayed.

The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

- p report Display specific reports.

Valid reports are:

dormi ns List output is grouped by domain
state.

avail abl e List output is grouped by domain
available component list.

et her net List output is grouped by domain
Ethernet addresses.

cod Capacity on Demand information is
displayed.

csn The chassis serial number of the Sun

Fire high-end system is displayed.

-V Verbose. Displays all available command information.
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showplatform(1M)

The domain state could not be determined, or for
Ethernet addresses, it indicates that the domain

i dpr omimage file does not exist. You need to
contact your Sun service representative.

EXTENDED The domain status is one of the following:
DESCRIPTION
Unknown
Powered O f

Keyswi t ch St andby

Domai n POST
oBP

Runni ng
Loadi ng

OoBP
Runni ng OBP
In OBP Call back

Boot i ng

Loadi ng Sol ari s

Booting Solaris
Domai n Exited OBP

OBP Fail ed

OBP in sync Call back
to CS

Exi ted OBP

In OBP Error Reset

Solaris Halted, in OBP

OBP Debuggi ng

Envi ronnmental Domai n

Hal t

Booting Solaris Failed

Loading Solaris Failed

Last Modified 19 September 2003
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The domain is powered off.

The keyswitch for the domain is in STANDBY
position.

The domain power-on self-test is running.

The OpenBoot PROM for the domain is being
loaded.

The OpenBoot PROM for the domain is booting.
The OpenBoot PROM for the domain is running.

The domain has been halted and has returned to the
OpenBoot PROM.

The OpenBoot PROM is loading the Solaris
software.

The domain is booting the Solaris software.
The domain OpenBoot PROM has exited.
The domain OpenBoot PROM has failed.

The OpenBoot PROM is in sync callback to the
Solaris software.

The OpenBoot PROM has exited.

The domain is in OpenBoot PROM due to an error
reset condition.

Solaris software is halted and the domain is in
OpenBoot PROM.

The OpenBoot PROM is being used as a debugger.

The domain was shut down due to an
environmental emergency.

OpenBoot PROM is running, but boot attempt has
failed.

OpenBoot PROM is running, but loading attempt
has failed.
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Runni ng Sol ari s

Sol aris Quiesce In-
progr ess

Sol ari s Quiesced

Sol aris Resune |n-
pr ogr ess

Sol aris Panic

Sol ari s Pani c Debug

Sol aris Panic Continue

Pani c
Hal t

Sol ari s
Sol ari s
Sol ari s

Dunp
Panic Exit

Envi r onnent al
Enmer gency

Debuggi ng Sol ari s

Sol aris Exited

Domai n Down

In Recovery

Group Privileges
Required

227
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Solaris software is running on the domain.

A Solaris software quiesce is in progress.

Solaris software has quiesced.

A Solaris software resume is in progress.

Solaris software has panicked, and panic flow has
started.

Solaris software has panicked and is entering
debugger mode.

Solaris software has exited debugger mode, and
panic flow continues.

Panic dump has started.
Solaris software is halted.
Solaris software has exited as a result of a panic.

An environmental emergency has been detected.

Debugging Solaris software; this is not a hung
condition.

Solaris software has exited.

The domain is down and set keyswi t ch is in the
ON, DIAG, or SECURE position.

The domain is in the midst of an automatic system
recovery.

If you have platform administrator, operator, or service privileges, showpl at f orm
displays the available component list and board state information on all domains.
Otherwise, only information for domains, for which you have domain
administrator or configurator privileges, is displayed.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
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EXAMPLES Note — An UNKNOWN state for an Ethernet address as shown in the following

CSN:

COD:

PROC
PROC
PROC

EXAMPLE 1

Chassis HostID :

RTUs

sc0: sms-user: > showpl at f orm

installed : 8

Headr oom Quantity : O

RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs
RTUs

Avai | abl e

reserved for domai
reserved for donmi
reserved for donmi
reserved for domai
reserved for donmi
reserved for donmi
reserved for domai
reserved for donmi
reserved for donmi
reserved for domai
reserved for donmi
reserved for donmi
reserved for domai
reserved for donmai
reserved for donmi
reserved for domai
reserved for donmai
reserved for donmi

DS 3303333303333 03033333335

Conponent List for Domains:

5014936C37048

Chassi s Serial Nunber: 353A00053

DO TVOZZIr R«—IOMMOUOT>

OO0OO0OO0OO0O0O0O0O0OO0OO0OO0OOOO0ON

Avai |l abl e

Avai |l abl e

Avai |l abl e

Avai |l abl e

Avai |l abl e

Avai |l abl e

Avai |l abl e

Last Modified 19 September 2003

for domain newA:
SBO SB1 SB2 SBY
101 138 106

for domain engB:
No Syst em boards

for domain engl:
No System boards
No

|
for domain E
No System boards
No

|
for domain domai nF:
No System boards
No | O boards
for domain dmG
No System boards

SMS 1.4

example indicates a missing i dpr omimage file for the domain. Contact your Sun
service representative.

Displaying the Available Component List, Domain State, and COD Infor-
mation for All Domains on a Sun Fire 15K System

The output shown is what you would see if you had platform privileges.
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No | O boards
Avai l able for donmain domain H
No System boards

Available for domain I|:

1 O boards

r domain dmJ:

Syst em boar ds

1 O boards

r domain K

Syst em boar ds

1 O boards

r domain L:

Syst em boar ds
O boards

Avai | abl e o]

Avai | abl e o]

Avai | abl e

o

|

r domain M

Syst em boar ds

1 O boards

r domain N

Syst em boar ds

1 O boards

r domain O

Syst em boar ds
O boards

Avai | abl e

o

Avai | abl e

o

Avai | abl e

o

|
r domain P:
Syst em boar ds
1 O boards

r domain Q
Syst em boar ds
1 O boards

r domain dmR:
Syst em boar ds
1 O boards

Avai | abl e

o

Avai | abl e o]

Avai | abl e

666666666666 -66-66-656-6

Domai n Et her net Addresses:

Domain ID  Domain Tag Et her net Address
A newA 8:0:20: b8: 79: e4
B engB 8: 0: 20: b4: 30: 8c
C domai nC 8: 0: 20: b7: 30: b0
D - 8: 0: 20: b8: 2d: b0
E engl 8:0:20:f1:b7:0
F domai nF 8:0:20: be: f8: a4
G dmG 8: 0: 20: b8: 29: ¢c8
H - 8:0:20:f3:5f: 14
| - 8: 0: 20: be: f5: d0
J dmJ UNKNOWN

K - 8:0:20:f1: ae: 88
L - 8: 0: 20: b7: 5d: 30
M - 8:0:20:f1:b8:8
N - 8:0:20:f3:5f:74
(0] - 8:0:20:f1:b8: 8
P - 8: 0: 20: b8: 58: 64
Q - 8:0:20:f1:b7: ec
R dmR 8:0:20:f1:b7:10

Domai n Confi gurations:

Donmi nl D Domai n Tag Sol ari s Nodenane Donmi n St at us

A newA - Powered O f

B engB sunl5-b Keyswi t ch St andby
C donai nC sunlb5-c Runni ng OBP

D - sunl5-d Running Sol ari s

E engl sunl5-e Runni ng Sol ari s
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F domai nF sunl5-f Runni ng Sol ari s
G dmG sunl5-g Running Sol ari s
H - sunl5-g Sol ari s Quiesced
| - - Powered O f

J dmJ - Powered O f

K - sunl5- k Booting Sol aris
L - - Powered O f

M - - Powered Of f

N - sunl5-n Keyswi t ch St andby
O - - Power ed O f

P - sunl5-p Running Sol ari s
Q - sunl5-q Running Sol ari s
R dnnR sunls5-r Runni ng Sol ari s

ExaMpLE 2 Showing the Available Component List and Domain State for Domain
engB

sc0: sms-user: > showpl atform -d engB

CCOD:

PROC RTUs reserved for domain B: 0

Avai | abl e Conmponent List for Domains:

Avai l able for domain engB:
SB4 SB5 SB6
14 106

Domai n Et her net Addr esses:

Domain ID Domain Tag Et her net Address
B engB 8: 0: 20: b4: 30: 8c

Donmai n Confi gurations:

Donei nl D Domai n Tag Sol ari s Nodenane Donmi n St at us
B engB sunl5-b Keyswi t ch St andby
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ExaMPLE 3 Displaying the Platform for Domain Administrators

The following example shows the domain available component list and state
information for all domains for which you have domain administrator or
configurator privileges; in this case, domains engB, C, and E.

sc0: sms-user: > showpl at f orm

COD:

PROC RTUs reserved for domain B: O
PROC RTUs reserved for domain C: O
PROC RTUs reserved for domain E: O

Avai | abl e Conmponent List for Domains:

Avai l able for domain engB:

SB1 SB2 SB3 SB4 SB5 SB6

10 1T QR 1B 141G 106 107
Avai l able for domain C

SB1 SB2 SB3 SB4 SB5 SB6

10 12 1B 1A 1CE 106 107
Avail able for domain E

SB1 SB2 SB3 SB4 SB5 SB6

10 1T QR 1B 141G 106 107

Domai n Et her net Addresses:

Domain ID  Domain Tag Et her net Address
B engB 8: 0: 20: b4: 30: 8¢
C domai nC 8: 0: 20: b7: 30: b0
E engl 8:0:20:f1:b7:0

Donmai n Confi gurati ons:

Donmai nl D Domai n Tag Sol ari s Nodenane Donai n St at us

B engB sunl5-b Keyswi t ch St andby
C donai nC sunl5-c Runni ng OBP

E engl sunlb5-e Running Sol ari s

EXAMPLE 4 Showing the Available Component List for Domain engB

scO: sms-user: > showpl atform -d engB -p avail abl e

Avai | abl e Conponent List for Donains:

Avail able for domain engB:
SB4 SB5 SB6
[No e
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EXIT STATUS

exampLE5  Displaying Domain Status for Domain engB
sc0: sms-user: > showpl atform -d engB -p donai ns

Domai n Confi gurations:

Dormai nl D Domai n Tag Sol ari s Nodenane Domai n St at us
B engB sunl5-b Keyswi t ch St andby

exaMpLE 6  Displaying COD Right-to-Use (RTU) License Reservation for Domain engB

sc0: sms-user: > showpl atform -d engB -p cod
COD:

PROC RTUs reserved for domain B: O
ExaMPLE 7 Displaying All COD Information

The output shown is what you would see if you had platform privileges. If the
Chassis HostID value is UNKNOWN, power on the centerplane support boards
and then run the command showpl atform - p cod again to display the Chassis
HostID. After you power on the centerplane support boards, allow up to one
minute for the Chassis HostID information to display in the showpl at f orm
output.

scO0: sms-user: > showpl atform -p cod
CQOD:

Chassis Host| D : 5014936C37048
PROC RTUs installed : 8
PROC Headroom Quantity : O
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai
PROC RTUs reserved for donmai

[eNoNoNoloNoloNoloNolNoNeNeNeNeNeo NN

535S 3 33333333 333333353
TDOVOZZIrX«“~"IOTMMOO®>

The following exit values are returned:

0 Successful completion.
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ATTRIBUTES

SEE ALSO

ga b~ W N PP

System Administration

An invalid domain was specified.

An invalid command-line option was specified.
An incorrect number of domains was specified.
The user does not have valid privileges.

An error occurred communicating with the platform configuration
daemon (pcd(1M)).

An error occurred communicating with the hardware access
daemon (hwad(1M)).

An error occurred communicating with the task management
daemon (t md(1M)).

An internal error occurred.

An error occurred communicating with the Capacity on Demand
daemon (codd(1M)).

See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

addcodlicense( 1M , addtag( 1M , hwad( 1M, pcd( 1M , setupplatform( 1M,

tmd( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

EXTENDED
DESCRIPTION

Group Privileges
Required

showxirstate - display CPU dump information after a reset pulse has been sent to
the processors

showxirstate - d domain_indicator [- v ]
showxirstate - f filename [- v ]

showxirstate - h

showxi r st at e(1M) displays CPU dump information, but only after a reset pulse
(with the r eset - x command) has been sent to the processors. This save-state
dump can be used to analyze the cause of abnormal domain behavior.

showxi r st at e creates a list of all active processors in that domain and retrieves
the save-state information for each processor, including its signature.

If a domain_indicator or filename is not specified, showxi r st at e returns an error.
The following options are supported:

- d domain_indicator Specifies the domain using one of the following:

domain_id — ID for a domain. Valid domain_ids are A-R
and are not case sensitive.

domain_tag — Name assigned to a domain using
addt ag(1M).

- f filename Name of the file containing a previously generated
xi r_dunmp. The defaultis/var/ opt/ SUNWSMS/ adni
domain_id/ dunp and cannot be changed.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h
is ignored.

-V Verbose. Displays all available command information.

You must have domain administrator privileges on the specified domain to run this
command. No special privileges are required to read the xi r _dunp files.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.
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EXAMPLES
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EXAMPLE 1

scO0: sms-user: > showxi rstate -dA

Location: SB4/PO
XI'R Magi ¢

XIR Save Total Size
ver 00000000.
t ba 00000000.
pi | 0x0

y 00000000
af sr 00000000.
pcont ext: 00000000.
dcu : 00000000.
der 00000000
pcr 00000000
gsr 00000000
sof tint 0x0000
pa_wat ch: 00000000
va_wat ch: 00000000.
instbp : 00000000
tick: 00000000.000

stick: 00000000. 000
tl: 0

tt tstate

0x00 0x0000000000
0x00 0x0000000000
0x00 0x0000000000
0x00 0x0000000000
0x00 0x0000000000

d obal s:

R Nor mal

0 00000000. 00000000
00000000. 00000000

1 00000000. 00000000
00000000. 00000000

2 00000000. 00000000
00000000. 00000000

3 00000000. 00000000
00000000. 00000000

4 00000000. 00000000
00000000. 00000000

5 00000000. 00000000
00000000. 00000000

6 00000000. 00000000
00000000. 00000000

7 00000000. 00000000
00000000. 00000000

wst ate: 0x00
cansave: 0
canrestore: 0O

clea
ot he

Regi ster W ndows:
W ndow O

Local s

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000
00000000
00000000
00000000
00000000
00000000

ORAWNROT

XI'R Version 00415645 Bugl eve

0x58495253 byt es

00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000

af ar
scont ext :

00000000
00000000
00000000
00000 tick_cnpr:
00000 stick_cnpr:

t pc

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

Al ternate
00000000. 00000000

00000000. 00000000

00000000. 00000000

00000000. 00000000

00000000. 00000000

00000000. 00000000

00000000. 00000000

00000000. 00000000

nwn: 0
rwin: O

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000
00000000
00000000
00000000
00000000
00000000

SMS 1.4

System Administration

Displaying Dump Information for Domain A With 1 CPU

00000000

00000000. 00000000
00000000. 00000000

00000000. 00000000
00000000. 00000000

t npc

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

I nterrupt
00000000. 00000000

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

00000000. 00000000

Last Modified 19 September 2003



System Administration

W ndow 1

Local s

S “VourwNnROT

V ndow 2
Local s

S “ourwNnRO T

V ndow 3
Local s

S “ourwNnRO T

V ndow 4
Local s

S “ourwNnRO T

V ndow 5
Local s

~NouUhwWNRO T

W ndow 6
R Local s

Last Modified 19 September 2003

6 00000000.
7 00000000.

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

0 00000000.

00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000

00000000.
00000000.

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

I ns

00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.
00000000.

I ns

00000000.

SMS 1.4

00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
00000000
00000000
00000000
00000000
00000000
00000000
00000000

00000000
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EXIT STATUS
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00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

V ndow 7
Local s I ns

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

~NoubhwNRE O ;UE ~NoubhwNE

nest _save_ptr: 00000000

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

XI' R Nest Version 00000000 Bugl evel 00000000
XI'R Nest nest_count 0 save_block 88

tick: 00000000. 00000000
stick: 00000000. 00000000

tl: 73
tt tstate tpc

t npc

System Administration

0x00
0x00
0x00
0x00
0x00

0x0000000000
0x0000000000
0x0000000000
0x0000000000
0x0000000000

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000
00000000. 00000000

Processor signatures:

SBO/ PO: Sol ari s/ Run/ Nul | (4f530100)
SBO/ P1: Sol ari s/ Run/ Nul | (4f530100)
SBO/ P2: Sol ari s/ Run/ Nul | (4f530100)
SBO/ P3: Sol ari s/ Run/ Nul | (4f530100)
1 00/ PO: Sol ari s/ Run/ Nul | (4f530100)
1 C0/ P1: Solaris/Run/Null (4f530100)
SB1/ PO: OBP/ ???/ Nul | (4f421300)
SB1/ P1: Sol aris/Run/Null (4f530100)
SB1/P2: OBP/Exit/Error Reset Reboot (4f420209)
SB1/ p3: Sol aris/Run/Null (4f530100)
1 01/ PO: Sol ari s/ Run/ Nul | (4f530100)
101/ P1: Solaris/Run/Null (4f530100)

The following exit values are returned:

0
>0

Successful completion.

An error occurred.

SMS 1.4
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

SEE ALSO reset( 1M

Last Modified 19 September 2003

SMS 1.4

238



smsbackup(1M)

NAME

SYNOPSIS

DESCRIPTION

OPTIONS

OPERANDS

239

System Administration

smsbackup - back up the SMS environment

smsbackup directory_name

smsbackup - h

snsbackup(1M) creates a cpi o(1) archive of files that maintain the operational
environment of SMS. To create a complete and accurate backup, turn off SMS before
running snsbackup. For information about manually starting and stopping SMS
refer to the System Management Services (SMS) 1.4 Installation Guide .

Whenever changes are made to the SMS environment—for example, by shutting
down a domain— you must run snsbackup again to maintain a current backup
file for the system controller.

The name of the backup file is sms_backup. X.X. cpi 0, where X.X represents the
active version from which the backup was taken.

Restore SMS backup files using the snsr est or e(1M) command.

If any errors occur, smsbackup writes error messages to / var / sadni syst ent
| ogs/ smsbackup if / var/ sadm syst eni | ogs exists and / var/ t np if it does not
exist.

The following option is supported

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

The following operands are supported:

directory_name Name of the directory in which the backup file is created. This
file can reside in any directory on the system, connected network
or tape device to which you have read/write privileges. If no
directory_name is specified, a backup file is created in / var / t np.
The directory_name does not require the absolute path name for
the file.

The directory_name specified must be mounted as a UFS file
system. Specifying a TMPFS file system, such as / t np, causes
snebackup to fail. If you are not certain that your directory_name
is mounted as a UFS file system, type:

[usr/bin/df -F ufs directory_name

A UFS file system returns directory information. Any other type
of file system returns a warning.
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EXTENDED
DESCRIPTION

Group Privileges You must have superuser privileges to run this command.

Required
Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the

System Management Services (SMS) 1.4 Administrator Guide for more information.
EXAMPLES EXAMPLE 1 Backing Up SMSto/ var/ opt / SUNWBMS/ bkup

sc0: sms-user: > snmsbackup /var/ opt/ SUNWBVS/ bkup

EXAMPLE 2 Backing Up SMS to Tape Device 0

sc0: sms-user: > snsbackup /dev/rnt/0

EXAMPLE 3 Backing Up SMS to TMPFS System

sc0: sms-user: > snsbackup /tnp

ERROR: smsbackup fails to backup to /tnp, a TMPFS
file system Please specify a directory that is
mounted on a UFS file system

ABORT:

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

FILES The following file is used by this command:

/var/ sadm syst eni | ogs/ snmsbackup snsbackup log file

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO smsrestore( 1M
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smsconfig - configures the SMS environment

smsconfig - m

smsconfig - m 11 [ domain_id] sc] netmask]
smsconfig - mI12 [scO] scl] netmask]

smsconfig - mL

smsconfig - g

smsconfig - a -u username - G platform_role platform
smsconfig -r -u username - G platform_role platform
smsconfig -a -u username - G domain_role domain_id
smsconfig -r -u username - G domain_role domain_id
smsconfig -1 domain_id

smsconfig - | platform

smsconfig - s security_option

smsconfig - v

smsconfig - h

snsconf i g(1M) configures the SMS environment in a three areas: network
management, security, and user group privileges.

smsconf i g configures and modifies host name and IP address settings used by the
MAN daemon, mand(1M). For each network, smsconfi g can singularly set one or
more interface designations within that network. By default, snsconf i g steps
through the configuration of both internal networks and the external community
network.

Note — Once you have configured or changed the configuration of the MAN
network you must reboot the system controller (SC) in order for the changes to take
effect.

To configure an individual network, append the net_id to the command line.
Management network net_ids are designated | 1, | 2, and L. Configure a single
interface within an enterprise network by specifying both the desired interface and
its net_id. Any changes made to the network configuration on one SC using
snsconfi g - mmust be run on the other SC. Network configurations files are not
automatically propagated.

For security purposes, SMS disables forwarding, broadcast, and multicast by setting
the appropriate ndd utility variables upon startup.
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OPTIONS

The Sun Fire high end systems also enables you to further secure the SC allowing
you to use snsconfi g -s ssh as part of the Security Toolkit SC hardening
process. To harden the SC, follow the procedures found in the following Sun
BluePrints Online articles available at:

http://ww. sun. com security/blueprints

= Securing Sun Fire 12K and 15K System Controller: Updated for SMS 1.4
= Securing Sun Fire 12K and 15K Domains: Updated for SMS 1.4

snsconf i g configures the UNIX groups used by SMS to describe user privileges.
SMS uses a default set of UNIX groups installed locally on each SC. snsconfi g
enables you to customize those groups using the - g option. For more information
refer to the System Management Services (SMS) 1.4 Installation Guide .

snsconfi g also adds users to SMS groups and configures domain and platform
administrative privileges. snsconf i g sets access control list (ACL) attributes on
SMS directories.

Note — Do not manually edit the / et ¢/ gr oup SMS file entries to add or remove
users. Otherwise user access will be compromised.

The following options are supported:

-a Adds a user to an SMS group and provides read, write, and
execute access for a domain or for the platform directories.
You must specify a valid username, SMS group, and if
applicable, a domain_id

-G Indicates an SMS group. No group name is case sensitive.

-g Configures the UNIX groups used by SMS to describe user
privileges.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

- Lists all users with access to the specified SMS domain or
platform.

-m Configures all interfaces for all enterprise networks and the

external community.

-ml1l Configures all interfaces for enterprise network | 1. Network
designation is not case sensitive. You can exclude a domain
from the I1 network configuration by using the word NONE as
the MAN hostname. This applies to the 11 network only.

-m 2 Configures all interfaces for enterprise network | 2. Network
designation is not case sensitive.
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-mL Configures all interfaces for the external community network.
Network designation is not case sensitive.

-r Removes a user from an SMS group and denies read, write,
and execute access for a domain or for the platform
directories. You must specify a valid username, SMS group
and if applicable, a domain_id.

-s security_option  This option is used to configure the SMS software to use the
security feature. The feature to configure is specified by

security_option

The following are valid values for security_option:

ssh

rsh

Instructs SMS to use ssh-based
commands in place of the default rsh-
based commands for communicating with
the remote SC. All of the ssh-based
commands must reside in / usr/ bi n. If
they are not found in / usr/ bi n,
snsconfi g exits and logs an error.

NOTE: Ensure the Secure Shell is
configured properly on both SCs before
enabling the SMS software to use it. If
ssh is not configured, snsconfi g
displays and logs an error then exits.
Refer to the ssh and scp man pages for
more information.

r sh(1) is the default remote shell in SMS
software. When Secure Shell has not been
configured properly, SMS attempts to use
the default remote shell. Therefore we
strongly recommended that you keep r sh
enabled until snsconfi g -s ssh
successfully configures the SMS software.
Once Secure Shell is configured you can
disable r sh by hardening the SC. Refer to
the Online Blueprints documentation and
the security section of the System
Management Services (SMS) 1.4 Installation
Guide for more information.

Reconfigures SMS to use r sh-based
commandes.

- U username Indicates user login name.

-V Displays remote shell configuration.

SMS 1.4
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OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES

smsconfig(1M)

The following operands are supported:

domain_id

domain_role

pl atform

platform_role

SCo, SC1

net mask

ID for a domain. Valid domain_ids are A-R and are not case
sensitive.

Valid domain_roles are:
adm

rcfg

Specifies the Sun Fire high end platform and platform-specific
directories. The platform name must begin with a letter, can
contain numbers, letters, and the “-” symbol, and must not
exceed 15 characters. (It must comply with RFC-921.) The
platform name is used as the default prefix for hostnames of
internal network interfaces. In example 1, below, the platform
name is sunlb5.

Valid platform_roles are:
adm

oper

svc

Interface designation for the Sun Fire high end systems SC.
Interface designations are not case sensitive.

A 32-bit number that masks or screens out the network part of
an IP address in a subnet so that only the host computer part of
the address remains visible. Commonly displayed in decimal
numbers, for example, 255.255.255.0 is a common netmask in a
Class C subnet. net mask is not case sensitive.

You must have superuser privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Setting Up the MAN Network

You must configure all interfaces in the MAN network. This example steps through
all the prompts needed to completely set up all three enterprise networks using
IPv4. An IPv6 network example differs slightly.

Last Modified 19 September 2003
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Caution— The IP addresses shown in the following examples are examples only.
Refer to your Sun Fire 15K/12K System Site Planning Guide for valid IP addresses for
your network. Using invalid network IP addresses could, under certain
circumstances, make your system unbootable!

There are no prompts for net masks, and / et ¢/ i pnodes are modified in addition
to/etc/ hosts.

On the CP1500 board, the default NICs for community C1 are hne0 and eri 1. On
the CP2140 board, they are eri 0 and eri 3. The CP2140 board was no hme
devices. IP addresses on the external network for f ai | over, hneO, eri 0, eri 1,
and eri 3 on each SC must be unique. The floating IP address is the same on both
SCs.

By default, the | 1 network settings are derived from the base network address
entered for that network. You can exclude a domain from the 11 network
configuration by using the word NONE as the MAN hostname. See EXAMPLE 4. For
more information refer to the System Management Services (SMS) 1.4 Installation
Guide .

Once you have configured the MAN network, you must reboot the SC.

sc0: # snmsconfig -m

The platformnane identifies the entire host machine to the SM5 software.
The pl atform nane occupies a different name space than domain nanes
(host nanes of bootabl e systens).

What is the nane of the platformthis SMS will service? sunlb
Configuring the External Network for Community Cl

Do you want to define this Comunity? [y,n] Y

Two network interfaces controllers (NICs) are required for | PMP network
failover.

Enter NI Cs associated with comunity CL [hneO eril]: [Return]

Enter hostnane for hme0 [sunil5-scO-hne0]: [ Ret urn]
Enter |1P address for sunl5-scO-hnme0: 10.1.1.52

Enter hostnane for eril [sunl5-scO-eril]:[Return]
Enter 1P address for sunl5-scO-eril: 10.1.1.53

The Logical /Floating | P hostname and address will "float" over to
whi chever systemcontroller (SCO or SCl) is acting as the main SC

Enter Logical/Floating |P hostnane for comunity Cl [sunl5-sc-Cl]:
[ Ret urn]

Enter I1P address for sunl5-sc-Cl: 10.1.1.50

Enter Netmask for conmunity Cl: 255.255.255.0

Enter hostnane for community Cl failover address [sunl5-scO-Cl-
failover]:[ Return]
Enter |P address for sunl5-scO-Cl-failover: 10.1.1.51
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Host nane

sunl5-sc-Cl
sunl5-sc0- Cl-fail over
sunl5-scO0-eri 0
sunl5-scO0-eri 3

Do you want to:
1) Accept these network
2) Edit these network se

smsconfig(1M)

| P Address (platfornesunlb)
10.1.1.50
10.1.1.51
10.1.1.52
10.1.1.53

settings.
ttings.

3) Delete these network settings and go onto the next community? [y,n] Yy

Configuring the Externa
Do you want to define thi

Configuring |1 Managenent
MAN |1 Network ldentifica
Enter the I P network nunb
Enter the netnmask for the

Host nanme | P Addres
net mask-i 1 255.255. 2
sunl5-sc-il 10.2.1.1
sunl5-a 10.2.1.2
sunl5-b 10.2.1.3
sunlb5-c 10.2.1.4
sunl5-d 10.2.1.5
sunlb5-e 10.2.1.6
sunlb5-f 10.2.1.7
sunl5-g 10.2.1.8
sunl5-h 10.2.1.9
sunlb5-i 10.2.1.10
sunl5-j 10.2.1.11
sunl5-k 10.2.1.12
sunl5-1 10.2.1.13
sunl5-m 10.2.1.14
sunl5-n 10.2.1.15
sunl5-o 10.2.1.16
sunl5-p 10.2.1.17
sunlb5-q 10.2.1.18
sunls-r 10.2.1.19

Do you want to accept the

Configuring |2 Managenent
MAN |2 Network |dentifica
Enter the I P network nunb
Enter the netmask for the

Host nane | P Add
net mask-i 2 255. 25
sunl5-sc0-i 2 10.3.1
sunl5-scl-i2 10.3.1

Do you want to accept the
Creating /.rhosts to fac

MAN Net wor k configuration
Changes will take effect

The fol |l owi ng changes are
file.

Network for Comunity C2
s Community? [y,n] N

Network - "I11" is the Domain to SC MAN.

tion

er (base address) for the 11 network: 10.2.1.0
11 MAN network [ 255.255.255.224 ]: [ Return}

s pl at f or mnesun15)

55. 224

se network settings? [y,n] Yy

Network - "12" is for SCto SC MAN.

tion

er (base address) for the 12 network: 10.3.1.0
12 MAN network [ 255.255.255.252 ]:[ Return]

ress(pl atfornrsunlb)

5. 255. 252
.1
.2

se settings? [y, n]
litate file propagation ... done

nmodi fi ed
on next reboot.

about to be applied to the "/etc/hosts" hosts
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=
N

2 sunl5-a
3 sunl5-b
4 sunl5-c
5 sunl5-d
6 sunlbs-e
7 sunls-f
8 sunl5-g
9 sunl5-h
10 sunil5-

11 sunl5-j
12 sunl5-k
13 sunilb5-

sunl5-m
15 sunl5-n
16 sunl5-o
17 sunl5-p
18 sunl5-q
19 sunil5-r

Update the hosts file,

Hosts file "/etc/hosts"

#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#
#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#
#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#
#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#
#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#
#smsconfi g-entry#
#snsconfi g-entry#
#snsconfi g-entry#

System Administration

1 sunl5-sc-i 1 #smsconfig-entry#

50 sunl5-sc-Cl #snsconfig-entry#

51 sunl5-scO0-Cl-failover #smsconfig-entry#
52 sunl5-sc0- hme0 #smsconfig-entry#

53 sunlb5-scO-eril #smsconfig-entry#

1 sunl5-sc0-i 2 #smsconfig-entry#

2 sunl5-scl-i2 #smsconfig-entry#

/etc/hosts", with these changes? [y,n] Yy

has been updat ed

The following information is about to be applied to the "/etc/netnasks"

file.

ADD network: 10.1.1.50

ADD net wor k:
ADD net wor k:

Update the netmasks file,

mask: 255.255.255.0

"/ etc/ net masks",

10.2.1.0, mask: 255.255.255.224
10.3. 1.0, mask: 255.255.255. 252

wi th these changes? [y,n] Yy

Net masks file "/etc/netnmasks" has been updated

smsconfig conpl ete.

sc#

EXAMPLE 2

Configuring the 12 Network

SMS 1.4

Log file is /var/sadnf systeni| ogs/snmsconfig
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sc0: # snsconfig -m12

Configuring |2 Managenment Network - '12' is for SCto SC MAN
Whi ch System Controller are you configuring [choose 0 or 1]: O.
Host nane | P Address (pl atformrsunl5)

net mask-i 2 255. 255. 255. 252

sunl5-sc0-i2 10.3.1.1

sunlb-scl-i2 10.3.1.2

Do you want to accept these network settings? [y,n] n

MAN |2 Network Identification

Enter the I P network nunber (base address) for the 12 network: 172.16.0.0
Enter the netmask for the 12 MAN network [ 255.255.255.252 ]: [Return]

Host nane | P Addr ess(pl at f or nFsunl5b)

net mask-i 2 255. 255. 255. 252

sunlb5-sc0-i 2 172.16.0.1

sunl5-scl-i2 172.16.0.2

Do you want to accept these network settings? [y,n] Yy
Creating /.rhosts to facilitate file propagation ... done.

MAN Net wor k configurati on nodified!

Changes wi |l take effect on the next reboot.

The foll owi ng changes are about to be applied to the "/etc/hosts" hosts
file.

ADD: 172.16.0.1  sunl5-sc0-i2 #snsconfig-entry#

ADD: 172.16.0.2 sunl5-scl-i 2 #smsconfig-entry#

Update the hosts file, “/etc/hosts”. with these changes [y,n] Yy

Hosts file “/etc/hosts” has been updated.

The following information is about to be applied to the “/etc/netnmasks”
file.

ADD network: 172.16.0.0, mask: 255.255.255. 252

Update the netnmasks file, “/etc/netmasks”, with these changes? [y,n] Yy
Net masks file “/etc/netnmasks” has been updat ed.

sc#
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ExAMPLE 3 Configuring Internal Host Name and IP Address, SC to Domain B, on the
11 Network

sc0: # snsconfig -ml11 B

Enter the MAN hostnane for DB-11 [ sunl5-b ]: domainB-il
I could not automatically determ ne the | P address of donminB-i l.

Pl ease enter the |P address of domminB-i1l: 10.2.1.20

You shoul d make sure that this host/IP address is set up properly in the
/etc/inet/hosts file or in your |ocal nane service system

Network: 11 (DB-11) Hostname: domainB-il |P Address: 10.2.1.20
Do you want to accept these settings? [y,n] Yy
Creating /.rhosts to facilitate file propagation ... done.

MAN Net wor k configuration nodified!
Changes will take effect on the next reboot.

The foll owi ng changes are about to be applied to the "/etc/hosts" hosts
file.

Update the hosts file, "/etc/hosts", with these changes? [y,n] Yy
Hosts file "/etc/hosts" has been updated.

Sc#

exampLE 4  Excluding Domain D From the 11 Network

By excluding a domain, you will no longer be able to perform DR operations
(r cf gadn) from the SC on that domain. You can still perform DR operations
(cf gadm on the domain itself. Refer to the Sun Fire 15K/12K Dynamic
Reconfiguration (DR) User Guide for more information.

sc0: # smsconfig -m11 D

Enter the MAN hostnane for DB-11 [ sunl5-b ]: NONE
Network: 11 (DB-11)

Host nane: NONE | P Address: None

Do you want to accept these settings? [y,n] Y

Creating /.rhosts to facilitate file propagation ... done.

sc#
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ExAMPLES  Configuring Non-Default Groups

In this example all domain administrator and domain reconfiguration groups are
left as the default groups.

sc0: # snsconfig -g
1) Edit current configuration
2) Restore default groups

3) Quit
Sel ect one of the above options: 1
NOTE: In order to configure a new group the group nust already exist.

The Pl atform Admi ni strator group has configuration control, a neans to
get environmental status, the ability to assign boards to domains, power
control and other generic service processor functions.

Enter the nane of the Platform Adm nistrator group [platadm]? zeus

The Pl atform Operator group has a subset of the platformprivileges,
limted generally to platformpower control and platform status.

Enter the nane of the Platform Operator group [platoper]? poseidon

The Pl atform Service group posses platformservice comand privileges in
addition to limted platformcontrol and platformconfiguration status
privil eges

Enter the nane of the Platform Service group [platsvc]? kronos

The Domai n Admini strator group posses domain control and status, and
consol e access privileges (for the respective donain), but does not
posses platformw de control or platformresource allocation privileges.

Enter the nane of the Donain A Admi nistrator group [dmaadmm]? [ Return]
Enter the nane of the Domain B Administrator group [dmbadmm]? [Return
Enter the nane of the Donain C Administrator group [dmcadmm]? [Return
Enter the nane of the Donmain D Administrator group [dmdadm]? [Return
Enter the nane of the Domain E Admi nistrator group [dmeadmm]? [Return
Enter the nane of the Donain F Administrator group [dmfadmm]? [Return
Enter the nane of the Donmain G Administrator group [dmgadmm]? [Return
Enter the nane of the Domain H Admi nistrator group [dmhadmm]? [Return
Enter the nane of the Donamin | Admnistrator group [dmiadm]? [Return
Enter the nane of the Donmain J Administrator group [dmjadm]? [Return
Enter the nane of the Domain K Admi nistrator group [dmmkadmm]? [Return
Enter the nane of the Donain L Administrator group [dmladm]? [Return
Enter the nane of the Donmain M Administrator group [dmmadm] ? [Return
Enter the nane of the Domain N Admi nistrator group [dmnadmm]? [Return
Enter the nane of the Donamin O Admi nistrator group [dmoadmm]? [Return
Enter the nane of the Donmain P Administrator group [dmpadm]? [Return
Enter the nane of the Domain Q Administrator group [dmmgadmm]? [Return
Enter the nane of the Donain R Administrator group [dmradmm] ? [ Return

The Dommi n Reconfiguration group posses a subset of the Donmin
Admi ni stration group privileges. This group has no domain control other
than board power and reconfiguration (for the respective donain).

Enter the nane of the Domain A Reconfiguration group [dmarcfg]? [Return]
Enter the nane of the Domai n B Reconfiguration group [dmmbrcfg]? [ Return]
Enter the nane of the Domain C Reconfiguration group [dmcrcfg]? [Return]
Enter the nane of the Donai n D Reconfiguration group [dmdrcfg]? [ Return]
Enter the nane of the Dommin E Reconfiguration group [dmercfg]? [Return]
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Donai n F Reconfiguration group [dmfrcfg]? [ Return]

Donai n
Donai
Dormai
Donai
Donai
Dormai
Donai
Donai
Dormai

5S3533333335

G Reconfigurati
H Reconfigurati
| Reconfigurati
J Reconfigurati
K Reconfigurati
L Reconfigurati
M Reconfi gurati
N Reconfigurati
O Reconfigurati

on group [dmgrcfg] ? [ Return]
on group [dmhrcfg] ? [ Return]
on group [dmircfg]? [ Return]
on group [dmjrcfg]? [ Return]
on group [dmkrcfg]? [ Return]
on group [dmlrcfg]? [ Return]
on group [dmnrcfg] ? [ Return]
on group [dmnrcfg] ? [ Return]
on group [dmorcfg]? [ Return]

Domai n P Reconfiguration group [dmprcfg]? [ Return]
Domai n Q Reconfiguration group [dmqrcfg] ? [ Return]
Domai n R Reconfiguration group [dmrrcfg]? [ Return]

Configuration conplete.

Sel ect one of the above options:
1) Edit current configuration

2) Restore default

3) Quit

gr oups

Sel ect one of the above options: 3

Sc#

EXAMPLE 6

Configuring SMS to Use Secure Shell

Ensure ssh is enabled, otherwise when running this command you will receive an
error message and smsconfig will exit.

sc0: # snsconfig -s ssh

Enabl i ng ssh. ..
Passwor d/ passphrase
Systemwi | |

Tue Cct

use ssh
12 13:21:06

snmsconfig conpl ete.

EXAMPLE 7

PST 2002

Configuring SMS to Use r sh

sc0: # snmsconfig -s rsh

System wi | |

Tue Cct

EXAMPLE 8

use rsh

12 13:25:06 PST 2002
smsconfig conpl ete.

Displaying the Remote Shell

sc0: # snsconfig -v
Renot e Shel |

Renot e Shel |
12 13:27:10 PST 2002
smsconfig conpl ete.

Tue Cct

EXAMPLE 9

[ usr

/bin/rsh

aut hentication can be ignored.

Adding a User to the Domain Administrator Group and Configuring Ac-
cess to the Domain B Directories

SMS 1.4

Last Modified 19 September 2003



System Administration smsconfig(1M)

You must specify a valid user name and valid SMS group and domain.

sc0: # snsconfig -a -u fdjones -G adm B
fdj ones has been added to the dmBadmm group.
Al'l privileges to donain B have been applied.

EXAMPLE 10 Adding a User to the Domain Configurator Group and Configuring Access
to the Domain C Directories

You must specify a valid user name and valid SMS group and domain.
sc0: # snsconfig -a -u fdjones -Grcfg C

fdjones has been added to the dmGCrcfg group
Al'l privileges to domain C have been appli ed.

exaMmpPLE 11 Configuring Access to the Platform Directories

You must specify a valid user name and valid SMS group and the platform.
sc0: # snsconfig -a -u jtd -G svc platform

jtd has been added to the platsvc group
Al privileges to the platform have been applied.

ExAMPLE 12 Displaying Users With Access to the Domain C Directories
sc0: # snsconfig -1 C

f dj ones
shea

EXAMPLE 13 Displaying Users With Access to the Platform Directories

sc0: # snsconfig -1 platform
f dj ones
jtd

EXAMPLE 14 Removing User Access to the Domain C Directories

You must specify a valid username and valid SMS group. Any user who belongs to
more than one group with access to a domain, must be removed from all groups
before directory access is denied.

sc0: # snsconfig -r -u fdjones -Grcfg C
fdjones has been renoved fromthe dmCrcfg group
fdjones belongs to the dmCadmm group

Access to domain C renmi ns unchanged
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sc0: # snsconfig -r -u fdjones -G adm C
fdj ones has been renoved fromthe dmCadm group.
Al'l access to domain Cis now denied.

EXAMPLE 15 Configuring Using an Invalid Group name

You must specify a valid SMS group.
sc0: # snsconfig -a -u fdjones -G staff D

ERROR: group staff does not exist
ABORTI NG

EXAMPLE 16 Mixing Groups and Designations

You must specify group names with the correct area designations. The adm group
works with either designation.

sc0: # smsconfig -a -u fdjones -G rcfg platform
ERROR: group rcfg cannot access the platform
ABORTI NG.

sc0: # snmsconfig -a -u fdjones -G oper D
ERROR:  group oper cannot access a donain
ABORTI NG

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

FILES The following configuration files are required:

/ et ¢/ host nane. scman0 MAN Ethernet interface file
/ et ¢/ host nane. scnanl MAN Ethernet interface file

/ et c/ opt/ SUNWBMS/ confi g/ MAN. cf  MAN daemon configuration file

Note — MAN. cf is an internal SMS system file and should not be modified except
by authorized Sun Microsystems personnel.
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ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

Interface Stability Evolving

SEE ALSO mand( 1M, ndd( 1M, rsh(1), scp(1), ssh(1)
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS
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smsconnectsc - accesses a remote SC console

smsconnectsc [- y| n]

smsconnectsc - h

snmsconnect sc creates a remote t i p console session from a local SC in order to
reach a hung remote SC console.

snmsconnect sc enables the bit that connects the local SC's port B to the remote SC's
RS-232 port A when you are logged in to the local SC. The remote SC is the SC that
is hanging. Once the tt y connection is enabled, snsconnect sc invokes ati p
console session to the remote SC. Using the ti p console session, you can do
whatever needs to be done to the remote SC.

snmeconnect sc works in the absence of an external connection to the remote SC. If
the remote SC has an active external connection to port A, then snsconnect sc
fails and the session usually hangs. To exit, type:

After you finish, there are several ways to end the session, depending on whether
you logged in to the local SC using t el net or rl ogi n. See the EXTENDED
DESCRIPTION section.

The following options are supported.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-n Automatically answers “no” to all prompts.

-y Automatically answers “yes” to all prompts.
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EXTENDED
DESCRIPTION

smsconnectsc(1M)

Usage In the t i p console window established by snmsconnect sc, a tilde (~) that appears

Last Modified 19 September 2003

as the first character of a line is interpreted as an escape signal that directs the ti p
console to perform the following action:

Disconnect the t i p session.

If you have established a t el net session to the local SC this
disconnects the ti p session and you remain logged in to the
local SC.

If you have established an r | ogi n session in to the local SC,
this disconnects the t i p session and also disconnects your
rl ogi n session.

Note — The tilde does not appear on the display until after
you have pressed the period.

Disconnect t i p session.

~~. Works only with r 1 ogi n. If you have established a
t el net session in to the local SC, you receive the following
error message:

~.: Command not found

If you have established an r | ogi n session in to the local SC,
this disconnects the t i p session and you remain logged in to
the local SC.

Note — The first tilde does not appear on the display screen.
The second tilde does not appear until after you have pressed
the period.

rl ogi n also processes ti | de- escape sequences whenever a tilde is displayed at
the beginning of a new line. If you need to send tilde sequence at the beginning of
a line and you are using rl ogi n, use two tildes (the first escapes the second for
rlogin). Alternatively, do not enter a tilde at the beginning of a line when running
inside of rl ogi n. If you use akill -9 command to terminate a console session,
the window or terminal in which the snsconnect sc command was executed goes
into raw mode, and appears hung. To escape this condition, type:
sc#: sms-user: > CTRL- j

sc#: sms-user: > stty sane
sc#: sms-user: > CTRL- j
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Group Privileges
Required

EXAMPLES

EXIT STATUS

ATTRIBUTES

SEE ALSO
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You must have platform administrator privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1  Creating a Remote Connection From the Local SC to the Hung Remote SC

In the following example the local SC is shown as sc1 and the remote SC is shown
as scO0. Log in to the local SC as a platform administrator.

scl: sms-user: > snsconnect sc

TTY connection is OFF. About to connect to other SC.

Do you want to continue (yes/no)? Yy

connect ed
scO0: sms-user: >

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

rlogin( 1M, tip(1M
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NAME smsinstall - install the SMS environment

SYNOPSIS smsinstall directory_name
smsinstall - p

smsinstall - h

DESCRIPTION snsi nst al | (1M) installs SMS packages on the main or spare SMS system
controllers. Refer to the System Management Services (SMS) 1.4 Installation Guide for
instructions on how to install SMS using this command.

If you are not running snsi nst al | from the Product directory you must use the
absolute path.

If any errors occur, ssi nst al | writes error messages to / var/ sadn syst em
| ogs/ snsinstall.

OPTIONS The following option is supported

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-p Performs post-package add actions only. For use after a Web Start
installation.

OPERANDS The following operands are supported:

directory_name Name of the directory which contains the SMS packages.

If you are installing from the Web, the path to the Product
directory, directory_name, is:

/ download_directory/ Syst em Managenent _Servi ces_1_ 3/
Pr oduct where download_directory is the location where you
downloaded the files from the Web.

If you are installing from CD-ROM, the path to the Product
directory, directory_name is Zcdr om cdr onD/
Syst em Managenent _Servi ces_1_3/ Product.

EXTENDED
DESCRIPTION

Group Privileges You must have superuser privileges to run this command.

Required . . L . .
Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the

System Management Services (SMS) 1.4 Administrator Guide for more information.
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EXAMPLES exampLE 1 Installing SMS From CDROM or Web

sc#: sms-user: > snsi nstal | download_directory

Installing SM5 packages. Please wait. . .

pkgadd -n -d "/cdronifcdronD/ Syst em Managenent _Services_1. 3/ Product” -a
/tp/ smsinstal | . adm n. 24501 SUNWSMBr SUNWSMBSop SUNWSMBdAf  SUNWSMVS] h
SUNWSMSI p

SUNWBMSTM  SUNWBMVSob  SUNWBMVSod  SUNWBVSpd  SUNWBVSpo  SUNWBVSpp  SUNVWBVSs u
SUNWscdvr. u SUNWIf rx. u SUNWIfu

Copyright 2002 Sun M crosystens, Inc. Al rights reserved

Use is subject to license terns.

205 bl ocks

Installation of <SUNWSMSF> was successful

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

61279 bl ocks

Installation of <SUNWSMSop> was successful

Copyright 2002 Sun Mcrosystens, Inc. Al rights reserved
Use is subject to license terns.

32 bl ocks

Installation of <SUNWSMSdf > was successful

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

2704 bl ocks

Installation of <SUNWSMS] h> was successf ul

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

5097 bl ocks

Installation of <SUNWBMSI p> was successful

Copyright 2002 Sun Mcrosystens, Inc. Al rights reserved
Use is subject to license terns.

1696 bl ocks

Install ation of <SUNWSMSTM> was successf ul
Copyright 2002 Sun M crosystens, Inc. Al rights reserved
576 bl ocks

Installation of <SUNWBMSob> was successf ul

Copyright 2002 Sun Mcrosystens, Inc. Al rights reserved
Use is subject to license terns.

1025 bl ocks

Installation of <SUNWSMSod> was successful

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

1025 bl ocks

Installation of <SUNWSMSpd> was successf ul

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

14763 bl ocks

Installation of <SUNWBMSpo> was successful

Copyright 2002 Sun M crosystens, Inc. Al rights reserved
Use is subject to license terns.

Installation of <SUNWSMSpp> was successful

Copyright 2002 Sun Mcrosystens, Inc. Al rights reserved
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Use is subject to license terns.
5 bl ocks

Installation of <SUNWSMSsu> was successful .
Copyright 2002 Sun Mcrosystens, Inc. All rights reserved.
479 bl ocks

Installation of <SUNWscdvr> was successful.
Copyright 2002 Sun M crosystens, Inc. Al rights reserved.
33 bl ocks

Reboot client to install driver.

t ype=ddi _pseudo; name=f | ashprom uf | ash\ NO

Installation of <SUNWIfrx> was successful.

Copyright 2002 Sun M crosystens, Inc. Al rights reserved.
13 bl ocks

Installation of <SUNWIfu> was successful.

Verifying that al(l SMS packages are installed
Checking that all installed SVM5 packages are correct

pkgchk -n SUNWSMSr SUNWBMVSop SUNWSMSAf SUNWBMVS] h SUNWEMVSI p SUNWEMBMM
SUNWSMSob

SUNWBMSod  SUNWBMSpd  SUNVBVSpo  SUNWBMVSpp SUNWBMSsu - SUNWscdvr  SUNWIF r x
SUNWUIf u

oK

Setting up /etc/init.d/snms run control script for SM5 1.3
New SM5 version 1.3 is active

Attenpting to restart daenon picld
letc/init.d/picld stop
/etc/init.d/picld start

smsinstall conplete. Log file is /var/sadm systenl|ogs/snsinstall.

exampLE 2 Installing SMS After Web Start

sc0: sms-user: > snsi nstall -p download_directory
Verifying that all SMS packages are installed
............... (0%

Checking that all installed SVMS packages are correct

pkgchk -n SUNWSMSr SUNWBMSop SUNWSMSAf SUNWBMS) h SUNWBMVSI p SUNWSMSM
SUNWEMSob

SUNWBMSod  SUNWEMSpd SUNWSMSpo SUNWBMBpp SUNWBMSsu SUNWScdvr  SUNWIF 1 x
SUNWUIf u

oK

Setting up /etc/init.d/sms run control script for SM5 1.3

New SMS version 1.3 is active

Attenpting to restart daenon picld

/etc/init.d/picld stop

letc/init.d/picld start

sneinstall conplete. Log file is /var/sadnfsysten|ogs/snsinstall.

EXIT STATUS The following exit values are returned:

0

Successful completion.

>0 An error occurred.
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FILES

ATTRIBUTES

SEE ALSO

System Administration

The following file is used by this command:

/var/ sadm syst eni | ogs/ snsi nstal | snsi nstal | log file

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

Interface Stability Evolving

smsconfig( 1M smsupgrade( 1M

System Management Services (SMS) 1.4 Installation Guide
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NAME smsrestore - restore the SMS environment

SYNOPSIS smsrestore filename

smsrestore - h

DESCRIPTION snsr est or e(1M) restores the operational environment of the SMS from a backup
file created by snmsbackup(1M). Use snsr est or e to restore the SMS environment
after the SMS software has been installed on a new disk.

Turn off failover and stop SMS before running snsr est or e; start SMS and turn on
failover, if you want, afterward. For information about manually starting and
stopping SMS refer to the System Management Services (SMS) 1.4 Installation Guide .

If any errors occur, sisr est or e writes error messages to / var/ sadni syst em
| ogs/ snerestore.

Note — If the main SMS environment has changed since the backup file was
created— for example, by shutting down a domain— you must run
snmsbackup(1M) again in order to maintain a current backup file for the system
controller.

OPTIONS The following option is supported.

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.

OPERANDS The following operands are supported:

filename Name of the backup file that was created by smsbackup(1M). If
the specified file is not in the current directory, the filename must
contain the full path name for the file. This file can reside
anywhere on the system, connected network, or tape device. If
no filename is specified, you receive an error message.

EXTENDED
DESCRIPTION

Group Privileges You must have superuser privileges to run this command.

Required ) ) o ) o )
Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the

System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES EXAMPLE 1  Restoring SMS

sc# snerestore sns_backup. 1.0.cpio
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO
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EXAMPLE 2 Restoring SMS From Tape Device 0

sc# snmerestore /dev/rnt/0/sms_backup. 1. 0. cpio

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/var/ sadm syst enml | ogs/ snerestore snsrest or e log file

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

smsbackup( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

smsupgrade - upgrades the SMS software to the current version

smsupgrade [-b] [-r] directory_name
smsupgrade - p

smsupgrade - h

snmsupgr ade(1M) upgrades SMS software on the main or spare SMS system
controllers. Refer to the System Management Services (SMS) 1.4 Installation Guide for
instructions on how to upgrade SMS using this command.

If you are not running snmsupgr ade from the Product directory you must use the
absolute path.

If any errors occur, smsupgr ade writes error messages to / var/ sadn syst em
| ogs/ snsupgr ade.

The following option is supported

-b Neither snsbackup(1M) nor sisr est or e(1M) are performed.

The default is to run smsbackup to directory / var/ t np before
upgrading SMS.

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-p Performs post-package add actions only; it does not perform

snmsbackup or snsr est or e. For use after a Web Start installation.

-r sner est or e(1M) is not performed after the upgrade

The default is to run snsr est or e from directory / var / t np after
upgrading SMS.
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OPERANDS

EXTENDED
DESCRIPTION

Group Privileges
Required

EXAMPLES
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The following operands are supported:

directory_name Name of the directory which contains the SMS packages.

If you are installing from the Web, the path to the Product
directory, directory_name, is / download_directory/

Syst em Managenent _Servi ces_1_3/ Product ; where
download_directory is the location where you downloaded the
files from the Web.

If you are installing from CD-ROM, the path to the Product
directory, directory_name is /cdr om cdr on0/
Syst em Managenent _Servi ces_1 3/ Product.

You must have superuser privileges to run this command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

exampLE 1 Upgrading SMS From CDROM or Web

sc0: sms-user: > snmsupgr ade directory_name

Attenpting to stop daenon picld
/etc/init.d/picld stop

Verifying that all SMS packages are installed
K

Backi ng up SMs to /var/tnp/sms_backup. 1. 3. cpio before
upgrade. Please wait.

snmsbackup /var/tnp

smsbackup: Backup configuration file created: /var/tnp/
sms_backup. 1. 3. cpi o

SMS backup conpl ete.

Installing SM5 packages. Please wait.

pkgadd -n -d "/cdron cdron0D/

Syst em Managenent _Services_1. 3/ Product"” -a
/tnp/sneinstall.adm n. 26021 SUNWBMSr SUNWSMSop  SUNWBVSf
SUNWBVS] h SUNWBNEI p

SUNWBMSITM  SUNWBMSob  SUNWBMVSod  SUNWBVSpd - SUNVBVSpo
SUNWSMSpp  SUNWSMSsu

SUNWScdvr. u SUNWIfrx. u SUNWIf u

Copyright 2002 Sun M crosystens, Inc. Al rights
reserved.

Use is subject to license terns.

205 bl ocks

Installation of <SUNWSMSr> was successful .
Copyright 2002 Sun M crosystens, Inc. Al rights
reserved.

Use is subject to license terns.
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61279 bl ocks

Installation of <SUNWSMSop> was successful
Al rights

Copyright 2002 Sun M crosystens,
reserved.
Use is subject to license terns.
32 bl ocks

I nc.

Install ation of <SUNWSMSdf > was successf ul
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
2704 bl ocks

I nc.

Installation of <SUNWSMS] h> was successful
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
5097 bl ocks

I nc.

Installation of <SUNWBMSI p> was successful
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
1696 bl ocks

I nc.

Installation of <SUNMBMSTM> was successful

Copyri ght 2002 Sun M crosyst ens,
576 bl ocks

I nc.

All

rights reserved

Installati on of <SUNWSMSob> was successf ul
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
1025 bl ocks

I nc.

Install ation of <SUNWSMSod> was successf ul
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
1025 bl ocks

I nc.

Installation of <SUNWSMSpd> was successful
Al rights

Copyright 2002 Sun M crosystens,
reserved.

Use is subject to license terns.
14763 bl ocks

I nc.

Installation of <SUNWBMSpo> was successful
Al rights

Copyright 2002 Sun M crosyst ens,
reserved.
Use is subject to license terns.

I nc.

Installation of <SUNWSMSpp> was successf ul
Al rights

Copyright 2002 Sun M crosystens,
reserved.
Use is subject to license terns.
5 bl ocks

I nc.

Installation of <SUNMWBMSsu> was successful

Copyri ght 2002 Sun M crosyst ens,
479 bl ocks

I nc.

Al

rights reserved

Installation of <SUNWs$cdvr> was successful

Copyri ght 2002 Sun M crosyst ens,
33 bl ocks
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EXIT STATUS

FILES
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Reboot client to install driver.
t ype=ddi _pseudo; nanme=f | ashprom ufl ash\ NO

Installation of <SUNWIfrx> was successful.
Copyright 2002 Sun M crosystens, Inc. Al rights reserved.
13 bl ocks

Installation of <SUNWIfu> was successful.

Verifying that all SMS packages are installed
............... oK

Checking that all installed SM5 packages are correct
pkgchk -n SUNWSMSr SUNWSMSop SUNWSMSAf SUNWEMS) h SUNWSMVESI p
SUNWBMSM  SUNVBMSob

SUNWBMSod  SUNWSMSpd SUNWBMSpo  SUNWSMBpp  SUNWSMSsu
&N\/\scdvr SUNWIIf rx SUNWIT u

Setting up /etc/init.d/sms run control script for SM5 1.3
New SMs version 1.3 is active

Restoring SMs from/var/tnp/sms_backup. 1. 3. cpio after
upgrade. Please wait. . .

snerestore /var/tnp/ snms_backup. 1.3.cpio

Attenpting to start daenon picld
letc/init.d/picld start

snsupgrade conplete. Log file is /var/sadn systeni| ogs/
smsupgr ade.
#

exampLE 2 Installing SMS After Web Start

sc0: sms-user: > snmsupgr ade -p directory_name
Verifying that all SMS packages are installed

Checking that all installed SVMS packages are correct

pkgchk -n SUNWSMSr SUNWSMSop SUNWBNVSAf SUNWSNVS] h SUNVBMEI p SUNMBMVBM
SUNWEMSob

SUNWSMSod SUNVWEMSpd SUNWSMSpo SUNWEMSpp SUNWSMSsu SUNWscdvr  SUNWIF r x
SUNWUIf u

(0%

Setting up /etc/init.d/sms run control script for SMS5 1.3

New SMS version 1.3 is active

Attenpting to restart daenon picld

/etc/init.d/picld stop

/letc/init.d/picld start

sneinstall conplete. Log file is /var/sadnfsysten|ogs/snsinstall.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/var/ sadm syst enl | ogs/ smsupgr ade snsupgr ade log file
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[var/tenp/ sns_backup. 1. 3. cpi o

smsupgrade(1M)

SMS backup file

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types

Attribute Values

Availability

SUNWSMSop

Interface Stability

Evolving

SEE ALSO smsbackup( 1M , smsconfig( 1M , smsinstall( 1M , smsrestore( 1M
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NAME

SYNOPSIS

DESCRIPTION
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smsversion - change the active version of SMS to another co-resident version of the
SMS software

smsversion new_version
smsversion -t

smsversion - h

smsver si on(1M) can be used to switch between two co-installed (and
consecutively released) versions of SMS.

Note — SMS 1.1 and SMS 1.3 are not consecutive releases and you cannot switch
from one to the other using snsver si on. You must do a fresh installation. Refer to
the System Management Services (SMS) 1.4 Installation Guide for more information.

snsver si on permits two-way SMS version-switching between sequential co-
resident installations on the same operating environment but with the following
conditions:

Condition Explanation

New features The features supported in the newer version of SMS may not be
supported in the older version. Switching to an older version of SMS
can result in the lose of those features. Also, the settings for the new
features might be erased.

Flash PROM Switching versions of SMS requires reflashing the CPU flash PROMs

differences with the correct files. These files can be found in the / opt / SUNWSMVS/
<SMS_ver si on>/ fi rmnar e directory. Use f | ashupdat e(1M) to
reflash the PROMs after you have switched versions. Refer to the
f I ashupdat e man page, Chapter 11 of the System Management
Services (SMS) 1.4 Administrator Guide and the System Management
Services (SMS) 1.4 Installation Guide for more information on updating
flash PROMs.

snsver si on, when invoked with no command-line argument, displays the list of
all properly installed versions of SMS on the current system controller. You can pick
from that list, and snsver si on stores a copy of the current configuration
environment and then switches all necessary software links necessary for activating
the new version of the software. smsver si on can run with an optional command-
line argument specifying the target version for switching.

Once smrsver si on completes the switch, the target version becomes the active
version. To restore the configuration automatically saved by snsver si on you must
use sisr est or e(1M). Your previous configuration is not automatically restored as
part of the version switch.

To restore your previous configuration do one of the following:
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= Turn off failover and stop SMS. Then run snsr est or e.

Note — If you changed your network configuration using snsconf i g - mafter you
created the backup you just restored, you must run snsconfi g - mand reboot
now.

» Start SMS and turn on failover. For information about manually starting and
stopping SMS refer to the System Management Services (SMS) 1.4 Installation Guide

If any errors occur, smever si on writes error messages to / var / sadnt syst em
| ogs/ snsver si on.

OPTIONS The following options are supported:

-h Help. Displays usage descriptions.
Note — Use alone. Any option specified in addition to - h is
ignored.

-t Displays the current active version of SMS and exits.

OPERANDS The following operands are supported:

version_number  Release number of the target SMS version

EXTENDED
DESCRIPTION

Group Privileges You must have superuser privileges to run this command.

Required
Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the

System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLES ExaMPLE 1 Displaying the Version with One Version of SMS Installed

Displays the active version and exits when only one version of SMS is installed.

sc# smesversion -t
1.2

EXAMPLE 2 Changing the Active Version of SMS

Displays versions of SMS installed on this system controller. Choose the inactive
version and perform a version switch.
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You must stop SMS prior to switching versions.

sc# sneversi on

smsversion: Active SMS version 1.2

snmsversion: SMS version 1.2 installed

smsversion: SMS version 1.3 installed

Pl ease select fromone of the followi ng installed SM5 versions.
1) 1.2

2) 1.3

3) Exit

Sel ect version: 2

You have selected SMS Version 1.3

Is this correct? [y,n] Yy

snmsversion: Upgrading SM5 from1.2> to 1.3>.

To nmove to a different version of SM5 an archive of
critical files will be created. Wat is the name of
the directory or tape device where the archive will be
stored? [/var/tmp][return]

snmsversi on: Backup configuration file created: /var/tnp/
sns_backup. 1. 2. cpi o

smeversion: Switching to target version 1.3>.
smsversion: New Version 1.3> Active

snsversion: Active SMs version 1.3 >

To use the previous SM5 configuration settings type:
snerestore /var/tnp/ sns_backup.1.2.cpio

NOTE: Wen switching to another SMS version,
the user must choose (via use of snerestore) to restore the
configuration settings fromthe previously active version.

EXAMPLE 3 Downgrading SMS Versions

sc# snsversion 1.2
smeversion: Active SMS version 1.3 >
You have requested SM5 Version 1.2

Is this correct? [y,n] Yy

snmsversi on: Downgrading SM5 from1.3> to 1.2>.
snmsversion: SMS version 1.2 installed

To nove to a different version of SM5 an archive of
critical files will be created. What is the nanme of
the directory or tape device where the archive will be
stored? [/var/tnp][return]

smsversi on: Backup configuration file created: /var/tnp/
snms_backup. 1. 3. cpi o

smsversion: Switching to target version 1.2>.
snsversion: New Version 1.2> Active

smsversion: Active SMS version 1.2 >

To restore previous the SMS configuration setting type:
smsrestore /var/tnp/ sms_backup. 1. 3. cpi o
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EXIT STATUS

FILES

ATTRIBUTES

SEE ALSO

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

The following file is used by this command:

/var/ sadm syst em | ogs/ snsver si on snsver si on log file

See attributes(5) for descriptions of the following attributes.

smsversion(1M)

Attribute Types Attribute Values

Availability SUNWSMSop

smsbackup( 1M , smsrestore( 1M
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

FILES

ATTRIBUTES
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ssd - SMS startup daemon
ssd [-f startup_file]
ssd [-i message ]

ssd(1M) starts, stops, and monitors all the key daemons and servers of SMS.
When executed with no options ssd reads from the ssd_st art file, which lists the
daemons and servers that ssd starts and monitors.

Do not execute this program manually. ssd(1M) is automatically invoked by a
Solaris software run-control script and is periodically monitored for restart.

The following options are supported:

- f startup_file  Uses this file instead of the default ssd_st art file.

-i message Places a notice message in the platform log file. Specified and used
exclusively by the sns startup script.

The following files are supported:

/et c/ opt/ SUNWBMS/ st artup/ ssd_start Default startup file for ssd
/ et c/ opt/ SUNWBMS/ st ar t up/ snms Default startup file for SMS

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop
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NAME

SYNOPSIS

DESCRIPTION

OPTIONS

testemail - Test the event-reporting features, which include event message logging
and email notification of events.

testemail - c event_class_list - d domain_ID [-i resource_indictment_list]

testemail - h

t est ermai | (1M) enables you to generate test events and verify that they are logged
in the SMS platform message log file and reported by email to designated
recipients. This command also enables you to verify any changes made to the email
control file (event _enmi | . cf), which identifies the recipients of the event email.

You specify the test events to be generated, the domain affected by the events, and
optionally a list of components that are associated (indicted) with each event listed.

The following options are supported:

-C A list of one or more fault event classes to be generated and
event_class_list  reported by the test email, for example: faul t . t est. enai |

Use a comma to separate each event class listed. The valid fault
classes are described in the file / et ¢/ opt / SUNWSMS/ SMS/
confi g/ SF15000. di ct .

- d domain_id Specifies the one-character ID of the domain affected by the
specified event classes. Valid domain_ids are A-R and must be
specified as upper-case characters.

-h Help. Displays usage descriptions.

Note — Use alone. Any option specified in addition to - h is
ignored.
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-i indictment_ A list of one or more components that map to each event class

resource_list specified. Use a comma to separate each component in the list.
The components listed correspond to each fault event specified.
However, for test purposes the components specified do not
actually have to be faulty.

Valid component values are:

= board (a system_board, io_hoard, expander_board, or
centerplane_support_board)

= System_board/port

= i0_hoard/port

= system_board/port/physical bank/dimm

= system_board/port/physical bank/dimm/logical_dimm
= system_board/port/ecache

= i0_board/port/iobus

= centerplane

= centerplane support

= bus (address bus, data bus, or response bus)
= expander_board/cdcdimmO

= expander_hoard/bus

= system_controller

= system_controller_peripheral

= fan _tray

= power_supply

where

system_board SB(0...17) for Sun Fire 15K systems
SB( 0. .. 8) for Sun Fire 12K systems

io_board | (0...17) for Sun Fire 15K systems

I (0. ..8) for Sun Fire 12K systems

expander_board EX(0...17) for Sun Fire 15K systems
EX(O. .. 8) for Sun Fire 12K systems

port or processors
for system_boards  P(O0. .. 3)
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EXTENDED
DESCRIPTION

Test Results

testemail(1M)

physical bank B(0| 1)
dimm D(0...3)
logical dimm L(0] 1)
io_bus (0] 1)
ecache E(0| 1)
centerplane CP(0] 1)
centerplane

support CS(0] 1)
bus ABUS| DBUS| RBUS( 0] 1)
system_controller ~ SC( 0| 1)
system_controller

_peripheral SCPER( 0| 1)
fan tray FT(O...7)
power supply PS(0...5)

The results of the email test includes the following:

Group Privileges
Required

EXAMPLES

EXIT STATUS

Last Modified 19 September 2003

= Event messages in the platform messages log that reflect the test fault with event
code, with a text string that indicates the test should be ignored

= Email that notifies designated recipients of the events generated

You must have platform administrator or platform service privileges to run this
command.

Refer to Chapter 2, "SMS Security Options and Administrative Privileges" in the
System Management Services (SMS) 1.4 Administrator Guide for more information.

EXAMPLE 1 Generating Test Fault Events for Expander and 1/0 Boards

sc0: sms-user: > testemni | -c fault.board.ex. 1112, fault.board.io.l1l2
-dD -i EX7,1 38

The following exit values are returned:

0 Successful completion.
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>0 An error occurred.

FILES The following files are used by this command:

/ et c/ opt/ SUNWBMS/ SMS/ conf i g/ event _enmi | . cf  Controls email
notifications

ATTRIBUTES See attributes(5) for descriptions of the following attributes:

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO erd( 1M
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NAME tmd - task management daemon
SYNOPSIS tmd [-t number]

DESCRIPTION t md(1M) provides task management services, such as scheduling for SMS. The
purpose of this service is to reduce the number of conflicts that can arise during
concurrent invocations of the hardware tests and configuration software.

This daemon is started automatically by ssd(1M). Do not start it manually from the
command line.

OPTIONS The following option is supported:

-t number This option allows the number of concurrent invocations to be
throttled. The value must be a positive number, greater than or
equal to one.

Caution- Changing the default value can adversely affect system
functionality. Do not adjust this parameter unless instructed by a
Sun service representative to do so.

EXIT STATUS The following exit values are returned:

0 Successful completion.

>0 An error occurred.

ATTRIBUTES See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

SEE ALSO ssd( 1M
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NAME
SYNOPSIS

DESCRIPTION

EXIT STATUS

ATTRIBUTES

SEE ALSO
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wecapp - wPClI application daemon
wcapp

wecapp(1M) is responsible for implementing Sun Fire Link clustering functionality—
specifically, handling requests from the domain-side drivers and responding to
requests for information from the external Sun Fire Link fabric manager server.
wcapp runs in a Java Virtual Machine (JVM) included with Solaris 8 02/02
operating environment or later.

wecapp is responsible for managing Sun Fire Link clustering for all the domains in
the Sun Fire high-end system. The Java side of wcapp exports a set of Java Remote
Method Invocation (RMI) interfaces that can be used by the Sun Fire Link fabric
manager to set up and monitor a cluster.

This daemon is automatically started by ssd(1M). Do not start it manually from the
command line.

The following exit values are returned:

0 Successful completion.

>0 An error occurred.

See attributes(5) for descriptions of the following attributes.

Attribute Types Attribute Values

Availability SUNWSMSop

ssd( 1M
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